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Conventions

We use the following typographical conventions.

audit (5)

An HP-UX manpage. audit is the name and 5 is the
section in the HP-UX Reference. On the web and on the
Instant Information CD, it may be a hot link to the




Book Title

KeyCap

Emphasis
Emphasis
ENVIRONVAR
[ERRORNANIE

Term
ComputerOutput
Userlnput
Command

Variable

[]

{}

manpage itself. From the HP-UX command line, you
can enter “man audit ” or “man5audit ” to view the
manpage. See man (1).

The title of a book. On the web and on the Instant
Information CD, it may be a hot link to the book itself.

The name of a keyboard key. Note that Return and Enter
both refer to the same key.

Text that is emphasized.
Text that is strongly emphasized.
The name of an environment variable.

The name of an error number, usually returned in the
errmo variable.

The defined use of an important word or phrase.
Text displayed by the computer.

Commands and other text that you type.

A command name or qualified command phrase.

The name of a variable that you may replace in a
command or function or information in a display that
represents several possible values.

The contents are optional in formats and command
descriptions. If the contents are a list separated by |,
you may choose one of the items.

The contents are required in formats and command
descriptions. If the contents are a list separated by |,
you must choose one of the items.

The preceding element may be repeated an arbitrary
number of times.

Separates items in a list of choices.
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General
Introduction

Section
Introductions

Preface

HP-UX is the Hewlett-Packard Company’s implementation of an
operating system that is compatible with various industry standards. It
is based on the UNIX[ System V Release 4 operating system and
includes important features from the Fourth Berkeley Software
Distribution.

The nine volumes of this manual contain the system reference
documentation, made up of individual entries called manpages, named
for the mancommand that displays them on the system. The entries are
also known as manual pages or reference pages.

For a general introduction to HP-UX and the structure and format of the
manpages, please see the introduction (9) manpage in volume 9.

The manpages are divided into sections that also have introduction
(intro) manpages that describe the contents. These are:

intro (1) Section 1: User Commands
(A-M in volume 1; N-Z in volume 2)

intro (1M) Section 1M: System Administration Commands
(A-M in volume 3; N-Z in volume 4)

intro (2) Section 2: System Calls
(in volume 5)

intro (3C) Section 3: Library Functions
(A-M in volume 6; N-Z in volume 7)

intro (4) Section 4: File Formats

(in volume 8)

intro (5) Section 5: Miscellaneous Topics
(in volume 9)

intro (7) Section 7: Device (Special) Files
(in volume 9)

intro (9) Section 9: General Information
(in volume 9)
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Section 1: User Commands

Entry Name(Section): name Description
intro(1): iNtro .o introduction to command utilities and application programs
AAD(1):  AAD oo e e e e e et eeeeear it eeeraaaaraa s absolute debugger
AJUST(L):  AAJUSE oo et e e e e e e e e e e e e eeeeeeraarraaaaas simple text formatter
admin(l):  AdmMIN oo e e e e e et e e aeeaaae create and administer SCCS files
alias : substitute command and/or file NAME .......ccccceiiiiiiiiiiiiieiiiiicee s see sh-posix(1)
alias : substitute command and/or fileName ...............ouiiieeiiiiiiiiiiie s see esh(1)
alias : substitute command and/or filename ..............ccoooiiiiiiiiiiiiiiiiiii e .... see ksh(1)

alloc  : show dynamic MEMOTY USAZE .......cccvvvuriieeeeeeiiiiiiiiiaeeeeeteettiiiaeeeeeeeeataenaeeeeeeresrrniaaesssssssmmsnanaeaaes see csh(1)
ANSWEI(1):  ANSWEL  .oiiiiiiiiiiiiee e e eeeeiiieee e e e eeeeeaie e e e e e e eeaataeeeeeeeeesssrnnnaaaaaes phone message transcription system
=1 o 1) L | GO UUPPPUPPURRRPNt maintain portable archives and libraries
F 1T ) - 1 ORI assembler (Itanium Processor Family)
ASA(L): BSA ceieeeiiiiiiiiiiiiee e e e e e e e er e e e e e aer e aaaas interpret ASA carriage control characters
at(1): at,batch ..., execute batched commands immediately or at a later time
attributes(1): attribUtes oot eeeeeeee describe audio file
AWK(L): @WK oot text pattern scanning and processing language
Banner(1):  DANMET .......uuiiiiiiiiiiiiiiiiiieiiitiiiereeeraraeraeraraaaaeesesrasrssssrsssssrsssssrrrrrrrrrraren make posters in large letters
basename(1l): basename, dirName ........cccooeeiiiiiiiiiiiiieiieeeeiee e extract portions of path names
batch : execute batched commands immediately .............coeviiiiiiiiiiiiiiiiiiiiiiiie e, see at(1)
BC(1):  BC e arbitrary-precision arithmetic language
LT B i () o To 1 PP UPPPPPPPPPPPPPPPRY diff for large files
break : exit from enclosing for/Mext L0OP ........ccoeiiiiiiiiiiiiiee e see esh(1)
break : exit from enclosing fOr/MeXt 100D ......ccceeeeiieeiieeeeeeeeeeeeeeeeeeeeee e see ksh(1)
break : exit from enclosing for/Mext 100D .......ccceeeeeeeeeeiiieieeeeeeeeeeeeeeee e see sh-posix(1)
breaksw : break from switch and resume after endsw ............coooeeiieiiiiiieeeie e see esh(1)
BS(1): DS i aa———aabaaaaaa————— a compiler/interpreter for modest-sized programs
L1 (0 ) o7 | PP PPPPPPPPPPPUPPRINE print calendar
calendar(1l): calendar .... reminder service
cancel : cancel requests on an LP printer or plotter .........ccccociiuiuieiiiiiiiiiiiiiiiiiiiiieereeereereereererreeeeeeee... see Ip(1)

case : label in a switch statement see esh(1)

case : label in a switch statement see ksh(1)
case : label in a switch statement ...........cooooiiiiiiiiiiiiii e, see sh-posix(1)
CAL(L):  CAL  ceiiiiiiiiiteee ettt e ettt e e e ettt e e e e ettt e e e e e e eianeee concatenate, copy, and print files
ccat : cat coMPACEEA fIlES ...cceiiiiiiiiiiiiiiiiicicceeeeeee e see compact(1)
CC_DUNAIEA(L):  CC coiiiiiiiiiiiee et e ettt e e e e sttt e e e e e s sibaeeeee e e e bundled C compiler
cd: change WOrking dir€CtOTY .........eeiiiiiiiiiiiiiiiiei ettt e ettt e e e e ettt e e e e e e s bbbt e eeeeeseanbenee see csh(1)
cd: change WOrking dir€CtOTY .........ccoeiiiiiiiiiiiiiiiiiiiie ettt ettt e e e ettt e e e e e e sbbeeeeeeesesabanees see ksh(1)
cd: change Working dir€CtOTy ........cccooiiiiiiiiiiiiiiiiiiiitee et e e e e e eeeeeee e e see sh-posix(1)
CA(L): OO ettt e e e ettt e e e e e e ettt e e e e e ettt e e e e s e eabreeee change working directory
CA(1): COMMANG oottt ettt e e e ettt e e e e e ettt e e e e e e abaeaeeeeas execute a simple command
(s LT ) oo (o N change the delta commentary of an SCCS delta
chacl(1): chacl add, modify, delete, copy, or summarize access control lists (ACLs) of files
chatr(1): Chatr o change program’s internal attributes
chdir : change current Working dir€CtOTY .........ccceeiiiiiiiiiiiiieeieiiiiiiee e e et e e e e e eea e e e e e eesraaaaaaeaaaes see csh(1)
checknr(1): CheCKNr ..o, check nroff/troff files
chfn(1): chfn . change user information in password file; used by finger

Chgrp : change flle GIOUD ......ouuuiieiiiiiieiiee e e e e e e et e e e e e e e et abeaeeeeeeeeaarraaaeeeaanenes see chown(1)
ChREY(1): ChKEY .o e et e e e e e e e e e aaaeeeaaes change user’s secure RPC key
chmod(1): ChMOd ... change file mode access permissions
Chown(1): ChOWN, CROIP  coreeiiei et e e e e e e e e eaaes change file owner or group
Chsh(1): ChSh oo e e e e e e e et e e e e eeeeaes change default login shell
L3 8 ) ot USROS check in RCS revisions
ckeconfig(1): ckconfig .o verify path names of all FTP configuration files
CRSUMI(1):  CKSUM oottt e e e e e e e et e e e e e e e aaaaaaeeeaeaneees print file checksum and sizes
CLlEAT(1):  ClBAI e clear terminal screen
CINP(L):  CIMP oottt e e e e e e et eta e e e e e e e eaata e eeeeaesaassanaeeeaessssssnnnaaeassessssnnnaeeassens compare two files
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Entry Name(Section): name Description
CO(L): €O ittt e e e e e e e e et et e e e e e e e aat b aeaeeeeatta—aaaaerraatraaaaaaees check out RCS revisions
COL(L):  COl oo e e e filter reverse line-feeds and backspaces
COMBI(1):  COMD Lottt et e et e et et et et ee e et et eeeeeeeeeeeeeeeeeeeeeeeeeeeeaaees combine SCCS deltas
commM(1):  COMM .uuuiiiiiiiiiiiiiiee et e et e e e e e aaba e eaaees select or reject lines common to two sorted files
compact(l): compact , uncompact , cCat ........cccccovveieeeeeeeerrrnnnnnn. compact and uncompact files, and cat them
compress(l): compress , compressdir , uncompress , uncompressdir , zcat .. compress and expand data
compressdir  : compress files in a direCtory ...........ccoeeeeiiiiiiiiiiiiie i see compress(1)
continue : resume execution of nearest while or foreach ..........cccccccoiiiiii see csh(1)
continue : resume next iteration of enclosing for/mext 100P ..........cceeeeiiiiiiiiiiiiiiniiii e, see ksh(1)
continue : resume next iteration of enclosing for/mext 100p ..........cceveeeiiiiiiiiiiiiiniiie e see sh-posix(1)
CONVETT(L):  CONVEIT oottt ettt e et et et e e et et e et e eee e et e e et e eeeeeee et ee et eeeeeeeeeeeeees convert audio file
(3 0 10 ) L of o J SO PUPPPPRPINN copy file, files, or directory subtree
CPIO(1):  CPIO i copy file archives in and out; duplicate directory trees
(6303 10 ) R ot o] o JE U UPUPUUTRRRPRRt the C language preprocessor
crontab(1): Crontab ..o e eeeaaaa user crontab file operations
(a4 0110 ) o Y/ | OO PUUUUTRRPPRt encode/decode files
csh(1): CSh a shell (command interpreter) with C-like syntax
L= o) 1) R o= o] [ USSP context split
CL(L): Ol oo e e e e e e e e e e e e e spawn getty to a remote terminal (call terminal)
[ 7 YT ) o1 - Vo LSRR create a tags file
Lt T ) ol U N call another UNIX system; terminal emulator
CUL(1):  CUL oottt e e e e cut out (extract) selected fields of each line of a file
date(1): date .......eeeuiiiiiiiiiiiiiiiiiiiiiiiirirreaarrerrearaaa———a—r—a———————————————— display or set the system-clock date and time
¢ LT 1) o [ O P PU U UUPPP RO desk calculator
Ad(1): dd oo, convert, reblock, translate, and copy a (tape) file
default :label default in switch statement ...........cccceeiiiiiiiiiiiiiiiiie e see csh(1)
delta(l): delta ...ooovvviiiiiiiiiiiiieeeeeeeeeeeeee e make a delta (change) to an SCCS file
deroff(1):  deroff ..o remove nroff, tbl, and neqn constructs
diff(1):  diff |, diff e eaeees differential file comparator
diff3(1):  diff3 e 3-way differential file comparison
diffh  : differential file COMPATALOT .......cceiiiiiiiiiiiiiiiiiceceeeeeeee e see diff(1)
diffmk(1):  diffMK e mark differences between files
Lo R 10 o X0 ) T w720 o PPNt directory comparison
dirname : extract portions of path names .........ccccccovviiiiiiiiiii, see basename(1)
dirs : print the directory SEACK ..........ciiiiiiiiiiiiiiiiiiceeeee e see csh(1)
disable :  diSable LP DIINtEIS ..........uueuuuuuiuuuiiiiiuiierrirrererereererereseeereeerreeesereeeeereeeeeeere. see enable(1)
dmpxIt(1):  dmpXIt oo dump iconv translation tables to a readable format
dnssec-keygen(1): dnssec-keygen .........cccccociiiiiiiiinn i key generation tool for DNSSEC
dnssec-makekeyset(1): dnssec-makekeyset — ......cccccciiiiiiiiiiiiiieeeeeeeeeee, produces a set of DNSSEC keys
dnssec-signkey(1): dnsSSeC-SIGNKEY  oooiiiiiiiiiiiiieiteee et DNSSEC keyset signing tool
dnssec-signzone(l): dNSSEC-SIGNZONE  .....eiiiiiiiiiiiiiiiieeeeiriiiteeee e e eiiiree e e e e e e DNSSEC zone signing tool
domainname(1): dOMAINNAME  ........oiiiiiiiiiiiiiiieee et e e e set or display NIS domain name
dos2ux(1):  dOS2UX , UX2AOS  ...uuuuuuunuuuuunnnnnnnnnnnnnennnnnensnssnsssssssssssssssssrsssssssssssssssserrrsreeee convert ASCII file format
doschmod(1): dOSChMOA ........coooiiiiiiiiiiiiicee e e change attributes of a DOS file
s L0116 o JO ) o (o o] o RSP RO UUPTRTRN copy to or from DOS files
dosdf(1):  dOSAf oo report number of free disk clusters
dosll : list contents of DOS dir€Ctories ........coooiiiiiiiiiiiiiiieiee e see dosls(1)
dosls(1):  dOSIS |, dOSH e ... list contents of DOS directories
dosmKdir(1): doOSMKAIr ... e e e e e e make a DOS directory
dosrm(1):  dosSrm , dOSIMUAIr  ..eeeeiiiiiieiiiee e e e e remove DOS files or directories
dosrmdir  : remove DOS Air€CLOTIES .......covuuuiieeiiiiiiiiiiiieeeeeeeeitiee e e e e e e e ettt e e eeeeeeaataaaaeeeeererarennaaaaaes see dosrm(1)
L LD T ) o [V USSP PRRPRt summarize disk usage
dumpmsg: extract messages from message catalog file ............ovviiiiiiiiiiiiiiiiiiin e see findmsg(1)

echo : echo (print) arguments see esh(1)
echo : echo (print) arguments see ksh(1)
€Cho : echo (Print) ArgUMENTS .........ooiviiiiiiie i e e et e e e e e e e eaataaaeeeeeesaanrranaeeaas see sh-posix(1)
€CRO(1):  BCRHO e e e e e e raaaaaaas echo (print) arguments
Ly L0 TR =T IR (=T LSS line-oriented text editor
edit : extended line-oriented text editor ... see ex(1)
egrep : search a file for @ PAttern ...........ccooeeiiiiiiiiiii e e e see grep(1)
elfdump(1): elfdump .o dump information contained in object files
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Entry Name(Section): name Description
elm(1): elm ..., process electronic mail through a screen-oriented interface
elmalias(1): elmalias ......oiiiiii i display/verify elm user and system aliases
enable(1): enable , disable ..o enable/disable LP printers
end: terminate foreach or While 100D ........cooviiiiiiieiiiiiiiee e e e e e e e e see esh(1)
endsw : terminate switch statement ..........cccccoiiiiiiiiiiiii see csh(1)
ENV(1): BNV it set environment for command execution
EUCSEL(1):  BUCSEL  oiiiiiiiiiie i e et e e e e e e e aa b e e eaaes set and get EUC code widths for ldterm
eval :read arguments as shell input and execute resulting ...............coooiiiiiiiiiiiiiiiiii see csh(1)
eval :read arguments as shell input and execute resulting commands ..........ccccceevviiiiiiiieniiiiiiiiiiinnnn... see ksh(1)
eval :read arguments as shell input and execute resulting commands ..........cccceeevviiiiiiiennennnnn. see sh-posix(1)
EX(1):  EAIL |, BX eeieiiieiiiiiee ettt e e e e e e e e e e e r e e raaaaaaes extended line-oriented text editor
exec : execute command without creating New ProCESS .............vuiiierriiiiiiiiiiiieeeeeeieriiiireeeeereerrieeeaaans see csh(1)
exec : execute command without creating New ProCeSS ...........ciieviiiiiiieeieiiiiiiiiiiiee e eeeeeriire e e e e eeereaeeens see ksh(1)
exec : execute command without creating New ProCess ...........cciieiiiiiiiiieeeeeiiiiiiiiiie e eeeeeriiireeeeeaens see sh-posix(1)
exit : exit shell with exit Status ......coiiiiiiiiiiiii see csh(1)
exit : exit shell with exit status .....cccoiiiiiiiiiii see ksh(1)
exit : exit shell With exit Status ......coooviiiiiiiiii e see sh-posix(1)
expand(1): expand , UNEXPANd ......ccccceeeviiiiiiiieereeriiiiiiieeeeeeeeerriiineeeaaees expand tabs to spaces, and vice versa
expand_alias(1): expand_alias  .....cccccoeeeiiiiiiiieeeeeeeeeeee, recursively expands the sendmail aliases
export : export variable names to environment of subsequent commands ..........ccccceeeiiiiiiiiiiiiiineenn. see ksh(1)
export : export variable names to environment of subsequent commands ................................. see sh-posix(1)
£ 4 ) o 0 ) T = o | S UPUPPUPPPUPPPPRt evaluate arguments as an expression
factor(1l): factor , PriMES  ....eeviiiiiiiiiiiieieeeeeeeeeeee e factor a number, generate large primes
false :do nothing and return NoON-zero eXit SEALUS ........cccccuvruruririiiiiiiiiiiiiiiiiiiiirrreirrererrerrraererr——————————. see true(1)
fastbind(1): fastbind  .......ccccoeeiiiiiiiiiiinnn, prepare an incomplete executable for faster program start-up
fastmail(1): fastmail ..., quick batch mail interface
fc : edit and execute Previous COMMEANM .............uuuuuruuurrrrrrrereeerereererrsrrrersrererrsrrrrererreeeerrrr—ere.. see ksh(1)
fc : edit and execute Previous COMMANG ..........ceeviiiiiiiiiiiiiiiiiiiieieeeeeeeeeee e ee e e eeeeeeeaaeeeeeaaaaaeaeaaaaaeaens see sh-posix(1)
fgrep : search a file for a string (fast) .........oooeeiiiiiiii i see grep(1)
1 LT ) N 11T PRSPPI determine file type
104 Lo (0 ) R 112 (o H OO PP UPR PPN find files
findmsg(1): findmsg , dUMPMSG ......uuuemmnnmiiiniiiiiiiiiiiiiierieeererareeaaaen. create message catalog file for modification
findstr(1):  fiNASIr . find strings for inclusion in message catalogs
10 TS o ) R 10 To Y P PPPPPPRPRt user information lookup program
1117 @ ) 111 OO PPPPRRUURRROON format text
03 L (0 1) o] o N fold long lines for finite width output device
fOr 2 @XECULE @ O LISt oottt e e e ettt e e e s ettt e e e e e e e see ksh(1)
fOr 2 eXECULE @ O LISt 1o et e e e s e s see sh-posix(1)
FOrder(1):  fOTAEI oo e e e e e e e e e e e e e e e e e e e e e e e e e e e eeeeeeaeeaaaaaaaaaens convert file data order
foreach : initiate rePetitive 100P ........eiiiiiiiiiiiiiiiiii et e e e see csh(1)
From(1):  fTOM oo who is my mail from?
fruled(1):  fruled ..ot e e e er e e aeeae e e aararaaaaaraararraaaa turn on/off attention LEDs
87 L0 X0 S 1T T faster tape I/O
117 o X0 ) L 1 TP PPPPPP file transfer program
ftpcount(1): fIPCOUNT  ...oeiiiiiiiiiiiiiiiiiiiie ettt show current number of users for each class
ftprestart(1): ftprestart ...ooooeiieiiiiieeeeees remove shutdown message file created by ftpshut
ftpshut(1): ftpshut ... create shutdown message file for ftp servers
ftpwho(1): fIpWhO ..o, show current process information for each ftp user
€eNCAL(1):  gENCAL  ...ouvviiiiiiiiiiiiiiiiieeieeeeeeteaereaerraeerrarereararrrrrarrrrraaereae. generate a formatted message catalog file
genxlt(1): geNXIt oo e generate iconv translation
BEL(1):  GBL oo e e e e e e e e e e e e e e e e e e e e e e e e e aaaaaaaaaans get a version of an SCCS file
€etaccess(1): gELACCESS  cioiiiiiiieeieeeieeeeeeeeeeeeeeeeeee e e e e e e e e nnnnas list access rights to file(s)
getacl(1): getacl ..., list access control lists for files, JF'S only
geteconf(1):  getCONT ..o get POSIX configuration values
Ferc 703 o1 7@ 1) o =1 (o] ) PPN parse command options
€etoPLS(1):  GEIOPIS  coiiiiiiiiiiiiiceeeeee e parse utility (command) options
getprivgrp(1):  getpriVOrD  coeeeeeeeeeeeeeeeeeeeeeeeeeeee e get special attributes for group
glob : echo WIithout "\ \” @SCAPES ...eeiiiiiiiiiiiiiiiieeeeee e see csh(1)
goto : continue execution on specified 1IN ...........coeiiiiiiiiiiiiiiiiiii e, see csh(1)
BPYOL (1) GPIO T e nennnnnnnnes display call graph profile data
grep(1):  grep , €grep , fOreP  coeeeeeeeeeeeeeeeeeeeeeeee e search a file for a pattern
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grget : get password and group information ............cc.coooiiiiiiiiiieeiieiiii e see pwget(1)
ErOUPS(1):  GIOUPS  oorriiieeeiiiiiiiiiieeeeeeeeeetti i eeeeeeeeeeeatta e eeeeesssraeaaaeeeeeessrsannaaeeseerssnnnnnns show group memberships
hashcheck : create hash codes from compressed spelling list ...........ccccoiiieeiiiiiiiiiiiien e, see spell(1)
hashmake : convert words to 9-digit hashcodes ..........cccooeiiiiiiiiiiiiiiiii e see spell(1)
hashstat : print hash table effectiveness statiStics ..........uueieeeiiiiiiiiiiiiie e see csh(1)
head(1): AU ..o e e e e et e e e e e e e aa e e e eaeeaas print first few lines in a file
history : display event history 1iSt ........cccoeiiiiiiiiiiiie e e e e e e e e e e aaaaaaas see csh(1)
host(1):  NOSE o, DNS lookup utility
hostname(1): hostname .........iiiiiieiiiiiii e set or display name of current host system
hp(1): hp e, handle special functions of HP 2640 and HP 2621-series terminals
hp-mc680x0 : provide truth value about processor type .... .... see machid(1)
hp-pa : provide truth value about processor type ............. .... see machid(1)
hp9000s800 : provide truth value about processor type .........cceeeeeeiiiiiiiiiiiiee e see machid(1)
hyphen(1): hYPhen oot e e e e e e e e a e e e eaeeaaes find hyphenated words
TCOMV(L):  CONV oottt ettt et e e e e eeeeeeeeeeeeeeeeeeeeeeeeaes character code set conversion
T [0 1) F S To PP UPURPRON print user and group IDs and names
§ T 0o LA 1) N (o = o | PSPPI identify files in RCS
idlookup(1): idIOOKUP e, identify the user of a particular TCP connection
1ed(1): 060 i input editor and command history for interactive programs
if : execute command if expression evaluates true ...........cccoeeeiiiiiiiiiiiien e see csh(1)
if : execute command if previous command returns exit status 0 ..........cccoeeeiiiiiiiieniiiiiiiie e, see ksh(1)
if : execute command if previous command returns exit status 0 .........cccoeeeiiiiiiiiiiiinniiiiiiiiinnnn. see sh-posix(1)
insertmsg(1l): INSErtMSg  ..ooooiiiiiiiiiee e use findstr(1) output to insert calls to catgets(3C)
inv : make unprintable and non-ASCII characters in a file invisible ...........ccccoooviiieeiiiiiiiiiiiinneeeeeeeenne, see vis(1)
00T 7 X ) N (o 1] = | S UPPPPTRON report I/O statistics
iperm(l):  0PCIM e remove a message queue, semaphore set or shared memory id
IPCS(1): IPCS oo report status of interprocess communication facilities
JODS LIS ACTIVE JODS woiuuiiiieiiiiiiiiiiee et e e e e e e e e et e e e e e e e eab b e eeeeeataaar e aeeeeraaaraaaaaaaens see csh(1)
JODS LISt ACTIVE JODS 1ovviiriieeiiiiiiiiiiiee e e e e e e e ettt e e e e e e ettt e e e e e e aeabbt e e eeeeeaaabar e eeeaeraarrraaaaaaee see ksh(1)
JODS LISt ACTIVE JODS 1oiriiiiiiieeiiiiiiiiiiee e e e e ettt e e e e e e e e et e e e e e e e eaa b e aeeeeerraara e eeeeerararannn see sh-posix(1)
B L0 1o L ) R o o IO UPPPPRRRRR relational database operator
Kdestroy(1): KAESIIOY  ..oiiiiiiiiiie e e e e et e e e e e aaraaaaans destroy Kerberos tickets
kermit(1): kermit ............ C-Kermit 8.0 communications software for serial and network connections
Kkeylogin(1): KeYIOgIN oo e e e e e decrypt and store secret key
keylogout(1): Keylogout — ......cooeiiiiiiiiiiieee e delete secret key stored with keyserv

Keysh(1): KEYSN oo e e e e e e et e e e e eeeaaa context-sensitive softkey shell
kill : send termination or specified signal t0 & PrOCESS ......cceeeeieiiiiiiiiiieeeeeeiiiieee e e e e e e e e eerraanees see csh(1)
Kl : terminate JOD OF PIOCESS ....ccccciiiviiiiiiiieeeeeeiiiiiiieeeeeeeettetttiaeeeeeeerrsarenaaeeesersssannnaaaesasssssssnnnaeesesseees see ksh(1)
Kill  : terminate JOD OF PIOCESS .....cceeiiiieiiiiiiiiieeeeeeteiiiieaeeeeeeeeattiiaseeeeeeeessaanaeeeseesssrnnnaeeesesssssennnns see sh-posix(1)
Kill(1):  Kill e send a signal to a process; terminate a process
Kinit(1):  Kinit e obtain and cache Kerberos ticket-granting ticket
KESE(1): KISt oo list cached Kerberos tickets
Kpasswd(1):  KPASSWO ..oeeuieeeiiiiiiiiiiiee e eeeeeeiee e e et e e e e e e eaaaaeeeeeeeeaeeaes change a user’s Kerberos password
ksh(1): ksh,rksh ..., shell, the standard/restricted command programming language
Ktutil(1):  KEULL e Kerberos keytab file maintenance utility
RVNO(1):  KVNO o print key version numbers of Kerberos principals
| : list contents of dir€CtOries .......coooiiiiiiiiiiiiii e see 1s(1)
last(1): 1ast , 1aSth oo indicate last logins of users and ttys
lastb : indicate last bad logins of users and ttyS ......ccccoeiiiiiiiiiiiiii i see last(1)
lastcomm(1): [aSICOMM  ....ooiiiiiiiiiiiiiiiiiiiiieeeeeeeeeeeeeeee e show last commands executed in reverse order
Ic : list contents of dir€Ctories ........ooooiiiiiiiiiiiiiii e see 1s(1)
| o (@ ) N (o PP PPPPPP link editor
Idd(1):  1dd e, list dynamic dependencies of executable files or shared libraries
leave(l): 1EAVE oo e e e e e remind you when you have to leave
let : evaluate arithmetic @XPreSSION ..........cieeiiiiiiiiiiiiiie e eeeceiee e e e eeeti e e e e e eeearaa e eeeeeeeesaennnaeeeaaeseees see ksh(1)
let : evaluate arithmetic @XPreSSION ..........ccoeeiiiiiiiiiiiiiie e e e e e e e eeaaa e e eeeeaeesaenanns see sh-posix(1)
L8 ) o T ) R 47 7o U PUPPPPPTRR copy to or from LIF files
LANIt(1):  Difinit write LIF volume header on file
BAS(L):  DifIS e e et e e e e e e et e e e e e eeaaaananns list contents of a LIF directory
lifrename(1): liffENAME oo rename LIF files
BErm(L): DM e, remove a LIF file
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limit  : limit usage DY CUTITENT PIOCESS .....cieiiiiiiiiiiiiiee e e et e e et e e e e e e e e et e e e e e e eesabaaeeeeeeesessennnns see esh(1)
HNE(1):  lINE oot e e e e e e e a e e e e e eaaaaaaans read one line from user input
Listusers(1):  lISTUSEIS i e e e et e e e e e e e e et e e e e e eeaaraaanns display user login data
Il : list contents of dir€Ctories ........oooiiiiiiiiiiiiiiiie e see 1s(1)
IN(L): DN e, link files and directories
locale(1): 10CaIE oo e e get locale-specific (NLS) information
LOCK(I):  TOCK oottt reserve a terminal
| Loy ey o ) T (o o o =Y U PPPPRURRRPPPRt make entries in the system log
login : terminate 1ogin SNEll ...........cooiiiiiiiiiiiiiiiee et e e et e e e e e e e aa e e e eeraaaenaas see csh(1)
1ogIn(1):  10GIN oo e e e e et e e e e e e ara e aaas sign on; start terminal session
logname(1): [OgNAME oo e e ettt e e e e e e e ettt e e eeeeaaataanaeeeaeeraaannnaeeeaerenes get login name
logout : terminate 1ogin Shell ..o e e e e et e e e e eeaaanaas see csh(1)
lorder(1): lorder .. find ordering relation for an object library
Ip(1): cancel ,Ip ,Ipalt .o print/alter/cancel requests on an LP printer or plotter
Ipalt : alter requests on an LP printer or PlOtter ...........cceiiiiiiiiiiiiiiiiiiiiieeeeeeeeeeeeeeeeeeeee e, see Ip(1)
Ipfilter(1): IPfiltEr e aaaaae filters used by the lp interface scripts
Ipstat(1): IPStAl oo, print LP status information
Is(D): IS , 1,00 , 11 SIS IS L ISX  ceieiieeiee e list contents of directories
Isacl(1):  ISACI oo list access control lists (ACLSs) of files
IST : list contents Of dir€CLOTIES ........ccooviiuiiieeiiiiiiiiiiiee e e e e et e e e e e e e e et e e eeeeessaaseaaeeeeeesreeeennns see 1s(1)
Isr : list contents of dir€CtOTIES ......ccooiiiiiiiiiiiiiiiie e see 1s(1)
IsX : list contents of dir€CtOTIES ......coooiiiiiiiiiiii i see 1s(1)
11 0T ) o 1 SO PUPP macro processor
machid(1): hp9000s800 ,pdpll, u3b, u3db5,vax .......ccccovvveeeerreennnns provide truth value about processor type
machinfo(1): machinfo ... print machine information
mail(1):  mail , rMail e send mail to users or read mail
mailfrom(1): mailfrom ... summarize mail folders by subject and sender
MAILG(1):  MAIIG e e e et e e e e e e aaaa e eeeeeaaaeaans prints the mail queue
mailstats(1): MalStalS oo print mail traffic statistics
mailx(1): MailIX oo interactive message processing system
make(1): MAaKE ..ccooeiiiiiiiiiiee e maintain, update, and regenerate groups of programs
makeKkey(1): MaKEKEY .oovieeieiiieeiee e e e e e e e et e e e e eeaae generate encryption key
man(l): MaN ....cccoovviiiieeriieeee e find manual information by keywords; print out a manual entry
mediainit(1): mediainit ..., initialize disk or cartridge tape media, partition DDS tape
b1 LS ey YO ) ¢ 1= T [ TP UPPUTRPRUR three-way file merge
MESE(1):  MEST coiiiiiiiiiiie et e e e e e e e et eeeeeeeratraaeeeeeesrasaaeanns permit or deny messages to terminal
MRAIF(1):  MKAIE e et e e e e e e e ettt e e eeeeeaaaaaanaeeeeeeresarnnneeeassenes make a directory
mKfifo(1): mMKFAfO oo make FIFO (named pipe) special files
MEME(L):  MKMT e, make a makefile
MERMSES(1):  MKMSYS covviiiiieeiiiiiiiiiie e e e e e e e e e eerraeeeeaaes create message files for use by gettxt()
MRSEr(1):  MKSIE e extract error messages from C source into a file
mRtemp(1): MKIEMP oo et e e e e e e e make a name for a temporary file
mkuupath : manage the pathalias database .............cooviiiiiiieiiiiiiiiiii e see uupath(1)
mm(1): MMOSAd ..oooeriiiiiiieee e print/check documents formatted with the mm macros
model(1): MOl ..o print name of current HP-UX version
MOre(1): MOIE, PATE .eevvieeiieeeeeeeiiiiiiieeeeeeeeetuttiaaeeeeeeerttenaeeeeeerssrnnnaaessersssrnnnnns file perusal filter for crt viewing
mpsched(1): mpsched .................... control processor or locality domain on which a specific process executes
11017 ) 1| PSPPI magnetic tape manipulating program
INV(L) . NV s move or rename files and directories
named-checkconf(1): named-checkconf — ...........cccoiiiiiiiiiiiininnne. named configuration file syntax checker
named-checkzone(1l): named-checkzone ...........c.oooiiiiiiiieiiiiiiiiiieee e, zone validity checking tool
30 T=Yo 1o L0 ) N 0 T=To [ o P PPTPPRR format mathematical text for nroff
netstat(1): NESIAt ..o show network status
newalias(1): Newalias .......cooiiiiiieiiiiii e install new elm aliases for user or system
newform(1): NEWFOIMM ... e e e e e e e e e eraaaaaeeaes change or reformat a text file
NEWQrp : equivalent t0 EXEC NEWGIP  .ouueiieeiiiiiiiiieee e e e eeeetieee e e e e e eeeatt e e eeeeeeastaaesaaeeeesesssrnnnaeeeeesssssnnnns see csh(1)
Newgrp : equivalent t0 EXEC NEWGIP  cooiiiiiiieei e e e e e ettt eee e e e e et eeaat e e eeeeeesssaaanaeaeeaesssssnnnaeesaesseees see ksh(1)
Newgrp : equivalent t0 EXEC NEWGIP  ciioiiiiiiieeiiieeeiiieee e ee e e e e e e e eert e e e eeeeeaaaaaaeeeeeeearsennnnns see sh-posix(1)
NEWEEP(L):  NEWOID  oeeiiiiiiiiiiiiiee e e et ettt ieeeeeeeettrtaeaeeeeeeeastannnaeeeeeessssssnaaeeseesssssnnnaasseesseees switch to a new group
newmail(1): NEWMall ... notify users of new mail in mailboxes
TEEWS(1):  NMEWS ooiiiiiiiiiiiiiiiiee e e ee ettt e e e e et eeat e e eeeeeeaataa e eeaeesassssassaaeaeassssssnnnssesessessssnnnaeeaeeees print news items
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nice : alter comMmAand PIIOTILY ........ccoviiiiiiiieeiiiiiiiiiiee e e e ee ettt ee e e e e e e eeta e e e eeeeeeatrtaaeeeeeesassnnnnaeeeaesesssennns see csh(1)
NECE(1):  NICE oot e e e e e e e et e e e e e e e aaaraaaans run a command at nondefault priority
NISH(1):  NIST oo new version of the network information name service
NISCAL(1):  NISCAL e e e e e et e e e e e e e e e e e e e e eenaaes display NIS+ tables and objects
nischgrp(1): NISChGIP i e change the group owner of an NIS+ object
nischmod(1): nisChMod ......cccooeiiiiiiii e change access rights on an NIS+ object
nischown(1): NISChOWN ..o change the owner of an NIS+ object
nischttl(1): nischttl ..., change the time to live value of an NIS+ object
nisdefaults(1): nisdefaults ... display NIS+ default values
NISErTOr(1):  NISEITOI oiiiiiiiiieie i eeiieee e e e e eera e e e e e e eeaarraeeeeeeeassaannaaeeeeessssnnnnns display NIS+ error messages
NISETeP(1):  NISOrEP coiiiiiiiiiiiee e eeeeiiiee e e e e e e eetat e e e eeeeeeraaaaeeeeeeessssnnnaeesaeessees utility for searching NIS+ tables
nisgrpadm(1):  NISGrPAGM ..o e et e e e e e e eearrrreeeeeeaersranaeeeaaeeeees administer NIS+ groups
NESIN(L):  NISIN e e e et e e e e e e e r b e e e eaeeaaes symbolically link NIS+ objects
NESIS(1):  NISIS o e e e e e e e e list the contents of an NIS+ directory
nismatch(1): nisMatCh ... utility for searching NIS+ tables
nismMRAIr(1):  NISMKAIE oo et e e e e s aiaaeeee s create NIS+ directories
nispasswd(1): NISPASSWA  ..oooiiiiiiieeiiiiiiiiiiee e eee e e e e eeerr e e e e e eeeeaaes change NIS+ password information
nISrmM(1):  NISIM oo remove NIS+ objects from the namespace
nisrmdir(1):  NISIMAIE oo e e e e e e e st ee e e e remove NIS+ directories
nistbladm(1): niStbladm ... e e administer NIS+ tables
nistest(1): nistest  .....cccooieiiiiiiinnnnnn. return the state of the NIS+ namespace using a conditional expression
0 (0 ) o | USSRt line numbering filter
nljust(1): NUSE oo, justify lines, left or right, for printing
8001 L 1) O 1 o TN print name list of common object file
nohup : ignore hangups during command eXeCULION ............ccceeeieeeeeieeiieieeeeeeeeeeeee e see esh(1)
NOhUP(1): NONUP oo run a command immune to hangups
notify  : notify user of change in job Status ...........ccooeiiiiiiiii i see csh(1)
§4 103 i {0 ) O o [0 U PP PPPPRRURRRPPPPRt format text
NSlooKRUP(1):  NSIOOKUP  coeiiiiiiiiiiiiiiiiieceeeeeeeee e e e e e e e e query name servers interactively
NSQUErY(1): NSQUEIY  ooiiieiiiiiieiiieeeieeeeeeeeeeeeeee e e e e ee e e e e e e e ae e query the Name Service Switch backend libraries
nsupdate(1): NSUPAAIE  ...cooiiiiiiiiiiieccceeeeeee e Dynamic DNS update utility
OA(1): O, XU oeiiiiiiiiiiittee ettt e ettt e e e e s sttt e e e e e ssasbtaeeeeessenananeee octal and hexadecimal dump
odump(1):  OdUMP .coeeeeeeeeeeeeeeeeeeeeeeeeeeeeee e dump information contained in SOM object files
on(1): 0N ...ccvvvveeeeeeeeeiiininnn, execute a command on a remote host; environment similar to local environment
onintr : specify shell’s treatment of INtErruPts .....ccceeviiiiiiiiiii e see csh(1)
osdd : print/check documents formatted with the mm macros ........cccccovvviiiiiiiiiiiiiiiieee, see mm(1)
pack(l): pack , pcat , UNPACK ......ccoiiiiiiiiiiiiiiiiiiee e compress and expand files
page : file perusal filter for crt VIEWING .....ccccueviiiiiiiiiiiiiiieee e e e e see more(1)
parstatus(l): parstatus  .....occccccieiiiinnii e display information about the Superdome complex
PaSSWA(1):  PASSWA ..o change login password and associated attributes
paste(1): paste ., merge same lines of several files or subsequent lines of one file
Patch(1):  PAICN ..o rrraaaraaraaaaaes applying a diff file to an original
pathalias(1): pathalias ... e eereeeeeeeereaeeaees electronic address router
pPathchR(1):  PathChK .......oiii e e eeeeeeeeereeeeareeerereeeeseeeereeeeeees check path names
PAX(1): PAX eeriiiiiiiiiiiiiiieeeeeeee ettt ettt e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e aaaaaaaaaaaaaaaaaaaaaaaaaaaaaaaaans portable archive exchange
pcat : compress and eXPAnd fIlES ..........ooiiiiiiiiiiiiiiiiiii e see pack(l)
pdpll : provide truth value about ProcesSSOT tYPE ..........eeueuerururriuieeieriirieeeeeeeeereeerereeerrrereerre——————. see machid(1)
0 7={ @ ) F oo [P RURUPUTP file perusal filter for soft-copy terminals
Piperm(1l):  PIPCIM oo remove a POSIX message queue,semaphore name
PIPCS(1):  PIPCS  cooeeeeeeeeeeeeeeeeeeeeee e report status of interprocess communication facilities
[S10) 010 IR oY) o N T o) oy 1 7= o) S see csh(1)
0387 0 ¢ (0 T o] o] o USSP PRSP UTRT point to point protocal daemon
03019 F S o PP UUUUUPRRRPPPRN format and print files
praliases(1): PralidaSes  .ooocooeeeiieiiiieeeeee e print system-wide sendmail aliases
prealloc(1): prealloc preallocate disk storage
primes : generate large prime NUMDETIS .........ccciiiiiiiiiiiiiiiiiiicceceeeeeeeeeeeeeeeeee e e e e e e e see factor(1)
print  : output from Shell .......cccoiieiiieieeeeeeeeeeeee e aeaaaataneaaatannnnnannnnnes see ksh(1)
print  : output from Shell .......ccoooeiiiieeeeee e eaeeneeneeanee see sh-posix(1)
printenv(l):  PriNENV oo print out the environment
Printf(1):  €ChO ..o print formatted arguments
privatepw(1): PrivatepW  .....eeeeeeeeeiiiiiiiieieiieieeereaeaeaneeeeea—.. change WU-FTPD Group Access File Information
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prmail(1):  prmail ..o print out mail in the incoming mailbox file
02 e) {0 ) N o o ) U UUUPPURURR display profile data
2T ) T o] £ PP PUUPUPPPIRN print and summarize an SCCS file
0210 ) N o1 U PUURTURRRRUPPPPPRt report process status
0150 B N o o GOSN permuted index
pty : get the name of the pseudo-terminal see tty(1)
pushd : push directory StACK ........cccooiiiiiiiiieeiiiiicee e see csh(1)
pwd: print current Working dir€CtOTY .........cceeeiiiiiiiiiiiiieeeeeiiiiiiiee e e e e eeetiee e e e e e e eeratriseeeeeeesssannnaeeeaeaseees see ksh(1)
pwd: print current Working dir€Ctory .........cccceeiiiiiiiiiiiieeeiieiiiiiiiee e e e e e eeerier e e e e e eerrar e eeeeeenraanaaans see sh-posix(1)
PWAL):  PWA ettt e e e e ettt e e e e e e eaasaa e eeeeeasssaasnnaeesaessrssnsnnneeeasenees working directory name
pwget(1): pwget , grget get password and group information
Lo Lo 7= 10 ) o U To ] - O UPPPUTPPRN display disk usage and limits
ranlib(1):  ranliD s regenerate archive symbol table
ey ¢ X ) N (o) o USROS remote file copy
res(1l): rcs change RCS file attributes
resdiff(1):  reSiff et e e e e e e e compare RCS revisions
reSMeErge(1):  TCSIMEITE  .uuiieiiiiiiiiiiiieeeeee ettt e e e e e e eeeartt e e eeeeeeeaataaaeeeeaesataennaaaeeesssssnnnaaaaaes merge RCS revisions
PAISE(1):  TAISE oo e e e e e e ettt e e e e e e e e ea b e e eeeeeeaaaraanaeeeaaeeees remote file distribution
read : input and PArSe @ LINE .......ccccciiiiiiiiiiiiii i e e e e e e e a e eeeeeaaarr e aaareaas see ksh(1)
read : input and Parse @ LN ........cccoeeiiiiiiiiiiiiee et e e e e e e e e e e e eeaaaaaans see sh-posix(1)
L=r: 1o [0 ) R (=Y To U UUUPPPRPON read a line from standard input
readmail(1): readmail ... read mail from a mail folder or incoming mailbox
readonly : mark names as unredefinable ............ccccooeeiiiiiiiiiiiiin e see ksh(1)
readonly : mark names as unredefinable .............ccccoeeeeiiiiiiiiiiiie e see sh-posix(1)
red : restricted line-oriented text €ditor ... see ed(1)
rehash : recompute internal hash table ............cccoooiiiiiiiiiii e e see csh(1)
remsh(1):  FEMSN execute from a remote shell
repeat : execute command more than ONCE ..........ccceeiiiiiiiiiiiiieeiieiiiiiiee e e e e ee e e e e eeereaaeannns see csh(1)
reset : terminal-dependent initialization ...............cooiiiiiiiiiiiiiiiiiiiie e see tset(1)
return : shell function return to INVOKING SCIIPt .....uueeiiiiiiiiiiiiee e e eeeeeaaes see ksh(1)
return : shell function return to invoking SCript ..........cccoiiiiiiiiieiiiiiiiiiiiee e see sh-posix(1)
=2 ) (Y PP PP PPPPPPPPTPPPRt reverse lines of a file
rksh : restricted Korn shell command programming language see ksh(1)
rlog(1): TlOg oo print log messages and other information on RCS files
1 Co¥ey 3o L0 ) N (o To [ PP UUSOUPRPRRRRRRRt remote login
0 L ) R 11 0 TN remove files or directories
rmail : send mail to users or read mail ..........ccccciiiiiiiiiiii see mail(1)
rmdel(1):  rmdel .o remove a delta from an SCCS file
IMAI(1):  IMAIE i e e e ettt ee e e e e e e e et bt e e eeeeeeaaaaaaeeeeeeassrsnnnneeeaeseserennns remove directories
rmnl(1):  MMNL remove extra new-line characters from file
b o Lo LT 1) F 1 o [ o UUPUPURRRRRRPPRY name server control utility
rndc-confgen(1): rndC-CONFOEN ..oiiiiiiiiiiee e e e e e e e e eaaaes rndc key generation tool
TPCEEN(1):  TPCOEN oottt e et e e e e ettt e e e e e e e eaatb e e eeeeeeasaaaa e eeeaeesssssnnnaaeaaaeneees an RPC protocol compiler
rsh : standard and restricted POSIX.2-conformant command shells .............ccccoeeeeiiiiiiiiiiienns see sh-posix(1)
FEPrio(1): PO oo e e execute process with real-time priority
rtsched(1): rtsched .. execute process with POSIX real-time priority
FUP(L): TUP oo e e e e e e et e e e e e e eaaaaaans show host status of local machines (RPC version)
ruptime(1): ruptime show status of local machines
rusers(1): FUSEIS  ...occcoiiiiiiiiiiieeeeeeeeriiee e e eeeeaaeees determine who is logged onto machines on the local network
rWho(1): TWHhO e show who is logged in on local machines
SACT(L):  SACL  ooeiiiii i e e e e e e e e e r e e e print current SCCS file editing activity
samlog_viewer(l): samlog_VIEWer ........cccooeeeiiiiiiiiiiieeeeeeeeeninnnn. tool for viewing and saving the SAM logfile
SCCS(1):  SCCS  ciiiiiiiiiiiee et e e e e e e e et e e e e e e e e e ab e e e e e eesaaanannns utility program for SCCS commands
scesdiff(1):  SCCSAIff oo compare two versions of an SCCS file
ScCShelp(1):  SCCSNEID oo e e e e e e e e help for SCCS commands
SCIAPL(1):  SCHPL oo e e et e e e e e e e e et e e e e e eeenaaes make typescript of terminal session
SAIff(1):  SAIff e e e eaae side-by-side difference program
SEA(L):  SEU oottt e e e e e e e et e e eeeee ettt —————aaeeetttat—aaaaaarrataraaaaaaees stream text editor
send_sound(1): SENA_SOUNG  ..oooiiiiiiiiei i e e et e e e e e e e eaa bt e eeeeeesassaenaaeeeeeeeees play audio file
serialize(1): serialize ... force target process to run serially with other processes
set : set/define flags and arguments .............oouuiiieiiiiiiiiiee e e e e as see esh(1)
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set : set/define options and argumMENts ..............ciiieeiiiiiiiiiiiiee e e e e e e e aaaaaas see ksh(1)
set : set/define options and argumMENts ..............uuiiieeriiiiiiiiiiiee e e e e see sh-posix(1)
setacl(1): Setacl ..o modify access control lists for files (JF'S only)
setenv : define environment variable ..........ccccccoiiiiiiiiiiiii see csh(1)
sffinger : utility programs for TCP Wrappers .........ccoouuuiiiieeriiiiiiiiiieee e eeevvieeee e see tryfrom(1)
Sh(1):  Sh e e e e e e aa s overview of various system shells
sh-posix(1): sh, rsh .... standard and restricted POSIX.2-conformant command shells
Shar(1):  Shar oo e e e e make a shell archive package
shift : shift argv members one position to 1eft ...........ooveiiiiiiiiii s see csh(1)
shift : shift argv members one position to left ...........coooiiiiiiiiiiii s see ksh(1)
shift : shift argv members one position to left ... see sh-posix(1)
1] 0 1 L ) R o | SO UUPTR shell layer manager
SIZE(1):  SIZE e et e e e e e e a e e e e e eaaraaaaaaas print section sizes of object files
SleeP(1):  SIEEP oot e e e e e r s suspend execution for an interval
SIP(1):  SID e set printing options for a non-serial printer
soelim(1): SOEliM ... eliminate .so’s from nroff input
F=) 1 1) o ) ¢ AR sort or merge files
source : define source for comMmMAand INPUL ........ceiiiiiiiiiiiiiiiiiccccceeeeeeeee e see esh(1)
spell(1): spell , hashmake , spellin , hashcheck ......cccccooiiiiiiiiiiiiiiii find spelling errors
spellin  : create compressed spelling list from hash codes ........ccccccoeviiiiiiiiiiiiiiiiiiiiiiiiiieaaans see spell(1)
SPHE(1):  SPIt oo aaaaaaeareaanees split a file into pieces
SSP(1):  SSP  eertttiiiiiiiiiiitieee e e e e e e e e e e e e e e e e e e aaaaaaaaaaaaaaaaaaaans remove multiple line-feeds from output
strings(1):  SHNGS  .cooooooiiiiiiiieeeeeaeaanaeaees find the printable strings in an object or other binary file
Strip(1):  SIP e, strip symbol and line number information from an object file
£ 72 (1) O 1 /N set the options for a terminal port
SUL(L):  SU  teetiiiiiiiiitte et e ettt et e ettt e e e e e et bttt e e e e e s aa bttt e e e e e e e b bttt e e e e e e hbbt e e eeeeeeaaabbbe et e e e s eaanbbeaabttaeeeas switch user
SUIMI(L):  SUIM Leiiiiiiiiiiiiiiiiiiiieieutaeteeaeaaeesessasssssssssssssssssssssssssssasssssssrreseeree print checksum and block count of a file
switch : define switch StatemMent ..........oooiiiiiiiiiiiiii e e e see csh(1)
ADS(1):  TADS oo e e e ettt e e e e e et e e e e e s e set tabs on a terminal
taIl(1): AU et deliver the last part of a file
BALK(1):  TAIK oo e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e e aaaaaaaaaaaaans talk to another user
L7 3 o ) -1 OSSP PPPPPRUOPPTPPPPPPN tape file archiver
TBL(1): Bl e format tables for nroff
tepdcehKR(1):  TCPACHK  .oeiiiiiiiiiittt ettt eeeeseeeeeeeeeaeees check tcp wrapper configuration
tepdmatch(1): tcpdmatch .....oooooeeiiiiiieeeeeeeeeeeeee e evaluate tcp wrapper service requests
L =YX 1) (T TR pipe fitting
telnet(1): teINEL oo user interface to the TELNET protocol
test : evaluate conditional EXPIESSION .............uuuuuuuiuuuuuiieiiiiiiieiteeeerereearerrrerrerrrerr—r—————rr——rereererrrrrerrrreee. see csh(1)
test : evaluate conditional EXPIESSION ...........uuuuuuuuruririiiiiiietiieerereerearrerrrrerererrreerreeereerrerrrreerrrarrrrerrrereree. see ksh(1)
test : evaluate conditional EXPreSSION ............cciiiiiiiiiiiiiiiiiiiiiiiiieeeeeeeeee e e e see sh-posix(1)
BESE(1):  TBSL oo e e e e e e e e e condition evaluation command
17 7o 10 15 R 1 PN trivial file transfer program
time , times : print summary of time used DY PrOCESSES ...........uuureuuuuuruuurireieireieeeeeeeererreeeerererrrrre————. see ksh(1)
time : print summary of time used by shell and children ...............ccccoooiiiiiiiiiiiiiiiiiieeeeeeees see esh(1)
TIME(1): iMoottt e e e e e e e e e e e e e e e ee e e e et e e e et eeeeeaeeeaaaeaaaaaaaeeaaeaaeaeaaraaaeeeaaaaeeees time a command
time, times : print summary of time used DY ProcesSes .........cuuviiiiiiiiiiiiiiiiiiiiieiieieeeeeeeeeeeeeeeeeenn see sh-posix(1)
timexX(1):  TMEX  .eeeeiiiiiiiiiiiiiiiiiiiiiiiieeeeeeeeeeeeeeeeeeeeeaees time a command; report process data and system activity
1707410 S (] « J U display and update information about top processes on system
touch(1): touCh ... update access, modification, and/or change times of file
17 010 LA ) R (o] | SRR query terminfo database
tr(1): tr translate characters
trap : trap specified SIGNAL ..........uuiiiiiiiiiiiiiiiiiiie et e e et e e et e e et e e eeeaeeeeeaaaaaaaaes see ksh(1)
trap :trap specified SINAal ..........ooiiiiiiiiiiiiiiii e see sh-posix(1)
true(1): true , faAlSE e return zero or non-zero exit status

tryfrom(1): tryfrom , sffinger utility programs for TCP Wrappers
tSEt(1):  LSEL | TESEL oo e eaaae terminal-dependent initialization
125311 10 ) T 11 | U PO U RUUUPU PP PRRR Terminal Session Manager
tsm.command(1): tsm.command ..........c.cccceeiieiiiiiiiiiiiiiieeeeee send commands to Terminal Session Manager
tsm.info(1): tsm.nfo ., get Terminal Session Manager state information
1203 't 71 0 ) N (o] o AR PO UUUUPPURPR PO topological sort
BEY (1) Y Pl e get the name of the terminal
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125204 X=X0 ) 11717 o 1T UUPPURPURRR terminal identification program
typeset : control leading blanks and parameter handling ................ccccciiiiiiiiiiiiiiiiiiie e see ksh(1)
typeset : control leading blanks and parameter handling .................ccccciviiiieniiiiiiiiiieen e, see sh-posix(1)
u370 : provide truth value about Processor tyPe .........cccoeeeeiiiiiiiiiiiiieiieieee e see machid(1)
u3b: provide truth value about processor tyPe .........ovveieeeiiiiiiiiiiiiee e see machid(1)
u3b10 : provide truth value about pProcessor tyPe ........cceeeeiiiiiiiiiiiieeieeeeieee e see machid(1)
u3b2 : provide truth value about processor type ... see machid(1)
u3b5 : provide truth value about Processor tyPe .........cceeeeeiiiiiiiiiiiiee i see machid(1)
10 T L ) U | SRR PPN do underlining
ulimit @ set size or time HMItS ...oooeeiiiiiiiiiieeeeeeeeee e see ksh(1)
ulimit  : set size or time JIMIES .....eeeiiiiiiiiiiie e e e e e e et e e e e e eraaaaaaas see sh-posix(1)
umask: set permissions mask for creating new files .........cccooeeiiiiiiiiiiiiiir i see csh(1)
umask: set permissions mask for creating new files ..........cccceeeieiiiiiiiiiiiiin e see ksh(1)
umask: set permissions mask for creating new files .........ccccooveiieeriiiiiiiiiiie s see sh-posix(1)
UMASK(1):  UMASK ..eeiiiiiiiiiiiii ettt e e eeeeeeeeeeeeeeeeeeees set file-creation mode mask
umodem(1):  UMOGEM ...ccoiiiiiiiiiiiiee e XMODEM-protocol file transfer program
unalias : discard specified AliAs ............iieeiiiiiiiiiiiiee e e e et e e e e e e e e bt eeeeeeraaraaans see csh(1)
unalias : discard specified Alias .............viieeiiiiiiiiiiiiie e e e e e e e et e e e e e e eaaa— e aaaeeaas see ksh(1)
unalias : discard specified alias ..........c.oiviiiiieiiiiiiiiiiiie e e e e e e e e e aa it see sh-posix(1)
uname(l): uUnamMe ........cccccvvvennnns display information about computer system; set node name (system name)
uNCOMPpPAct : UNCOMPACE fIlES ...uuuueiiiiiiiiiiiiee e e e et e e e e e e e ea it e e e e e e eraarraaeaas see compact(1)
uncompress : expand compressed data ..........ceeeeiiiiiiiiiiiiee e e e e e e e e aeaaaae see compress(1)
uncompressdir  : expand compressed files in a directory .........cccceeeeeiiiiiiiiieeeieeiiiiiieee e, see compress(1)
unexpand : convert SPAcCEs t0 TaADS ........iiiiiieiiiiiie e see expand(1)
UNZEL(1):  UNGEL oot e e e e e et e e e e e e eetr e eeeeeenesnnnnnns undo a previous get of an SCCS file
unhash : disable use of internal hash tables ..........ccccooiiiiiiiiiii e see esh(1)
unifdef(1):  UNIfAET et e e e e eaaas remove preprocessor lines
WIEQ(L):  UNIG ot e e e e et e e e e e e e e e tba e e eeeeeessranaaaeeeesresarnnnnaaaaes report repeated lines in a file
UNEES(1):  UNIES oo e e e ettt e e e e e e e e e et b e e eeeeeeaaaaaaaeeeaessassnnnneaaaeeenes conversion program
unpack : compress and eXPand fIlES ...........ooiiiiiiiiiiiiiiiee et e e e e eaaaraaas see pack(1)
unset : remove definition/setting of flags and arguments ..........cccccccoeeeeiiiiiiiiiiiiien s see csh(1)
unset : remove definition/setting of options and arguments ...........ccccceeeeeeiiiiiiiiiiiien e see ksh(1)
unset : remove definition/setting of options and arguments ...........cccccceeeeeeiiiiiiiiiiiiien e see sh-posix(1)
unsetenv : remove variable from environmMent .............ooooiiiiiiiiiiiiiii i see csh(1)
until  : execute commands until eXpPression iS NON-ZET0 .........ccccceiiiiiiiiiiieeeeeeiiiiiiiiieeeeeeeeeeriiaeeeeeeennaees see ksh(1)
until  : execute commands until eXpression iS NONZETO ...........cceeeeiieiiiiiiiiieeeeeeeiiriiieee e e e eeeerieenaens see sh-posix(1)
uptime(1):  UPLIME | W oot e e ee e e e e e e e aaaaanaes show how long system has been up
USEIS(1):  USEIS  coiiiiiiiiiieee et e e e e e et e e e e e e eart e e e e e eeeabaaannans compact list of users who are on the system
uucp(1): uucp, uulog , UUNAME, UULTY  oiiiiiiiiieeeeeeeeeiiiiee e e eeeeeveiie e e eeeeens UNIX system to UNIX system copy
uudecode : decode a file encoded by uuencode see uuencode(1)
uuencode(1): uuencode , uudecode ..........ccceeeeeiieennnn encode/decode a binary file for transmission by mailer
uulog : access UUCP SUMMATY LOZS ..uuuuiiiiiiiiiiiiiiiiee e ieeiiiiiieee e e e eeeeeiiee e e e e e eeevsaeaeeeeeeessssnnsnaeeeeesssssnnnnns see uucp(l)
uuname: list kKnown UUCP SYSTEIMS ......cccciiiiiiiiiiiiieeeiiciiiiiiee e eeeeeeiiee e e e e eeeavis e e e e e eesstaaaaeeeeeesesaennnns see uucp(l)
uupath(1): uupath , mkuupath .......cccoooiiiiiiiiiie e access and manage the pathalias database
uupick : accept or reject incoming UUCP MESSAZES ......ovvvvueeeeerrrrrriiiaeeeeererruriiaaeeeeseessmrnaaeeessesssmmnnns see uuto(1)
WuStat(1):  UUSIAL oo e e e e e e uucp status inquiry and job control
uuto(1): UULO , UUPICK oo public UNIX system to UNIX system file copy
uutry : test for successful login to remote SYyStem ...........ccooeeeiiiiiiiiiiiiiii i see uucp(1)
WUX(1): UUX oo e e e e e e e e e aab e e e e e eeeaaaes UNIX system to UNIX system command execution
ux2dos : convert ASCIT file fOrmat ...........ooooiiiiiiieiiiiiiiiiee e e e et e e e e e e eeaaeeaans see dos2ux(1)
vacation(l): VACAtON ... return “I am not here” indication
2 1 (0 ) R | PR UPURRR validate SCCS file
vax : provide truth value about processor tyPe ......cccccooiiiiiiiiiiiiiiiiiiiieee e see machid(1)
VC(1): VO ettt aeeeee version control
vedit : beginner’s screen-oriented text editor ...........ccooeeiiiiiiiiiiiiiie e see vi(1)
VI(1):  VEAIL | Vi, VIBW e extended screen-oriented text editor
view : read-only screen-oriented text €ditor ..............iiiiiiiiiiiiiiiii e see vi(1)
vis(1): VIS ,iNV  oooieeiiiiiiieee e make unprintable and non-ASCII characters in a file visible or invisible
vIStAt(1):  VMSIAL oo report virtual memory statistics
VE(L): Ml it e et e e e e e e e e a e e e e e e e aaa e aeaeraaaanaans log in on another system over lan
wait : wait for background PIrOCESSES .............iiieeiiiiiiiiiiieeeeeee e e e e e e et eeeeeeeeaarseeeeeesraaannaeaaaes see esh(1)
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Walt : Wait for Child PrOCESS ...cciiiiiiiiiiiee e e e e e e et e e e e e e e eetaa e e eeeeereanraanaaaas see ksh(1)
walit : wait for child PrOCESS ..ccciiiiiiiiiiiiee e e e e e e et e e e e e e e e eabaaaeeeeeeeeees see sh-posix(1)
WATE(1): WAL oot e e e e e e e e e bt e e e e eeesaaaaeaeeeeesaranraaaaaaas await completion of process
we(l): wc ... count words, lines, and bytes or characters in a file
What(1): WAt e get SCCS identification information
whence : define interpretation of name as a command ..............cccoeeeiiiiiiiiiiiiiie e see ksh(1)
whence : define interpretation of name as a command ................oeeeeeiiiiiiiiiiiiie e see sh-posix(1)
whereis(1): Whereis .....ovviiiieiiiiiiiiee e locate source, binary, and/or manual for program
which(1): WwWhich e locate a program file including aliases and paths
while : execute commands while eXpression 1S NON-ZETO .............ceeeeeeeeeiriiiiiiieeeeerrreiiieeeeeerrerrriaaeeaaens see csh(1)
while : execute commands while eXpression iS NON-ZETO .............ceeeeeeeerriiiiiiieeeeeerrrririieeeeeeeerrrieeeaaaes see ksh(1)
while : execute commands while eXpression iS NONZETO .............uuuuieeeeeeririiiiiieeeeeerrerriiieeeeeereenseees see sh-posix(1)
WHO(1):  WHO oo eaaae who is currently logged in on the system
Whoami(1):  WROAMI ..o e e e e e e e e e e e e aeeeaaes print effective current user id
WhOoisS(1):  WHOIS ..o Internet user name directory service
WEItE(1):  WIILE i e e e e e e e e ea s interactively write (talk) to another user
XArGS(1):  XArQS  cooiiiiiiiiiieeeeeeeeiiiee e e e e eeeertr e e e e e eenrrr e eeaaes construct argument list(s) and execute command
Xd : hexadecimal AU ........oieiiiiiiiiie e e e e e e ettt e e e e e e eeebaae e eeeeaesssssssnnaeeeaserssssnnnaseaaeees see od(1)
XSEr(1):  XSU oo extract strings from C programs to implement shared strings
VES(1): YOS  oiiiiiiiiiiiiiiee e ettt e e e e ettt e e e e e et et e e e e et aetat—aaaeaeeeraaaaaaeaaerearannnns be repetitively affirmative
YPCAL(1): YPCAL oo print all Network Information Service map values
ypmatch(1): ypmatch ...l print values of selected keys in Network Information Service map
yppasswd(1):  yppassWd .....ccccceeeevviviiiieeeeennnnnns change login password in Network Information System (NIS)
ypwhich(1): ypwhich ..., list Network Information System server or map master
zcat :expand and cat data ..........coeeeiiiiiiiiiiii e e et eeeeeraaaaaas see compress(1)
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NAME

named-checkconf - named configuration file syntax checking tool
SYNOPSIS

/usr/sbin/named-checkconf [t 1 directory] [-v ] [filename]
DESCRIPTION

named-checkconf is a tool to check the syntax, but not semantics, of the configuration file for named.

Options
-t directory
chroot to directory so that include directives in the configuration file are processed as if run by
a similarly chrooted named.

-V Print the version of the named-checkconf program and exit.
Operands

filename
The configuration file to be checked. If not specified, it defaults to /etc/named.conf

RETURN VALUES
named-checkconf returns:
0 Success
1 Errors were detected.

AUTHOR
named-checkconf was developed by ISC (Internet Software Consortium).

SEE ALSO
named(1M)

RFC 1035 | n |
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NAME

named-checkzone - zone validity checking tool
SYNOPSIS

/usr/sbin/named-checkzone [-C class] [-dq ] zone [filenamel
DESCRIPTION

named-checkzone is a tool for performing integrity checks on the zone contents. It uses the same
integrity checks as named. It mainly checks for syntax errors and also the RR type.

Options
-C class
Specify the class of the zone.

-d  Enable debugging.
-0 Enable quiet mode for exit code only.
Operands

filename
The file that should be used for checking the zone contents.

If filename is not specified, it defaults to the file with the zone name. For this to work, the file name
for the zone in the zone directive of the named.conf file must be identical to the zone name.

zone The zone whose contents are to be checked.
RETURN VALUES

named-checkzone returns:

0 Success.

1 Errors were detected.

EXAMPLE
$ named-checkzone -d text.domain db.domain

AUTHOR
named-checkzone was developed by ISC (Internet Software Consortium).

SEE ALSO
named(1M)

RFC 1035
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NAME

neqn - format mathematical text for nroff

SYNOPSIS
negn [-d xyl [-s n] [-f n] [-p n] [file]...

Remarks
The output of neqn is very device-dependent. See the WARNINGS section.

The examples shown approximate the results in a dtterm window. To see the actual results on an out-
put device, send the output of the man negn command directly to the device.

DESCRIPTION
neqn is a preprocessor for nroff  (see nroff(1)) for typesetting mathematical text on typewriter-like ter-
minals. Its invocation is almost always one of the following two forms or equivalent:

neqn file... | nroff | col
tbl  file... | negn | nroff | col

If no files are specified (or if - is specified instead of file), negn reads from standard input. A line begin-
ning with .EQ marks the start of an equation. The end of an equation is marked by a line beginning with
.EN. Neither of these lines is altered, which means that they can be defined in nroff macro packages to
get centering, numbering, etc.

Delimiters
It is also possible to designate two characters as delimiters ; subsequent text between delimiters is then
treated as negn input. Delimiters can be set to characters x and y with the command-line argument -
dxy or (more commonly) with the sequence

.EQ

delim «xy

.EN
The left and right delimiters can be the same character; the dollar sign ($) is often used as such a delim-
iter. Delimiters are turned off by delim off (see the WARNINGS section). All text that is neither
between delimiters nor between .EQ and .EN is passed through untouched.

Separators and Metacharacters
Tokens within heqn equations are separated by spaces, tabs, newlines, braces, double quotes, tildes, and
circumflexes. Braces ({} ) are used for grouping; generally speaking, anywhere a single character such as
x can appear, a complicated construction enclosed in braces can be used instead. Tilde (" ) represents a
full space in the output; circuamflex (" ), half as much.

Subscripts and Superscripts
Subscripts and superscripts are produced using Sub and sup as follows:

Source Text Result

X sub j X
J

a sub k sup 2 2
ak

e sup {x sup 2 + y sup 2} 2+y2
ex
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Fractions
Fractions are produced by using over :

Source Text Result

a over b a

ol

Square Roots
sqrt produces square roots:

Source Text Result
1 over sqrt {ax sup 2+bx+c} 1
\|ax2+bx+c

Upper and Lower Limits
The keywords from and to specify lower and upper limits:

Source Text Result
lim from {n -> inf } n
sum from O to n x sub i im Rx
n->000 i

Brackets and Braces
| n | Left and right brackets, braces, and such, of proper height are made with left

Source Text Result

left [ {x sup 2 + vy sup 2}
over alpha right | =" 1 |

Legal characters after left and right are braces, brackets, bars, C and f for ceiling and floor, and

neqn(1l)

and right

for nothing at all (useful for a right-side-only bracket). A left char need not have a matching right

char.

Vertical Piles
Vertical piles of elements are made with pile |, Ipile , cpile , and rpile

Source Text Result
pile {a above bb above ccc} a
bb
cce

Piles can have arbitrary numbers of elements; Ipile  left aligns, pile and cpile center (but with

different vertical spacing), and rpile  right aligns.
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Matrices and Determinants
Matrices are made with matrix

Source Text Result
left | { matrix { [xi 1|
Icol { x sub i above y sub 2 } |
ccol { 1 above 23 4} }} right | [y2 234
I |

In addition, there is rcol for a right-aligned column.

Diacritical Marks
Diacritical marks are made with dot , dotdot , hat , tilde , bar ,vec, dyad, and under :

Source Text Result
x dot = f(t) bar 1

x=f(t)
y dotdot bar "=" n under .

y = x
X vec =" y dyad -l -

X =y

Point Sizes and Fonts
Point sizes and fonts can be changed with Size n or Size + |-n, roman, italic , bold , and font n.
Point sizes and fonts can be changed globally in a document by gsize n and gfont 7, or by the
command-line arguments -S n and -f n.

Normally, subscripts and superscripts are reduced by 3 points from the previous size; this can be changed
by the command-line argument -p n.

Vertical Alignment
Successive display arguments can be lined up. Place mark before the desired lineup point in the first
equation; place lineup at the place that is to line up vertically in subsequent equations.

Shorthand Forms
Shorthand forms can be defined or existing keywords redefined with define

define  thing % replacement %

defines a new token called thing that is replaced by replacement whenever it appears thereafter. The %
can be any character that does not occur in replacement. The spaces around the % delimiters are
required.

Other Keywords
Keywords such as sum (displayed as R, standing for uppercase sigma), int (", integral sign), inf (00,
infinity sign), and shorthands such as >= (> overstruck by _), != (= overstruck by /), and -> (->) are
recognized. Greek letters are spelled out in uppercase or lowercase as desired, as in alpha (displayed as
A, standing for lowercase alpha) or GAMMAdisplayed as G standing for uppercase gamma). Mathemati-
cal words such as sin (sin ), cos (c0s ), and log (log ) are made Roman automatically. nroff  four-

character escapes, such as \(dd (| overstruck by =, standing for double dagger) and \(bu (0 over-
struck by +, standing for bullet), can be used anywhere.
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Verbatim Text
Strings enclosed in double quotes (" string" ) are passed through untouched; this permits keywords to be
entered as text, and can be used to communicate with nroff ~when other methods fail. Details are given
in the manuals cited below.

Options
neqn accepts the following options:
-d xy
Define the characters x and y as the start and end in-text delimiter characters. See the Delimiters
subsection.

-f n Change the font number globally for the output equations in the document to n. See the Point Sizes
and Fonts subsection.

-p n Reduce subscript and superscript point sizes by n points from the normal size. See the Point Sizes
and Fonts subsection.

-S n Change the point size globally for the output equations in the document to n. See the Point Sizes
and Fonts subsection.

Operands
file A file to be processed for negn constructs. If no file is specified, neqn reads from standard input.
If a file is specified as -, negn reads from standard input at that point in the sequence of files.

EXTERNAL INFLUENCES

Environment Variables
LC_CTYPEdetermines the interpretation of text as single- or multibyte characters.

LANGdetermines the language in which messages are displayed.

If LC_CTYPEis not specified in the environment or is set to the empty string, the value of LANGis used
as a default for each unspecified or empty variable. If LANGis not specified or is set to the empty string,
a default of "C" (see lang(5)) is used instead of LANG If any internationalization variable contains an
invalid setting, negn behaves as if all internationalization variables are set to "C". See environ (5).

International Code Set Support
Single- and multibyte character code sets are supported.

WARNINGS

To embolden digits, parentheses, etc., it is necessary to quote them, as in bold "12.3" . Also see the
WARNINGS section in nroff(1).

Good practice dictates that if a delimiter is specified in a file, the delim off  directive should be
included at the end of the file to prevent undesirable behavior when processing multiple files where a
subsequent file may contain the delimiter character as part of regular text.

To properly display equations on terminal screens and other devices that do not support reverse line
feeds, nroff  output should be piped through col (see col(1)).

The display on devices that do not support partial line feeds is often difficult to understand; Greek char-
acters and other symbols are often not well supported and can mismatched printing of bold words on the
same line (see a printed version of the Other Keywords subsection above). Consider using "computer-
program' coding instead.

SEE ALSO

col(1), mm(1), nroff(1), tbl(1), mm(5).
Typesetting Mathematics — User’s Guide, by B.W. Kernighan and L.L. Cherry.
New Graphic Symbols for EQN and NEQN, by C. Scrocca.
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NAME

netstat - show network status

SYNOPSIS
netstat [-an ] [-f address-family] [system ]

netstat [-an] [-f address-family] [system [corel] # PA-RISC only

netstat [-Mnrsv 1 [-f address-family] [-p protocol | [system ]

netstat  [-Mnrsv | [-f address-family] [-p protocol 1 [system [corell # PA-RISC only
netstat [-ginw 1 [-| interface ] linterval ] [system ]

netstat  [-ginw 1 [-| interface 1 [interval ] [system [corel]l # PA-RISC only

DESCRIPTION
netstat displays statistics for network interfaces and protocols, as well as the contents of various
network-related data structures. The output format varies according to the options selected. Some
options are ignored or invalid when used in combination with other options.

Generally, the netstat command takes one of the three forms shown above:
e The first form of the command displays a list of active sockets for each protocol.

e The second form displays the contents of one of the other network data structures according to
the option selected.

e The third form displays configuration information for each network interface. It also displays
network traffic data on configured network interfaces, optionally updated at each interval , meas-
ured in seconds.

Options are interpreted as follows:

-a Show the state of all sockets, including passive sockets used by server processes.
When netstat is used without any options only active sockets are shown.
This option does not show the state of X.25 programmatic access sockets. The
option is ignored if the -g, -i , -l , -M, -p, -r , -S or interval option is
specified.

-f address-family
Show statistics or address control block for only the specified address-family.
The following address families are recognized: inet for AF_INET, inet6
for AF_INET6, and unix for AF_UNIX. This option with AF_UNIX applies to
the -a and -S options. This option with AF_INET or AF_INET6 applies to the
-a,-i ,-n,and-S options.

-g Show multicast information for network interfaces. Only the address family
AF_INET is recognized by this option. This option may be combined with the
-i  option to display both kinds of information. The option is ignored if the -p
option is specified.

-i Show the state of network interfaces. Only the interfaces that have been
configured with an IP address or the plumb option using the ifconfig com-
mand are shown. The output includes both the primary and logical interfaces.
(See ifconfig(1M)). The counts for Ipkts and Opkts fields are for IP packets only.
This option is ignored if the -p option is specified. By default, when the -f
option is not specified, netstat  shows the state of interfaces configured with
either IPv4 or IPv6 addresses. An exception is when the user has not configured
any IPv6 address on any interface, netstat  does not display the state of the
IPv6 loopback interface.

-l interface Show information about the specified interface only. This option applies to the
-g and -i options.
-M Show the multicast routing tables. When -S is used with the -M option,

netstat  displays multicast routing statistics instead. This option is ignored if
the -p option is specified.

-n Show network addresses as numbers. Normally, netstat interprets addresses
and attempts to display them symbolically. This option applies to the -a, -i ,
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-I and -V options.

-p protocol Show statistics for the specified protocol. The following protocols are recognized:
tcp , udp, ip , icmp, igmp, ipv6 , and icmpv6 .

-r Show the routing tables. When -V is used with the -r option, netstat also
displays the network masks in the route entries. This option is ignored if the -
g, -i , -l , -p or interval option is specified and is invalid if the -S option is
specified.

-S Show statistics for all protocols. When this option is used with the -M option,
netstat  displays multicast routing statistics instead. This option is ignored if
the-g,-i ,-l , -p orinterval option is specified and is invalid if the -r option
is specified.

-V Show additional routing information. When -V is used with the -r option,
netstat  also displays the network masks in the route entries. This option only
applies to the -r option.

-wW Show the output in wide format. This option displays all the fields in the output
with their maximum resolution in a single line. Thus, the output can be worked
upon with text-processing tools. This option works only with the -i option and
will be ignored when used with any other option.

The system argument allows substitution for the default value /stand/vmunix . On PA-RISC systems
only, the core argument allows substitution for the default value /dev/kmem .

If no options are specified, netstat displays the status of only active sockets. The display of active and
passive sockets status shows the local and remote addresses, send and receive queue sizes (in bytes), pro-
tocol, and the internal state of the protocol.

Note: The send and receive queue size displayed is usually zero. These fields are displayed only for
backward compatibility purposes.

Address formats are in two forms: host. port, or network. port if the host portion of a socket address is
zero. When known, the host and network addresses are displayed symbolically by using gethost-
byname() and getnetbyname() , respectively (see gethostent (3N) and getnetent (3N)) for IPv4, and
getnameinfo() for IPv6 (see getaddrinfo(3N)). If a symbolic name for an address is unknown, the
address is displayed numerically according to the address family. For more information regarding the
Internet “dot format” for IPv4 addresses, refer to inet(3N). For more information regarding the Internet
“colon format” for IPv6 addresses, refer to inet6(3N). Unspecified or “wildcard” addresses and ports
appear as an asterisk (*).

The interface display provides a table of cumulative statistics regarding packets transferred, both
inbound and outbound. The network addresses of the interface and the maximum transmission unit
(MTU) are also displayed. When the interval argument is specified, netstat displays a running count
of statistics related to network interfaces. This display consists of a column for the first interface found
during auto-configuration and a column summarizing information for all interfaces. To display a running
count of statistics for a specific interface, use the -l option. The first line of each screen of information
contains a summary since the system was last rebooted. Subsequent lines of output show values accumu-
lated over the preceding interval.

The routing table display indicates the available routes and their status. Each route consists of a destina-
tion host or network, a netmask and a gateway to use in forwarding packets. The Flags field shows
whether the route is up (U), whether the route is to a gateway (G), or whether the route is a host or net-
work route (with or without H).

The Netmask field shows the mask to be applied to the destination IP address of an IP packet to be for-
warded. The result will be compared with the destination address in the route entry. If they are the
same, then the route is one of the candidates for routing this IP packet. If there are several candidate
routes, then the route with the longest Netmask field (contiguous 1’s starting from the left-most bit posi-
tion) will be chosen. (see routing(7).)

The Gateway field shows the address of the immediate gateway for reaching the destination. It can be
the address of the outgoing interface if the destination is on a directly connected network.

The Interface field identifies which network interface is used for the route.
The Pmtu field displays the path maximum transmission unit (PMTU). If the route is created with a
static PMTU value (see route(1M)), the corresponding PMTU value permanently overrides the interface
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MTU. Otherwise, the PMTU value is the same as the MTU of the network interface used for the route.

The Prefix field is for IPv6 only. Its format is similar to the CIDR notation in IPv4. The prefix is an
integer between 0 and 128 inclusive. It specifies how many of the leftmost contiguous bits of the address
comprise the prefix. A host route has a prefix of 128. A default route has a prefix of 0 (see route(1M)).
The prefix is also used in selecting a route to forward an IPv6 packet.

DEPENDENCIES
X.25
-a option does not list X.25 programmatic access information.

AUTHOR
netstat was developed by HP and the University of California, Berkeley.

SEE ALSO

ifconfig(1M), lanscan(1M), lanadmin(1M), route(1M), inet(3N), inet6(3N), gethostent(3N), getnetent(3N),
getaddrinfo(3N). hosts(4), networks(4), protocols(4), services(4), routing(7).
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NAME

newalias - install new elm aliases for user or system

SYNOPSIS
newalias [-g ]

Remarks
newalias replaces the former functionality of the elmalias  command.

DESCRIPTION
The newalias command creates new alias database files from an alias text file for use by elm and other
programs. For user aliases, this functionality can also be performed from the Alias Menu of the elm pro-
gram (see elm(1)).

Options
newalias recognizes the following option:

-g Global. The program updates the system alias files instead of a user’s alias files.

Operation
Without the -g option, newalias updates a user’s alias files, based on an input file named

$HOME/.elm/aliases.text
Upon finding the file, it creates the output files named

$HOME/.elm/aliases
$HOME/.elm/aliases.dir
$HOME/.elm/aliases.pag

With the -g option, newalias updates the system alias files, based on an input file named
Ivar/mail/.elm/aliases.text
Upon finding the file, it creates the output files named

| n | /var/mail/.elm/aliases
Ivar/mail/.elm/aliases.dir

Ivar/mail/.elm/aliases.pag

In either case, you need read access to the aliases.text file and write access to the other files and the
.elm directory.

Text File Entries
Each entry in either aliases.text file is expected to be in the following format:

alias-list = [lastname [; firstnamel] [, comment] = address-list
Field Names
The field names are defined as follows:

address-list A blank- or comma-separated list of one or more mail addresses, personal alias
names, and/or group alias names.

In practice, each item is tested first as an alias name. If it is not an alias name, it is
assumed to be a mail address. A mail address can be in Internet form
(user@host.domain ), in UUCP form (host.domain!user ), or in sendmail
alias form (see sendmail (1M)). It can also be the name of a local mail user, which is
appended with the local host name in Internet form.

alias-list A blank- or comma-separated list of alias names. Each name identifies the same
alias entry. An alias name can be made up of letters (A-Z, a-z), digits (0-9),
underscores (_), dashes (- ), and periods (. ). Alias names are not case-sensitive, so
dave and Dave are equivalent.

comment A string containing any information you wish about the entry, such as location and
phone numbers. It is displayed in the Alias Menu of the elm program, but elm does
not transmit it in a mail message. This field can contain any characters except an
unquoted equal sign (=). See the Quoting Characters subsection.
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firstname The first name of the person (or group). It is combined with lastname to form the
fullname. This field can contain any characters except an unquoted equal sign (=)
or an unquoted comma (, ). See the Quoting Characters subsection.

The only first name under the Personal or Group Aliases subheading below is:
John in Smith; John.

lastname The last name of the person (or group). It is combined with firstname to form the
fullname. This field can contain any characters except an unquoted equal sign (=),
an unquoted semicolon (; ), or an unquoted comma (, ). See the Quoting Characters
subsection.

The last names under the Personal or Group Aliases subheading below are:
Dave Taylor , Smith , Unix Gurus, and Unix people .

fullname The combination of firstname lastname. It is usually sent in a mail header in
parentheses after the address. It is also displayed in the Alias Menu of the elm
program and by the elmalias  command (see elm (1) and elmalias (1)).

Delimiters
The delimiters have the following precedence:

e The first and second equal signs (=) mark the end of the alias-list and the beginning of the address-
list, respectively. Both equal signs are required.

e The first comma (, ) after the first equal sign and before the second equal sign marks the beginning
of the comment field.

e The first semicolon (; ) after the first equal sign and before the next comma or second equal sign
marks the beginning of the firstname field.

Personal or Group Aliases
A personal or individual alias has only one address in address-list , as in:

dave, taylor = Dave Taylor = taylor@company.com

j_smith = Smith; John, 408-555-1212 =johns@pocahontas.gov
A group alias has two or more addresses in address-list , as in:
gurus = Unix Gurus = alan, john, dave, mike,
richard, larry, t_richardson
unix = Unix people = gurus, taylor, jonboy
Other Rules

Entries can be continued over several lines; the continuation lines must start with a blank (a space or
tab).

A comment is any line starting with a number sign (#). It is ignored.

Blank lines and comments can be interspersed within entries.

Quoting Characters
You can include normally excluded characters in firstname, lastname, comment, and mail addresses in
address-list by escaping each character with a backslash (\ ) or by enclosing the string in quotation marks
("). To include a quotation mark or a backslash, escape it with a backslash, whether inside or outside
quotation marks.

FILES
$HOME/.elm/aliases User alias database data table
$HOME/.elm/aliases.dir User alias database directory table
$HOME/.elm/aliases.pag User alias database hash table
$HOME/.elm/aliases.text User alias source text
/var/mail/.elm/aliases System alias database data table
/var/mail/.elm/aliases.dir System alias database directory table
Ivar/mail/.elm/aliases.pag System alias database hash table
/var/mail/.elm/aliases.text System alias source text
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AUTHOR
newalias was developed by HP.

SEE ALSO
elm(1), elmalias(1), mail(1), mailx(1).
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NAME
newform - change or reformat a text file
SYNOPSIS
newform [-i tabspec] [-O0 tabspec] [-| n]l [-b n] [-e n] [-C char] [-p n] [-@ n] [-f ] [-S]
[files ]
DESCRIPTION

newform reads lines from the named files, or the standard input if no input file is named, and repro-
duces the lines on the standard output. Lines are reformatted in accordance with command line options
in effect.

Except for -S , command line options can appear in any order, can be repeated, and can be intermingled
with the optional files. Command line options are processed in the order specified. This means that
option sequences such as - 15 -I 60 yield results different from -| 60 -e 15 . Options are
applied to all files on the command line.

Options
newform recognizes the following options:

-i tabspec Input tab specification: expands tabs to spaces, according to the tab specifications
given. Tabspec recognizes all tab specification forms described in tabs(1). In addi-
tion, tabspec can be -- , in which newform assumes that the tab specification is to
be found in the first line read from the standard input (see fspec(4)). If no tabspec
is given, tabspec defaults to -8 . A tabspec of -0 expects no tabs; if any are found,
they are treated as -1 .

-0 tabspec Output tab specification: replaces spaces with tabs, according to the tab
specifications given. The tab specifications are the same as for -i tabspec. If no
tabspec is given, tabspec defaults to -8 . A tabspec of -0 means that no spaces will
be converted to tabs on output.

I n Set the effective line length to n characters. If n is not entered, -l defaults to 72.
The default line length without the -l option is 80 characters. Note that tabs and
backspaces are treated as single characters (use -i to expand tabs to spaces).

-bn Truncate n characters from the beginning of the line when the line length is greater

than the effective line length (see -| n). Default is to truncate the number of char-
acters necessary to obtain the effective line length. The default value is used when
-b with no n is used. This option can be used to delete the sequence numbers from
a COBOL program as follows:

newform -1 -b7 file-name

The -1 must be used to set the effective line length shorter than any existing line
in the file so that the -b option is activated.

-en Same as -b n except that characters are truncated from the end of the line.
-Ck Change the prefix/append character to 2. Default character for % is a space.
pn Prefix n characters (see -C k) to the beginning of a line when the line length is less

than the effective line length. Default is to prefix the number of characters neces-
sary to obtain the effective line length.

-an Same as -p n except characters are appended to the end of a line.

-f Write the tab specification format line on the standard output before any other lines
are output. The tab specification format line which is printed will correspond to the
format specified in the last -0 option. If no -0 option is specified, the line which
is printed contains the default specification of -8 .

-S Shears off leading characters on each line up to the first tab and places up to 8 of
the sheared characters at the end of the line. If more than 8 characters (not count-
ing the first tab) are sheared, the eighth character is replaced by a * and any char-
acters to the right of it are discarded. The first tab is always discarded.

An error message and program exit occur if this option is used on a file without a
tab on each line. The characters sheared off are saved internally until all other
options specified are applied to that line. The characters are then added at the end
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of the processed line.

For example, to convert a file with leading digits, one or more tabs, and text on each
line, to a file beginning with the text, all tabs after the first expanded to spaces,
padded with spaces out to column 72 (or truncated to column 72), and the leading
digits placed starting at column 73, the command would be:

newform -s -i -l -a -e file-name
RETURN VALUE
newform returns one of the following values upon completion:
0 No errors encountered.
1 An error occurred.
DIAGNOSTICS
All diagnostics are fatal.

usage:
newform was called with a bad option.

not -s format
There was no tab on one line.

can't open file
Self-explanatory.

internal line too long
A line exceeds 512 characters after being expanded in the internal work buffer.

tabspec in error
A tab specification is incorrectly formatted, or specified tab stops are not ascending.

tabspec indirection illegal
A tabspec read from a file (or standard input) must not contain a tabspec referencing another

file (or standard input).

WARNINGS
newform normally only keeps track of physical characters; however, for the -i and -0 options,
newform keeps track of backspaces in order to line up tabs in the appropriate logical columns.
newform does not prompt the user if a tabspec is to be read from the standard input (by use of -i-- or
-0-- ).
If the -f option is used, and the last -0 option specified was -0-- , and was preceded by either a -0--
or a-i-- , the tab specification format line will be incorrect.

SEE ALSO

fspec(4), csplit(1), tabs(1).
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NAME
newgrp - switch to a new group

SYNOPSIS
newgrp [-] [groupl]

DESCRIPTION
The newgrp command changes your group ID without changing your user ID and replaces your current
shell with a new one.

If you specify group, the change is successful if group exists and either your user ID is a member of the
new group, or group has a password and you can supply it from the terminal.

If you omit group, newgroup changes to the group specified in your entry in the password file,
letc/passwd

Whether the group is changed successfully or not, or the new group is the same as the old one or not,
newgrp proceeds to replace your current shell with the one specified in the shell field of your password
file entry. If that field is empty, newgrp uses the POSIX shell, /usr/bin/sh (see sh-posix (1)).

If you specify - (hyphen) as the first argument, the new shell starts up as if you had just logged in. If you
omit - , the new shell starts up as if you had invoked it as a subshell.

You remain logged in and the current directory is unchanged, but calculations of access permissions to
files are performed with respect to the new real and effective group IDs.

Exported variables retain their values and are passed to the new shell. All unexported variables are
deleted, but the new shell may reset them to default values.

Since the current process is replaced when the new shell is started, exiting from the new shell has the
same effect as exiting from the shell in which newgrp was executed.

EXTERNAL INFLUENCES
International Code Set Support
Characters from the 7-bit USASCII code set are supported in group names (see ascii(5)).

DIAGNOSTICS

The newgrp command issues the following error messages:

Sorry Your user ID does not qualify as a group member.

Unknown group The group name does not exist in /etc/group

Permission denied If a password is required, it must come from a terminal.

You have no shell Standard input is not a terminal file, causing the new shell to fail.
EXAMPLES

To change from your current group to group users without executing the login routines:
newgrp users
To change from your current group to group users and execute the login routines:
newgrp - users
WARNINGS
There is no convenient way to enter a password into /etc/group

The use of group passwords is not recommended because, by their very nature, they encourage poor secu-
rity practices. Group passwords may be eliminated in future HP-UX releases.

If the specified group to newgrp has multiple inconsistent entries (i.e. the group id or/and password are
different) in the group database, newgrp will consider the group id and password of the first matched
group entry as the correct group id and password for the group.

FILES
letc/group System group file
letc/passwd System password file
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SEE ALSO
csh(1), ksh(1), login(1), sh-posix(1), group(4), passwd(4), environ(5).

STANDARDS CONFORMANCE
newgrp : SVID2, SVID3, XPG2, XPG3, XPG4
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NAME

newmail - notify users of new mail in mailboxes

SYNOPSIS
newmail [-i interval] [-W] [file-spec]...

DESCRIPTION
The newmail utility monitors your incoming mailbox or specified mail folders.

The basic operation is that the program checks the folders each interval seconds (default 60) and lists any
new mail that has arrived in any of the mailboxes, indicating the sender’s name, and the subject of the
message.

Without any options, newmail runs in the background at a default interval of 60 seconds to monitor the
user’s incoming mailbox. So that they are suitable for display on an already active screen, messages are
prefixed with a pair of pointer characters as follows:

>> Mail from  sender-name - subject-of-message
>> Priority sender-name - subject-of-message

If there is no subject, the message (NO Subject Specified) is displayed. If there is more than one
folder, output lines are prefixed by the folder-name or the prefix string specified by file-spec .

newmail runs until you log out or explicitly kill it. It can internally reset itself if the mailbox shrinks in
size and then grows again.

Options
newmail recognizes the following options:

-i  interval Set the time interval between mailbox checks to the value specified, in seconds. The
default is 60.

interval must be less than 232 seconds. Ifit is set to less than 10 seconds, newmail
warns that such short intervals are not recommended.

-wW Run the program within the current window in the foreground with a more succinct
output format.

The output formats become:
Mail from  sender-name - subject-of-message
Priority sender-name - subject-of-message
Operands
newmail recognizes the following operand:
file-spec Specifies the name of a folder and an optional prefix string, in the form:
foldername[=prefix-string]
Metacharacters such as +, =, and %indicate the folder directory. The default is the
value of the environment variable MAILDIR or SHOME/Mail .
EXAMPLES
Check incoming mailbox every 60 seconds:
newmail
Check incoming mailboxes of joe and root every 15 seconds for new messages.
newmail -i 15 joe root

Monitor the incoming mailbox of user mary and the folder in your mail directory called postmaster
Prefix all new messages in the incoming mailbox of mary with the string Mary, and the new messages in
the folder postmaster with POBOX Also, monitor folder /tmp/mbox

newmail "mary=Mary" +postmaster=POBOX /tmp/mbox

AUTHOR
newmail was developed by HP.
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NAME

news - print news items

SYNOPSIS
news [-a] [-n] [-s] [items]

DESCRIPTION
news is used to keep the user informed of current events. By convention, these events are described by
files in the directory /var/news

When invoked without arguments, News prints the contents of all current files in /var/news , most
recent first, with each preceded by an appropriate header. News stores the “currency” time as the
modification date of a file named .news_time in the user’s home directory (the identity of this directory
is determined by the environment variable $HOME only files more recent than this currency time are
considered “current.”

Options
news recognizes the following options:
-a Print all items, regardless of currency. The stored time is not changed.
-n Report the names of the current items without printing their contents, and without

changing the stored time.

-S Report how many current items exist without printing their names or contents, and
without changing the stored time. It is useful to include such an invocation of news in
on€’s .profile file, or in the system’s /etc/profile

All other arguments are assumed to be specific news items that are to be printed.

If an interrupt is typed during the printing of a news item, printing stops and the next item is started.
Another interrupt within one second of the first causes the program to terminate.

EXTERNAL INFLUENCES
International Code Set Support
Single- and multi-byte character code sets are supported.

FILES
Ivar/news/*
$HOME/.news_time
letc/profile

SEE ALSO
mail(1), profile(4), environ(5).

STANDARDS CONFORMANCE
news: SVID2, SVID3, XPG2
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NAME

nice - run a command at nondefault priority

SYNOPSIS

nice [- priority_changel command [command_args]

nice [-n priority_changel command [command_args]

DESCRIPTION
The nice command executes command at a nondefault CPU scheduling priority. (The name is derived
from being "nice" to other system users by running large programs at lower priority.)

Arguments
The command-line arguments are as follows:

-N  priority_change

priority_change The difference between the system nice value (relative priority) of the current (or
parent) process and the actual system nice value at which command is to run.

An unsigned value increases the system nice value for command, causing it to run
at lower priority.

A negative value requires superuser privileges, and assigns a lower system nice
value (higher priority) to command. If the current process is not privileged, the
value is silently treated as if it were 0.

If the value of priority_change would result in a system nice value outside the
range 0 through 39, the corresponding limit value of 0 or 39 is used instead.

Note that a positive priority_change (lower priority) has a single - option charac-
ter before the numeric value; a negative (higher priority) priority_change has two:
the option character followed by the minus sign (-- ). If - priority_change is not
specified, it defaults to 10.

command A program, HP-UX command, user shell script, etc. to be executed at the nonde-
fault priority. command can be run as a foreground or background process.

If command is run as a background process, any nice priority_change made by the
shell (ksh executes all background processes via nice -4 ) is in addition to that
specified in the nice command line.

command_args Any arguments recognized by command.

Process Priorities

All processes have an associated system nice value which is used to compute the instantaneous-priority of
the process when it is scheduled to run. Normally, all processes inherit the system nice value of their
parent process when they are spawned. The shell (sh, csh, ksh, etc.) can create a child process with a
different priority from the current shell process by spawning the child process via the nice command. If
the priority_change value is unsigned (positive), the child process is nicer (lower in priority) relative to
the parent. If the priority_change value is negative, the child process runs at a higher priority with a
greater share of available system resources. To spawn a higher priority child process, the parent process
must be owned by a user who has the appropriate privileges.

At boot-up, the system starts the init  process at a system nice value of 20 (system default). On most
systems, all processes (down to the login shells) inherit this priority. Starting from their individual login
shell processes, users can alter the system nice value of descendent processes to as much as 39, or, with
appropriate privileges, as little as 0. A system nice value of 0 establishes an extremely high priority,
whereas a value of 39 indicates a very low priority.

Ordinary users can only increase the system nice value of any child process relative to the current pro-
cess; i.e., priority_change must be a positive (unsigned) value, resulting in a lower priority. To start a
child process at a lower system nice value (higher priority) than the current process, the user must have
the appropriate privileges, regardless of the relative nice-priority value desired.

For example, using the command

nice ksh
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from a login shell whose current nice value is 20 spawns a subshell with a system nice value of 30.
Attempting to use

nice --2 ksh

from the new shell to spawn another subshell whose system nice value would be 28, is rejected (unless the
user has appropriate privileges), even though the resulting system nice value would be less than the
priority of the original login shell process.

The system nice value for current processes is listed under the NI column produced by the ps -I com-
mand (see ps(1)).

Background Processes
Foreground processes are run at same system nice value as the parent shell. Background processes
spawned by ksh run at the equivalent of a nice -4 by default. If a background process is started via
nice from ksh, any priority_change specified in the nice command is added to default nice -4
Thus the command

nice 12 command &

runs at a system nice value of 36 if executed from ksh .

EXTERNAL INFLUENCES
Environment Variables
LC_MESSAGES8etermines the language in which messages are displayed.

If LC_MESSAGES not specified in the environment or is set to the empty string, the value of LANGis
used as a default for each unspecified or empty variable. If LANGis not specified or is set to the empty
string, a default of "C" (see lang (5)) is used instead of LANG

If any internationalization variable contains an invalid setting, nice behaves as if all internationaliza-

tion variables are set to "C". See environ (5).

International Code Set Support
| n | Single- and multi-byte character code sets are supported.
RETURN VALUE

nice returns the value returned by command.

EXAMPLES
The following examples assume the current process is running with a system nice value of 20 and nice is
executed from the Korn shell (see ksh(1)).

Run a program named prog in the current directory at the default priority_change of 10 (system nice
value of 30):

nice ./prog prog_args

Run the same program in the background using a system nice value of 36 (priority_change=12 plus 4 for
the Korn shell):

nice -12 ./prog prog_args &
As a user with appropriate privileges, run prog as a foreground process with a system nice value of 6:
nice --14 ./prog prog_args

WARNINGS
The C shell, csh, has a built-in nice command with different syntax. See csh (1) for details.

SEE ALSO
csh(1), ksh(1), nohup(1), sh-posix(1), sh(1), renice(1M), nice(2).

STANDARDS CONFORMANCE
nice : SVID2, SVID3, XPG4
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NAME

nis+, NIS+, nis - a new version of the network information name service

DESCRIPTION
NIS+ is a new version of the network information name service. This version differs in several significant
ways from version 2, which is referred to as NIS or YP in earlier releases. Specific areas of enhancement
include the ability to scale to larger networks, security, and the administration of the service.

The man pages for NIS+ are broken up into three basic categories. Those in section 1 are the user com-
mands that are most often executed from a shell script or directly from the command line. Section 1M
man pages describe utility commands that can be used by the network administrator to administer the
service itself. The NIS+ programming API is described by man pages in section 3N.

All commands and functions that use NIS version 2 are prefixed by the letters yp as in ypmatch (1),
ypcat (1), yp_match (3C), and yp_first(3C). Commands and functions that use the new replacement
software NIS+ are prefixed by the letters nis as in nismatch(1), nischown(1), nis_list(3N), and
nis_add_entry(3N). A complete list of NIS+ commands is in the LIST OF COMMANDS section.

This man page introduces the NIS+ terminology. It also describes the NIS+ namespace, authentication,
and authorization policies.

NIS+ NAMESPACE
The naming model of NIS+ is based upon a tree structure. Each node in the tree corresponds to an NIS+
object. There are six types of NIS+ objects: directory, table, group, link, entry, and private .

NIS+ Directory Object

Each NIS+ namespace will have at least one NIS+ directory object. An NIS+ directory is like a UNIX file
system directory which contains other NIS+ objects including NIS+ directories. The NIS+ directory that
forms the root of the NIS+ namespace is called the root directory. There are two special NIS+ directories:
org_dir and groups_dir . The org_dir directory consists of all the system-wide administration
tables, such as passwd, hosts , and mail_aliases . The groups_dir  directory consists of NIS+
group objects which are used for access control. The collection of org_dir , groups_dir  and their
parent directory is referred to as an NIS+ domain. NIS+ directories can be arranged in a tree-like struc-
ture so that the NIS+ namespace can match the organizational or administrative hierarchy.

NIS+ Table Object
NIS+ tables (not files), contained within NIS+ directories, store the actual information about some partic-
ular type. For example, the hosts system table stores information about the IP address of the hosts in
that domain. NIS+ tables are multicolumn and the tables can be searched through any of the searchable
columns. Each table object defines the schema for its table. The NIS+ tables consist of NIS+ entry
objects. For each entry in the NIS+ table, there is an NIS+ entry object. NIS+ entry objects conform to
the schema defined by the NIS+ table object.

NIS+ Group Object
NIS+ group objects are used for access control at group granularity. NIS+ group objects, contained within
the groups_dir  directory of a domain, contain a list of all the NIS+ principals within a certain NIS+
group. An NIS+ principal is a user or a machine making NIS+ requests.

NIS+ Link Object
NIS+ link objects are like UNIX symbolic file-system links—they are typically used for shortcuts in the
NIS+ namespace.

Refer to nis_objects (3N) for more information about the NIS+ objects.

NIS+ NAMES
The NIS+ service defines two forms of names, simple names and indexed names. Simple names are
used by the service to identify NIS+ objects contained within the NIS+ namespace. Indexed names are
used to identify NIS+ entries contained within NIS+ tables. Furthermore, entries within NIS+ tables are
returned to the caller as NIS+ objects of type entry. NIS+ objects are implemented as a union structure
which is described in the file <rpcsvc/nis_object.h> . The differences between the various types
and the meanings of the components of these objects are described in nis_objects (3N).
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Simple Names
Simple names consist of a series of labels that are separated by the ‘’(dot) character. Each label is com-
posed of printable characters from the ISO Latin 1 set. Each label can be of any nonzero length, provided
that the fully qualified name is fewer than NIS_MAXNAMELENctets including the separating dots. (See
<rpcsvc/nis.h> for the actual value of NIS_ MAXNAMELERMh the current release.) Labels that con-
tain special characters (see Grammar) must be quoted.

The NIS+ namespace is organized as a singly rooted tree. Simple names identify nodes within this tree.
These names are constructed such that the leftmost label in a name identifies the leaf node and all of the
labels to the right of the leaf identify that object’s parent node. The parent node is referred to as the leaf’s
directory . This is a naming directory and should not be confused with a file system directory.

For example, the name example.simple.name. is a simple name with three labels, where example is the
leaf node in this name, the directory of this leaf is simple.name. which by itself is a simple name. The leaf
of which is simple and its directory is simply name.

The function nis_leaf of (3N) returns the first label of a simple name. The function nis_domain_of(3N)
returns the name of the directory that contains the leaf. Iterative use of these two functions can break a
simple name into each of its label components.

The name ‘.’ (dot) is reserved to name the global root of the namespace. For systems that are connected to
the Internet, this global root will be served by a Domain Name Service. When an NIS+ server is serving
a root directory whose name is not ‘’(dot), this directory is referred to as a local root.

NIS+ names are said to be fully qualified when the name includes all of the labels identifying all of the
directories, up to the global root. Names without the trailing dot are called partially qualified.

Indexed Names
Indexed names are compound names that are composed of a search criterion and a simple name. The
search criterion component is used to select entries from a table; the simple name component is used to
identify the NIS+ table that is to be searched. The search criterion is a series of column names and their
desired values enclosed in bracket ] ’ characters. These criteria take the following form:

[ column_name=value, column_name=value, ... ]

A search criterion is combined with a simple name to form an indexed name by concatenating the two
parts, separated by a ‘,(comma) character as follows.

[ search-criterion |, table.directory.

When multiple column name/value pairs are present in the search criterion, only those entries in the
table that have the appropriate value in all columns specified are returned. When no column name/value
pairs are specified in the search criterion, [] , all entries in the table are returned.

Grammar
The following text represents a context-free grammar that defines the set of legal NIS+ names. The ter-
minals in this grammar are the characters ’ (dot), ‘[ (open bracket), I’ (close bracket), ‘) (comma), =
(equals) and whitespace. Angle brackets (‘<’ and “>’), which delineate non-terminals, are not part of the
grammar. The character ‘|’ (vertical bar) is used to separate alternate productions and should be read as
“this production OR this production”.

name u= . | <simple name> | <indexed name>
simple name u=  <string>. | <string>.<simple name>
indexed name = <search criterion>,<simple name>

search criterion [ <attribute list> ]

attribute list <attribute> | <attribute>,<attribute list>

attribute = <string> = <string>

string = ISO Latin 1 character set except the
character ’/’ (slash). The initial character
may not be a terminal character or the
characters '@ (at), ’+’ (plus), or (‘-")
hyphen.

o

Terminals that appear in strings must be quoted with “” (double quote). The
by quoting it with itself “"".

character may be quoted
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Name Expansion

The NIS+ service only accepts fully qualified names. However, since such names may be unwieldy, the
NIS+ commands in section 1 employ a set of standard expansion rules that will attempt to fully qualify a
partially qualified name. This expansion is actually done by the NIS+ library function nis_getnames (3N)
which generates a list of names using the default NIS+ directory search path or the NIS_PATH environ-
ment variable. The default NIS+ directory search path includes all the names in its path.
nis_getnames() is invoked by the functions nis_lookup(3N) and nis_list(3N) when the
EXPAND_NAM#Hag is used.

The NIS_PATH environment variable contains an ordered list of simple names. The names are
separated by the °’ (colon) character. If any name in the list contains colons, the colon should be quoted
as described in the Grammar section. When the list is exhausted, the resolution function returns the
error NIS_NOTFOUND This may mask the fact that the name existed but a server for it was unreach-
able. If the name presented to the list or lookup interface is fully qualified, the EXPAND_NAMHBag is
ignored.

In the list of names from the NIS_PATH environment variable, the ’$’ (dollar sign) character is treated
specially. Simple names that end with the label ’$’ have this character replaced by the default directory
(see nis_local_directory(3N)). Using "$" as a name in this list results in this name being replaced by the
list of directories between the default directory and the global root that contain at least two labels.

Below is an example of this expansion. Given the default directory of some.long.domain.name., and the

NIS_PATH variable set to fred.bar.:org_dir.$:$ . This path is initially broken up into the list:
1 fred.bar.
2 org_dir.$
3 %

The dollar sign in the second component is replaced by the default directory. The dollar sign in the third
component is replaced with the names of the directories between the default directory and the global root
that have at least two labels in them. The effective path value becomes:

1 fred.bar.

2a org_dir.some.long.domain.name.
3a some.long.domain.name.

3b long.domain.name.

3¢ domain.name.

Each of these simple names is appended to the partially qualified name that was passed to the
nis_lookup (3N) or nis_list (3N) interface. Each is tried in turn until NIS_SUCCESSis returned or the
list is exhausted.

If the NIS_PATH variable is not set, the path “$” is used.

The library function nis_getnames (3N) can be called from user programs to generate the list of names
that would be attempted. The program nisdefaults (1) with the -S option can also be used to show the
fully expanded path.

Concatenation Path

Normally all the entries for a certain type of information are stored within the table itself. However,
there are times when it is desirable for the table to point to other tables where entries can be found. For
example, you may want to store all the IP addresses in the host table for their own domain, and yet want
to be able to resolve hosts in some other domain without explicitly specifying the new domain name.
NIS+ provides a mechanism for concatenating different but related tables with an "NIS+ Concatenation
Path". With a concatenation path, you can create a sort of flat namespace from a hierarchical structure.
You can also create a table with no entries and just point the hosts or any other table to its parent
domain. Note that with such a setup, you are moving the administrative burden of managing the tables
to the parent domain. The concatenation path will slow down the request response time because more
tables and more servers are searched. It will also decrease the availability if all the servers are incapaci-
tated for a particular directory in the table path.

The NIS+ Concatenation Path is also referred to as the "table path". This path is set up at table creation
time through nistbladm (1). You can specify more than one table to be concatenated and they will be
searched in the given order. Note that the NIS+ client libraries, by default, will not follow the concatena-
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tion path set in site-specific tables. Refer to nis_list (3N) for more details.

Namespaces
The NIS+ service defines two additional disjoint namespaces for its own use. These namespaces are the
NIS+ Principal namespace, and the NIS+ Group namespace. The names associated with the group and
principal namespaces are syntactically identical to simple names. However, the information they
represent cannot be obtained by directly presenting these names to the NIS+ interfaces. Instead, special
interfaces are defined to map these names into NIS+ names so that they may then be resolved.

Principal Names
NIS+ principal names are used to uniquely identify users and machines that are making NIS+ requests.
These names have the form:

principal .domain

Here domain is the fully qualified name of an NIS+ directory where the named principal’s credentials can
be found. See Directories and Domains for more information on domains. Note that in this name, princi-
pal, is not a leaf in the NIS+ namespace.

Credentials are used to map the identity of a host or user from one context such as a process UID into the
NIS+ context. They are stored as records in an NIS+ table named cred, which always appears in the
org_dir subdirectory of the directory named in the principal name.

This mapping can be expressed as a replacement function:
principal.domain ->[chame =principal.domain ],cred.org_dir .domain

This latter name is an NIS+ name that can be presented to the nis_list (3N) interface for resolution. NIS+
principal names are administered using the nisaddcred (1M) command.

The cred table contains five columns named cname, auth_name, auth_type, public_data, and
private_data . There is one record in this table for each identity mapping for an NIS+ principal. The
current service supports two such mappings:

LOCAL This mapping is used to map from the UID of a given process to the NIS+ principal name asso-
ciated with that UID. If no mapping exists, the name nobody is returned. When the effective
UID of the process is 0 (for example, the super-user), the NIS+ name associated with the host is
returned. Note that UIDs are sensitive to the context of the machine on which the process is
executing.

DES This mapping is used to map to and from a Secure RPC “netname” into an NIS+ principal
name. See secure_rpc (3N) for more information on netnames. Note that since netnames contain
the notion of a domain, they span NIS+ directories.

The NIS+ client library function nis_local_principal(3N) uses the cred.org_dir table to map the UNIX
notion of an identity, a process’ UID, into an NIS+ principal name. Shell programs can use the program
nisdefaults (1) with the -p switch to return this information.

Mapping from UIDs to an NIS+ principal name is accomplished by constructing a query of the form:
[auth_type=LOCAL, auth_name= uid],cred.org_dir. default-domain.

This query will return a record containing the NIS+ principal name associated with this UID in the
machin€’s default domain.

The NIS+ service uses the DES mapping to map the names associated with Secure RPC requests into
NIS+ principal names. RPC requests that use Secure RPC include the netname of the client making the
request in the RPC header. This netname has the form:

unix. UID @omain
The service constructs a query using this name of the form:
[auth_type=DES, auth_name=  netname],cred.org_dir. domain.

where the domain part is extracted from the netname rather than using the default domain. This query is
used to look up the mapping of this netname into an NIS+ principal name in the domain where it was
created.

This mechanism of mapping UID and netnames into an NIS+ principal name guarantees that a client of
the NIS+ service has only one principal name. This principal name is used as the basis for authorization
which is described below. All objects in the NIS+ namespace and all entries in NIS+ tables must have an
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owner specified for them. This owner field always contains an NIS+ principal name.

Group Names
Like NIS+ principal names, NIS+ group names take the form:

group_name .domain

All objects in the NIS+ namespace and all entries in NIS+ tables may optionally have a group owner
specified for them. This group owner field, when filled in, always contains the fully qualified NIS+ group
name.

The NIS+ client library defines several interfaces ( nis_groups(3N)) for dealing with NIS+ groups. These
interfaces internally map NIS+ group names into an NIS+ simple name which identifies the NIS+ group
object associated with that group name. This mapping can be shown as follows:

group.domain -> group.groups_dir  .domain

This mapping eliminates collisions between NIS+ group names and NIS+ directory names. For example,
without this mapping, a directory with the name engineering.foo.com., would make it impossible to have a
group named engineering.foo.com.. This is due to the restriction that within the NIS+ namespace, a
name unambiguously identifies a single object. With this mapping, the NIS+ group name
engineering.foo.com. maps to the NIS+ object name engineering.groups_dir.foo.com.

The contents of a group object is a list of NIS+ principal names and the names of other NIS+ groups. See
nis_groups (3N) for a more complete description of their use.

NIS+ SECURITY
NIS+ defines a security model to control access to information managed by the service. The service
defines access rights that are selectively granted to individual clients or groups of clients. Principal
names and group names are used to define clients and groups of clients that may be granted or denied
access to NIS+ information. These principals and groups are associated with NIS+ domains as defined
below.

The security model also uses the notion of a class of principals called nobody, which contains all clients,
whether or not they have authenticated themselves to the service. The class world includes any client
who has been authenticated.

Directories and Domains
Some directories within the NIS+ namespace are referred to as NIS+ Domains. Domains are those NIS+
directories that contain the subdirectories groups_dir and org_dir. Further, the subdirectory org_dir
should contain the table named cred. NIS+ Group names and NIS+ Principal names always include the
NIS+ domain name after their first label.

Authentication
The NIS+ name service uses Secure RPC for the integrity of the NIS+ service. This requires that users of
the service and their machines must have a Secure RPC key pair associated with them. This key is ini-
tially generated with either the nisaddcred (1M) or nisclient (1M) commands and modified with the
chkey (1) or nispasswd (1) commands.

The use of Secure RPC allows private information to be stored in the name service that will not be avail-
able to untrusted machines or users on the network.

In addition to the Secure RPC key, users need a mapping of their UID into an NIS+ principal name. This
mapping is created by the system administrator using the nisclient (1M) or nisaddcred (1M) command.

Users that will be using machines in several NIS+ domains must insure that they have a local credential
entry in each of those domains. This credential should be created with the NIS+ principal name of the
user in their “home” domain. For the purposes of NIS+ and Secure RPC, the home domain is defined to
be the one where your Secure RPC key pair is located.

Authorization

The NIS+ service defines four access rights that can be granted or denied to clients of the service. These
rights are read, modify, create, and destroy. These rights are specified in the object structure at creation
time and may be modified later with the nischmod(1) command. In general, the rights granted for an
object apply only to that object. However, for purposes of authorization, rights granted to clients reading
directory and table objects are granted to those clients for all of the objects “contained” by the parent
object. This notion of containment is abstract. The objects do not actually contain other objects within
them. Note that group objects do contain the list of principals within their definition.
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Access rights are interpreted as follows:

read This right grants read access to an object. For directory and table objects, having read access
on the parent object conveys read access to all of the objects that are direct children of a
directory, or entries within a table.

modify This right grants modification access to an existing object. Read access is not required for
modification. However, in many applications, one will need to read an object before modify-
ing it. Such modify operations will fail unless read access is also granted.

create This right gives a client permission to create new objects where one had not previously
existed. It is only used in conjunction with directory and table objects. Having create access
for a table allows a client to add additional entries to the table. Having create access for a
directory allows a client to add new objects to an NIS+ directory.

destroy This right gives a client permission to destroy or remove an existing object or entry. When a
client attempts to destroy an entry or object by removing it, the service first checks to see if
the table or directory containing that object grants the client destroy access. If it does, the
operation proceeds. If the containing object does not grant this right then the object itself is
checked to see if it grants this right to the client. If the object grants the right, then the
operation proceeds; otherwise the request is rejected.

Each of these rights may be granted to any one of four different categories.

owner A right may be granted to the owner of an object. The owner is the NIS+ principal identified
in the owner field. The owner can be changed with the nischown (1) command. Note that if
the owner does not have modification access rights to the object, the owner cannot change
any access rights to the object, unless the owner has modification access rights to its parent
object.

group owner
A right may be granted to the group owner of an object. This grants the right to any princi-
pal that is identified as a member of the group associated with the object. The group owner
may be changed with the nischgrp (1) command. The object owner need not be a member of

this group.

world A right may be granted to everyone in the world. This grants the right to all clients who
have authenticated themselves with the service.

nobody A right may be granted to the nobody principal. This has the effect of granting the right to
any client that makes a request of the service, regardless of whether they are authenticated
or not.

Note that for bootstrapping reasons, directory objects that are NIS+ domains, the org_dir subdirectory
and the cred table within that subdirectory must have read access to the nobody principal. This makes
navigation of the namespace possible when a client is in the process of locating its credentials. Granting
this access does not allow the contents of other tables within org_dir to be read (such as the entries in the
password table) unless the table itself gives "read" access rights to the nobody principal.

Directory Authorization
Additional capabilities are provided for granting access rights to clients for directories. These rights are
contained within the object access rights (OAR) structure of the directory. This structure allows the NIS+
service to grant rights that are not granted by the directory object to be granted for objects contained by
the directory of a specific type.

An example of this capability is a directory object which does not grant create access to all clients, but
does grant create access in the OAR structure for group type objects to clients who are members of the
NIS+ group associated with the directory. In this example the only objects that could be created as chil-
dren of the directory would have to be of the type group.

Another example is a directory object that grants create access only to the owner of the directory, and
then additionally grants create access through the OAR structure for objects of type table, link, group,
and private to any member of the directory’s group. This has the effect of giving nearly complete create
access to the group with the exception of creating subdirectories. This restricts the creation of new NIS+
domains because creating a domain requires creating both a groups_dir and org_dir subdirectory.

Note that there is currently no command line interface to set or change the OAR of the directory object.

Section 1-592  Hewlett-Packard Company -6 - HP-UX 11i Version 2: August 2003



nis+(1) nis+(1)

Table Authorization
As with directories, additional capabilities are provided for granting access to entries within tables.
Rights granted to a client by the access rights field in a table object apply to the table object and all of the
entry objects “contained” by that table. If an access right is not granted by the table object, it may be
granted by an entry within the table. This holds for all rights except create.

For example, a table may not grant read access to a client performing a nis_list (3N) operation on the
table. However, the access rights field of entries within that table may grant read access to the client.
Note that access rights in an entry are granted to the owner and group owner of the entry and not the
owner or group of the table. When the list operation is performed, all entries that the client has read
access to are returned. Those entries that do not grant read access are not returned. If none of the
entries that match the search criterion grant read access to the client making the request, no entries are
returned and the result status contains the NIS_NOTFOUNDrror code.

Access rights that are granted by the rights field in an entry are granted for the entire entry. However, in
the table object an additional set of access rights is maintained for each column in the table. These rights
apply to the equivalent column in the entry. The rights are used to grant access when neither the table
nor the entry itself grant access. The access rights in a column specification apply to the owner and group
owner of the entry rather than the owner and group owner of the table object.

When a read operation is performed, if read access is not granted by the table and is not granted by the
entry but is granted by the access rights in a column, that entry is returned with the correct values in all
columns that are readable and the string *NP* (No Permission) in columns where read access is not
granted.

As an example, consider a client that has performed a list operation on a table that does not grant read
access to that client. Each entry object that satisfied the search criterion specified by the client is exam-
ined to see if it grants read access to the client. If it does, it is included in the returned result. If it does
not, then each column is checked to see if it grants read access to the client. If any columns grant read
access to the client, data in those columns is returned. Columns that do not grant read access have their
contents replaced by the string *NP* . If none of the columns grant read access, then the entry is not
returned.

LIST OF COMMANDS
The following lists all commands and programming functions related to NIS+:

NIS+ User Commands

nisaddent (1) add /etc files and NIS maps into their corresponding NIS+ tables
niscat (1) display NIS+ tables and objects

nischgrp (1) change the group owner of a NIS+ object

nischmod (1) change access rights on a NIS+ object

nischown (1) change the owner of a NIS+ object

nischitl (1) change the time to live value of a NIS+ object

nisdefaults (1) display NIS+ default values

niserror (1) display NIS+ error messages

nisgrep (1) utilities for searching NIS+ tables

nisgrpadm (1) NIS+ group administration command

nisin (1) symbolically link NIS+ objects

nisls(1) list the contents of a NIS+ directory

nismatch (1) utilities for searching NIS+ tables

nismkdir(1) create NIS+ directories

nispasswd (1) change NIS+ password information

nisrm(1) remove NIS+ objects from the namespace

nisrmdir(1) remove NIS+ directories

nisshowcache (1M) NIS+ utility to print out the contents of the shared cache file
nistbladm (1) NIS+ table administration command

nistest (1) return the state of the NIS+ namespace using a conditional expression

NIS+ Administrative Commands

nis_cachemgr (1M) NIS+ utility to cache location information about NIS+ servers
nisaddcred (1M) create NIS+ credentials

nisaddent (1M) create NIS+ tables from corresponding /etc files or NIS maps
nisclient (1M) initialize NIS+ credentials for NIS+ principals

nisd (1M) NIS+ service daemon
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nisd_resolv (1M)
nisinit (1M)

nislog (1M)
nisping (1M)
nispopulate (1M)
nisserver (1M)
nissetup (1M)
nisshowcache (1M)
nisstat (1M)
nisupdkeys (1M)
rpe.nisd (1M)
rpc.nisd_resolv (1M)

NIS+ Programming API
_nis_map_group (3N)
db_add_entry (3N)
db_checkpoint(3N)
db_create_table(3N)
db_destroy_table(3N)
db_first_entry(3N)
db_free_result(3N)
db_initialize(3N)
db_list_entries(3N)
db_next_entry(3N)
db_remove_entry(3N)
db_reset_next_entry(3N)
db_standby (3N)
db_table_exists(3N)
db_unload_table(3N)
nis_add (3N)
nis_add_entry(3N)
nis_addmember(3N)
nis_checkpoint(3N)
nis_clone_object (3N)
nis_creategroup (3N)
nis_db(3N)
nis_destroy_object (3N)
nis_destroygroup (3N)
nis_dir_cmp (3N)
nis_domain_of(3N)
nis_error (3N)
nis_first_entry(3N)
nis_freenames(3N)
nis_freeresult(3N)
nis_freeservlist (3N)
nis_freetags (3N)
nis_getnames (3N)
nis_getservlist(3N)
nis_groups (3N)
nis_ismember (3N)
nis_leaf_of (3N)
nis_lerror (3N)
nis_list (3N)
nis_local_directory(3N)
nis_local_group (3N)
nis_local_host(3N)
nis_local_names(3N)
nis_local_principal (3N)
nis_lookup (3N)
nis_map_group (3N)
nis_mkdir (3N)
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NIS+ service daemon

NIS+ client and server initialization utility
display the contents of the NIS+ transaction log
send ping to NIS+ servers

populate the NIS+ tables in a NIS+ domain

set up NIS+ servers

initialize a NIS+ domain

NIS+ utility to print out the contents of the shared cache file

report NIS+ server statistics

update the public keys in a NIS+ directory object
NIS+ service daemon

NIS+ service daemon

NIS+ group manipulation functions
NIS+ Database access functions
NIS+ Database access functions
NIS+ Database access functions
NIS+ Database access functions
NIS+ Database access functions
NIS+ Database access functions
NIS+ Database access functions
NIS+ Database access functions
NIS+ Database access functions
NIS+ Database access functions
NIS+ Database access functions
NIS+ Database access functions
NIS+ Database access functions
NIS+ Database access functions
NIS+ namespace functions

NIS+ table functions

NIS+ group manipulation functions
misc NIS+ log administration functions
NIS+ subroutines

NIS+ group manipulation functions
NIS+ Database access functions
NIS+ subroutines

NIS+ group manipulation functions
NIS+ subroutines

NIS+ subroutines

display NIS+ error messages

NIS+ table functions

NIS+ subroutines

NIS+ namespace functions
miscellaneous NIS+ functions
miscellaneous NIS+ functions

NIS+ subroutines

miscellaneous NIS+ functions

NIS+ group manipulation functions
NIS+ group manipulation functions
NIS+ subroutines

display some NIS+ error messages
NIS+ table functions

NIS+ local names

NIS+ local names

NIS+ local names

NIS+ local names

NIS+ local names

NIS+ namespace functions

NIS+ group manipulation functions
miscellaneous NIS+ functions
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nis_modify (3N)
nis_modify_entry(3N)
nis_name_of (3N)
nis_names (3N)
nis_next_entry(3N)
nis_objects (3N)
nis_perror (3N)
nis_ping (3N)
nis_print_group_entry(3N)
nis_print_object (3N)
nis_remove (3N)
nis_remove_entry(3N)
nis_removemember(3N)
nis_rmdir (3N)
nis_server (3N)
nis_servstate(3N)
nis_sperrno (3N)
nis_sperror (3N)
nis_sperror_r(3N)
nis_stats (3N)
nis_subr(3N)
nis_tables (3N)
nis_verifygroup (3N)

NIS+ Files and Directories

nisfiles (4)

WARNINGS

nis+(1)

NIS+ namespace functions

NIS+ table functions

NIS+ subroutines

NIS+ namespace functions

NIS+ table functions

NIS+ object formats

display NIS+ error messages

misc NIS+ log administration functions
NIS+ group manipulation functions
NIS+ subroutines

NIS+ namespace functions

NIS+ table functions

NIS+ group manipulation functions
miscellaneous NIS+ functions
miscellaneous NIS+ functions
miscellaneous NIS+ functions
display NIS+ error messages
display NIS+ error messages
display NIS+ error messages
miscellaneous NIS+ functions
NIS+ subroutines

NIS+ table functions

NIS+ group manipulation functions

NIS+ database files and directory structure

HP-UX 11i Version 2 is the last HP-UX release on which NIS+ is supported.
LDAP is the recommended replacement for NIS+. HP fully supports the industry standard naming ser-

vices based on LDAP.

AUTHOR
NIS+ was developed by Sun Microsystems, Inc.

FILES
<rpcsvc/nis_object.h>
<rpcsvc/nis.h>

Protocol description of an NIS+ object.
Defines the NIS+ protocol using the RPC language.
included by all clients of the NIS+ service

It should be

SEE ALSO
nischown(1), nisdefaults(1), nismatch(1), nispasswd(1l), newkey(1M), nisaddcred(1M), nisclient(1M),
nispopulate(1M), nisserver(1M), nis_add_entry(3N), nis_domain_of(3N), nis_getnames(3N),
nis_groups(3N), nis_leaf_of(3N), nis_list(3N), nis_local_directory(3N), nis_lookup(3N), nis_objects(3N).
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NAME
niscat - display NIS+ tables and objects

SYNOPSIS
niscat [ -AhLMv ] tablename ...
niscat [ -ALMP ] -0 name...
DESCRIPTION

In the first synopsis, niscat  displays the contents of the NIS+ tables named by tablename. In the
second synopsis, it displays the internal representation of the NIS+ objects named by name.

Options

-A Display the data within the table and all of the data in tables in the initial tabl€’s concatena-
tion path.

-h Display the header line prior to displaying the table. The header consists of the ‘# (hash)
character followed by the name of each column. The column names are separated by the table
separator character.

-L Follow links. When this option is specified, if tablename or name names a LINK type object,
the link is followed and the object or table named by the link is displayed.

-M Master server only. This option specifies that the request should be sent to the master server
of the named data. This guarantees that the most up-to-date information is seen at the possi-
ble expense of increasing the load on the master server and increasing the possibility of the
NIS+ server being unavailable or busy for updates.

-P Follow concatenation path. This option specifies that the request should follow the concatena-
tion path of a table if the initial search is unsuccessful. This option is only useful when using
an indexed name for name and the -0 option.

-V Display binary data directly. This option displays columns containing binary data on the stan-

dard output. Without this option, binary data is displayed as the string *BINARY* .

-0 name Display the internal representation of the named NIS+ object(s). If name is an indexed name
(see nismatch (1)), then each of the matching entry objects is displayed. This option is used to
display access rights and other attributes of individual columns.

Notes
Columns without values in the table are displayed by two adjacent separator characters.

EXAMPLES
Display the contents of the hosts table:

niscat -h host.org_dir

# cname name addr comment
clientl clientl 129.144.201.100 Joe Smith
crunchy crunchy 129.144.201.44 Jane Smith
crunchy softy 129.144.201.44

The string *NP* is returned in those fields where the user has insufficient access rights.
Display the passwd.org_dir on the standard output:
niscat passwd.org_dir
Display the contents of table frodo and the contents of all tables in its concatenation path:
niscat -A frodo

Display the entries in the table group.org_dir as NIS+ objects (note that the brackets are protected
from the shell by single quotes):

niscat -o [ ]group.org_dir’
Display the table object of the passwd.org_dir table:
niscat -o passwd.org_dir
The previous example displays the passwd table object and not the passwd table. The table object

includes information such as the number of columns, column type, searchable or not searchable,
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separator, access rights, and other defaults.

Display the directory object for org_dir , which includes information such as the access rights and
replica information:

niscat -o org_dir
EXTERNAL INFLUENCES
Environment Variables

NIS_PATH If this variable is set and the NIS+ table name is not fully qualified, each directory
specified will be searched until the table is found (see nisdefaults (1)).

RETURN VALUE
niscat returns O on success and 1 on failure.

WARNINGS
HP-UX 11i Version 2 is the last HP-UX release on which NIS+ is supported.

LDAP is the recommended replacement for NIS+. HP fully supports the industry standard naming ser-
vices based on LDAP.

AUTHOR
niscat was developed by Sun Microsystems, Inc.

SEE ALSO
nis+(1), nismatch(1), nistbladm(1), nisdefaults(1), nis_objects(3N), nis_tables(3N).
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NAME
nischgrp - change the group owner of an NIS+ object

SYNOPSIS
nischgrp [ -AfLP | group name...

DESCRIPTION
nischgrp  changes the group owner of the NIS+ objects or entries specified by name to the specified
NIS+ group. Entries are specified using indexed names (see nismatch(1)). If group is not a fully
qualified NIS+ group name, it will be resolved using the directory search path (see nisdefaults (1)).

The only restriction on changing an object’s group owner is that you must have modify permissions for the
object.

This command will fail if the master NIS+ server is not running.
Options

-A  Modify all entries in all tables in the concatenation path that match the search criterion specified in
name. This option implies the -P switch.

-f Force the operation and fail silently if it does not succeed.

-L  Follow links and change the group owner of the linked object or entries rather than the group owner
of the link itself.

-P  Follow the concatenation path within a named table. This option only makes sense when either
name is an indexed name or the -L switch is also specified and the named object is a link pointing
to entries.

Notes
The NIS+ server will check the validity of the group name prior to effecting the modification.

EXAMPLES
Change the group owner of an object to a group in a different domain, and how to change it to a group in
the local domain, respectively:

nischgrp newgroup.remote.domain. object
nischgrp my-buds object

Change the group owner for a password entry:
nischgrp admins ’[uid=99],passwd.org_dir’
In the above example, admins is an NIS+ group in the same domain.

Change the group owner of the object or entries pointed to by a link, and the group owner of all entries in
the hobbies table:

nischgrp -L my-buds linkname
nischgrp my-buds ’[],hobbies’

EXTERNAL INFLUENCES
Environment Variables
NIS_PATH If this variable is set and the NIS+ name is not fully qualified, each directory specified
will be searched until the object is found (see nisdefaults (1)).

RETURN VALUE

nischgrp  returns O on success and 1 on failure.

WARNINGS
HP-UX 11i Version 2 is the last HP-UX release on which NIS+ is supported.

LDAP is the recommended replacement for NIS+. HP fully supports the industry standard naming ser-
vices based on LDAP.

AUTHOR
nischgrp  was developed by Sun Microsystems, Inc.
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SEE ALSO

nis+(1), nischmod(1), nischown(1), nisdefaults(1), nisgrpadm(1), nis_objects(3N).
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NAME
nischmod - change access rights on an NIS+ object

SYNOPSIS
nischmod [ -AfLP ] mode name...

DESCRIPTION
nischmod changes the access rights (mode) of the NIS+ objects or entries specified by name to mode.
Entries are specified using indexed names (see nismatch(1)). Only principals with modify access to an
object may change its mode.

mode has the following form:

rights [,rights ]
rights has the form:

[ who 1 op permission [ op permission 1]...
who is a combination of:

Nobody’s permissions.
Owner’s permissions.
Group’s permissions.
World’s permissions.
All, or owg.

If who is omitted, the default is a.

PsQ oS

op is one of:

+ To grant the permission .
- To revoke the permission .

= To set the permissions explicitly.

permission is any combination of:

r Read.

m Modify.

c Create.

d Destroy.
Options

-A  Modify all entries in all tables in the concatenation path that match the search criteria specified in
name. This option implies the -P switch.

-f Force the operation and fail silently if it does not succeed.

-L  Follow links and change the permission of the linked object or entries rather than the permission of
the link itself.

-P  Follow the concatenation path within a named table. This option is only applicable when either
name is an indexed name or the -L switch is also specified and the named object is a link pointing
to an entry.

Notes
Unlike the system chmod command, this command does not accept an octal notation.

EXAMPLES
Give everyone read access to an object (that is, access for owner, group, and all):
nischmod a+r  object
Deny create and modify privileges to group and unauthenticated clients (nobody ):
nischmod gn-cm  object
Set a complex set of permissions for an object:
nischmod o=rmcd,g=rm,w=rc,n=r object

Set the permissions of an entry in the password table so that the group owner can modify them:
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nischmod g+m ’[uid=55],passwd.org_dir’
Change the permissions of a linked object:
nischmod -L w+mr [linkname
EXTERNAL INFLUENCES
Environment Variables

NIS_PATH If this variable is set and the NIS+ name is not fully qualified, each directory specified
will be searched until the object is found (see nisdefaults (1)).

RETURN VALUE
nischmod returns O on success and 1 on failure.

WARNINGS
HP-UX 11i Version 2 is the last HP-UX release on which NIS+ is supported.

LDAP is the recommended replacement for NIS+. HP fully supports the industry standard naming ser-
vices based on LDAP.

AUTHOR
nischmod was developed by Sun Microsystems, Inc.

SEE ALSO
chmod(1), nis+(1), nischgrp(1), nischown(1), nisdefaults(1), nis_objects(3N).
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NAME
nischown - change the owner of an NIS+ object

SYNOPSIS
nischown [ -AfLP ] owner name...

DESCRIPTION
nischown changes the owner of the NIS+ objects or entries specified by name to owner. Entries are
specified using indexed names (see nismatch(1)). If owner is not a fully qualified NIS+ principal name
(see nisaddcred (1M)), the default domain (see nisdefaults (1)) will be appended to it.

The only restriction on changing an object’s owner is that you must have modify permissions for the
object. Note: If you are the current owner of an object and you change ownership, you may not be able to
regain ownership unless you have modify access to the new object.

The command will fail if the master NIS+ server is not running.
Options

-A  Modify all entries in all tables in the concatenation path that match the search criteria specified in
name. Itimplies the -P option.

-f Force the operation and fail silently if it does not succeed.

-L  Follow links and change the owner of the linked object or entries rather than the owner of the link
itself.

-P  Follow the concatenation path within a named table. This option is only meaningful when either
name is an indexed name or the -L option is also specified and the named object is a link pointing
to entries.

Notes
The NIS+ server will check the validity of the name before making the modification.

EXAMPLES
Change the owner of an object to a principal in a different domain, and to change it to a principal in the
local domain, respectively:

nischown bob.remote.domain. object
nischown skippy object

Change the owner of an entry in the passwd table:
nischown bob.remote.domain. '[uid=99],passwd.org_dir’
Change the object or entries pointed to by a link:
nischown -L skippy linkname
EXTERNAL INFLUENCES
Environment Variables

NIS_PATH If this variable is set, and the NIS+ name is not fully qualified, each directory specified
will be searched until the object is found (see nisdefaults (1)).

RETURN VALUE
nischown returns O on success and 1 on failure.

WARNINGS
HP-UX 11i Version 2 is the last HP-UX release on which NIS+ is supported.

LDAP is the recommended replacement for NIS+. HP fully supports the industry standard naming ser-
vices based on LDAP.

AUTHOR
nischown was developed by Sun Microsystems, Inc.

SEE ALSO
nis+(1), nischgrp(1), nischmod(1), nischttl(1), nisdefaults(1), nisaddcred(1M), nis_objects(3N).
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NAME
nischttl - change the time to live value of an NIS+ object
SYNOPSIS
nischttl [ -AfLP ] time name...
DESCRIPTION
nischttl changes the time to live value (ttl ) of the NIS+ objects or entries specified by name to time.

Entries are specified using indexed names (see nismatch (1)).

The time to live value is used by object caches to expire objects within their cache. When an object is read
into the cache, this value is added to the current time in seconds yielding the time when the cached object
would expire. The object may be returned from the cache as long as the current time is earlier than the
calculated expiration time. When the expiration time has been reached, the object will be flushed from
the cache.

The time to live time may be specified in seconds or in days, hours, minutes, seconds format. The latter
format uses a suffix letter of d, h, m or S to identify the units of time. See the examples below for usage.

The command will fail if the master NIS+ server is not running.

Options
-A  Modify all tables in the concatenation path that match the search criterion specified in name. This
option implies the -P switch.

-f Force the operation and fail silently if it does not succeed.

-L  Follow links and change the time to live of the linked object or entries rather than the time to live of
the link itself.

-P  Follow the concatenation path within a named table. This option only makes sense when either
name is an indexed name or the -L switch is also specified and the named object is a link pointing
to entries.

Notes
Setting a high ttl  value allows objects to stay persistent in caches for a longer period of time and can
improve performance. However, when an object changes, in the worst case, the number of seconds in this
attribute must pass before that change is visible to all clients. Setting a ttl  value of O means that the
object should not be cached at all.

Ahigh ttl  value is a week, a low value is less than a minute. Password entries should have ttl  values
of about 12 hours (easily allows one password change per day), entries in the RPC table can have ttl
values of several weeks (this information is effectively unchanging).

Only directory and group objects are cached in this implementation.
EXAMPLES

Change the ttl  of an object using the seconds format and the days, hours, minutes, seconds format (the
ttl  of the second object is set to 1 day and 12 hours):

nischttl 184000 object
nischttl 1d12h object

Change the ttl  for a password entry:
nischttl 1h30m ’[uid=99],passwd.org_dir’

Change the ttl  of the object or entries pointed to by a link, and the ttl  of all entries in the hobbies
table:

nischttl -L 12h linkname
nischttl 3600 ’'[],hobbies’

EXTERNAL INFLUENCES
Environment Variables
NIS_PATH If this variable is set and the NIS+ name is not fully qualified, each directory specified
will be searched until the object is found (see nisdefaults (1)).
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RETURN VALUE
nischttl returns O on success and 1 on failure.

WARNINGS
HP-UX 11i Version 2 is the last HP-UX release on which NIS+ is supported.

LDAP is the recommended replacement for NIS+. HP fully supports the industry standard naming ser-
vices based on LDAP.

AUTHOR
nischttl was developed by Sun Microsystems, Inc.

SEE ALSO
nis+(1), nischgrp(1), nischmod(1), nischown(1), nisdefaults(1), nis_objects(3N).
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NAME
nisdefaults - display NIS+ default values

SYNOPSIS
nisdefaults [ -adghprstv ]

DESCRIPTION
nisdefaults prints the default values that are returned by calls to the NIS+ local name functions (see
nis_local_names(3N)). With no options specified, all defaults will be printed in a verbose format. With
options, only that option is displayed in a terse form suitable for shell scripts. See the example below.

Options

-a  Print all defaults in a terse format.

-d  Print the default domain name.

-g Print the default group name.

-h  Print the default host name.

-p  Print the default principal name.

-  Print the default access rights with which new objects will be created.

-S  Print the default directory search path.

-t Print the default time to live value.

-V Print the defaults in a verbose format. This prepends an identifying string to the output.
EXAMPLES

Print the NIS+ defaults for a root process on machine example in the foo.bar. domain:

example# nisdefaults
Principal Name : example.foo.bar.

Domain Name . foo.bar.

Host Name . example.foo.bar.
Group Name

Access Rights ----rmcdr--- r---
Time to live : 12:00:00

Search Path . foo.bar.

Set a variable in a shell script to the default domain:
DOMAIN="nisdefaults -d‘

Print out the default time to live in a verbose format:

nisdefaults -tv
Time to live : 12:00:00

Print out the time to live in the terse format:

nisdefaults -t
43200

EXTERNAL INFLUENCES
Environment Variables
Several environment variables affect the defaults associated with a process.

NIS_DEFAULTS This variable contains a defaults string that will override the NIS+ standard defaults.
The defaults string is a series of tokens separated by colons. These tokens represent
the default values to be used for the generic object properties. All of the legal tokens
are described below.

ttl=  time
This token sets the default time to live for objects that are created. The value
time is specified in the format as defined by the nischttl command. (See

nischttl (1)). The default value is 12 hours.

owner= ownername
This token specifies that the NIS+ principal ownername should own created
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NIS_GROUP

NIS_PATH

WARNINGS

nisdefaults(1)

objects. The default for this value is the principal who is executing the com-
mand.

group= groupname
This token specifies that the group groupname should be the group owner for
created objects. The default is NULL

access= rights
This token specifies the set of access rights that are to be granted for created
objects. The value rights is specified in the format as defined by the nischmod
command. (See nischmod(1)). The default value is - - - -rmcdr- - -r- - -

This variable contains the name of the local NIS+ group. If the name is not fully
qualified, the default domain will be appended to it.

This variable overrides the default NIS+ directory search path. It contains an ordered
list of directories separated by ’’ (colon) characters. The ’$’ (dollar sign) character is
treated specially. Directory names that end in ’$’ have the default domain appended
to them, and a ’$ by itself is replaced by the list of directories between the default
domain and the global root that are at least two levels deep. The default NIS+ direc-
tory search path is ’$’.

Refer to the Name Expansion subsection in nis+(1) for more details.

HP-UX 11i Version 2 is the last HP-UX release on which NIS+ is supported.

LDAP is the recommended replacement for NIS+. HP fully supports the industry standard naming ser-
vices based on LDAP.

AUTHOR
nisdefaults

SEE ALSO

was developed by Sun Microsystems, Inc.

nis+(1), nis_local_names(3N).
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NAME
niserror - display NIS+ error messages

SYNOPSIS

niserror error-num

DESCRIPTION
niserror prints the NIS+ error associated with status value error-num on the standard output. It is
used by shell scripts to translate NIS+ error numbers that are returned into text messages.

EXAMPLES
Print the error associated with the error number 20:
niserror 20
Not Found, no such name
WARNINGS
HP-UX 11i Version 2 is the last HP-UX release on which NIS+ is supported.
LDAP is the recommended replacement for NIS+. HP fully supports the industry standard naming ser-
vices based on LDAP.

AUTHOR
niserror was developed by Sun Microsystems, Inc.

SEE ALSO
nis+(1), nis_error(3N).
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NAME

nisgrpadm - NIS+ group administration command
SYNOPSIS

nisgrpadm -a | -r | -t 1 [ -S 1 group principal...

nisgrpadm -¢ | -d | -l [ -M ][ -s 1 group
DESCRIPTION

nisgrpadm is used to administer NIS+ groups. This command administers both groups and the groups’
membership lists. nisgrpadm can create, destroy, or list NIS+ groups. nisgrpadm can be used to
administer a group’s membership list. It can add or delete principals to the group, or test principals for
membership in the group.

The names of NIS+ groups are syntactically similar to names of NIS+ objects but they occupy a separate
namespace. A group named "a.b.c.d." is represented by a NIS+ group object named "a.groups_dir.b.c.d.";
the functions described here all expect the name of the group, not the name of the corresponding group
object.

There are three types of group members:
e An explicit member is just a NIS+ principal-name, for example "wickedwitch.west.oz."

e An implicit ("domain") member, written "*.west.oz.", means that all principals in the given domain
belong to this member. No other forms of wildcarding are allowed: "wickedwitch.*.0z." is invalid, as is
"wickedwitch.west.*.". Note that principals in subdomains of the given domain are not included.

e A recursive ("group") member, written "@cowards.oz.", refers to another group; all principals that
belong to that group are considered to belong here.

Any member may be made negative by prefixing it with a minus sign (-’). A group may thus contain
explicit, implicit, recursive, negative explicit, negative implicit, and negative recursive members.

A principal is considered to belong to a group if it belongs to at least one non-negative group member of
the group and belongs to no negative group members.
Options
-a  Add the list of NIS+ principals specified to group. The principal name should be fully qualified.
-C  Create group in the NIS+ namespace. The NIS+ group name should be fully qualified.
-d  Destroy (remove) group from the namespace.
-l List the membership list of the specified group. (See -M.)

-M  Master server only. Send the lookup to the master server of the named data. This guarantees that
the most up to date information is seen at the possible expense that the master server may be busy.
Note that the -M flag is applicable only with the -l flag.

-I  Remove the list of principals specified from group. The principal name should be fully qualified.

-S  Work silently. Results are returned using the exit status of the command. This status can be
translated into a text string using the niserror(1) command.

-t Display whether the principals specified are members in group.
Notes

Principal names must be fully qualified, whereas groups can be abbreviated on all operations except
create.

EXAMPLES
Administering Groups
Create a group in the foo.com.  domain:

nisgrpadm -c my_buds.foo.com.
Remove the group from the current domain:

nisgrpadm -d freds_group
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Administering Members
Add two principals, bob and betty to the group my_buds.foo.com

nisgrpadm -a my_buds.foo.com. bob.bar.com. betty.foo.com.
Remove betty from freds_group
nisgrpadm -r freds_group betty.foo.com.
EXTERNAL INFLUENCES
Environment Variables

NIS_PATH If this variable is set and the NIS+ group name is not fully qualified, each directory
specified will be searched until the group is found (see nisdefaults (1)).

WARNINGS
HP-UX 11i Version 2 is the last HP-UX release on which NIS+ is supported.

LDAP is the recommended replacement for NIS+. HP fully supports the industry standard naming ser-
vices based on LDAP.

DIAGNOSTICS
NIS_SUCCESS On success, this command returns an exit status of 0.

NIS_PERMISSION
When you do not have the needed access right to change the group, the command
returns this error.

NIS_NOTFOUND This is returned when the group does not exist.

NIS_TRYAGAIN This error is returned when the server for the group’s domain is currently checkpoint-
ing or otherwise in a read-only state. The command should be retried at a later date.

NIS_MODERRORTHhis error is returned when the group was modified by someone else during the execu-
tion of the command. Reissue the command and optionally recheck the group’s
membership list.

AUTHOR
nisgrpadm was developed by Sun Microsystems, Inc.

SEE ALSO
nis+(1), nischgrp(1), nisdefaults(1), niserror(1), nis_groups(3N).
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NAME
nisln - symbolically link NIS+ objects

SYNOPSIS
nisin [ -L 1 [ -D defaults 1 name linkname

DESCRIPTION
The nisln  command links an NIS+ object named name to an NIS+ name linkname. If name is an
indexed name (see nismatch (1)), the link points to entries within an NIS+ table. Clients wishing to look
up information in the name service can use the FOLLOW_LINKSflag to force the client library to follow
links to the name they point to. Further, all of the NIS+ administration commands accept the -L switch
indicating they should follow links (see nis_names (3N) for a description of the FOLLOW_LINKSlag).

Options
-L When present, this option specifies that this command should follow links. If name is
itself a link, then this command will follow it to the linked object that it points to. The
new link will point to that linked object rather than to name.

-D defaults Specify a different set of defaults to be used for the creation of the link object. The
defaults string is a series of tokens separated by colons. These tokens represent the
default values to be used for the generic object properties. All of the legal tokens are
described below.

ttl=  time This token sets the default time to live for objects that are created by this
command. The value time is specified in the format as defined by the
nischttl (1) command. The default is 12 hours.

owner= ownername
This token specifies that the NIS+ principal ownername should own the
created object. The default for this value is the the principal who is exe-
cuting the command.

group= groupname
This token specifies that the group groupname should be the group
owner for the object that is created. The default is NULL

access= rights
This token specifies the set of access rights that are to be granted for the
given object. The value rights is specified in the format as defined by the
nischmod (1) command. The default value is - - - -rmcdr- - -r- - - .

Notes
When creating the link, nisln  verifies that the linked object exists. Once created, the linked object may
be deleted or replaced and the link will not be affected. At that time the link will become invalid and
attempts to follow it will return NIS_LINKNAMEERRORo the client. When the path attribute in tables
specifies a link rather than another table, the link will be followed if the flag FOLLOW_LINKSwas
present in the call to nis_list () (see nis_tables (3N)) and ignored if the flag is not present. If the flag
is present and the link is no longer valid, a warning is sent to the system logger and the link is ignored.

EXAMPLES
Create a link in the domain foo.com. named hosts that points to the object hosts.bar.com
nisin hosts.bar.com. hosts.foo.com.
Make a link example.sun.com. that points to an entry in the hosts table in eng.sun.com.:
nisln '[name=example],hosts.eng.sun.com.” example.sun.com:
EXTERNAL INFLUENCES
Environment Variables

NIS_PATH If this variable is set and the NIS+ name is not fully qualified, each directory specified
will be searched until the object is found (see nisdefaults (1)).

RETURN VALUE

nisin  returns O on success and 1 on failure.
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WARNINGS
HP-UX 11i Version 2 is the last HP-UX release on which NIS+ is supported.

LDAP is the recommended replacement for NIS+. HP fully supports the industry standard naming ser-
vices based on LDAP.

AUTHOR
nisin  was developed by Sun Microsystems, Inc.

SEE ALSO
nisdefaults(1), nismatch(1), nisrm(1), nistbladm(1), nis_names(3N), nis_tables(3N).
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NAME
nisls - list the contents of an NIS+ directory

SYNOPSIS
nisls [ -dgILmMR ] [ name... |

DESCRIPTION
For each name that is an NIS+ directory, nisls lists the contents of the directory. For each name that is
an NIS+ object other than a directory, nisls  simply echos the name. If no name is specified, the first
directory in the search path (see nisdefaults (1)) is listed.

Options
-d  Treat NIS+ directories like other NIS+ objects, rather than listing their contents.
-g Display group owner instead of owner when listing in long format.

-l List in long format. This option displays additional information about the objects such as their type,
creation time, owner, and access rights.

The access rights are listed in the following order in long mode: nobody, owner, group owner, and
world.

-L  This option specifies that links are to be followed. If name actually points to a link, it is followed to
the linked object.

-m Display modification time instead of creation time when listing in long format.

-M  Master only. This specifies that information is to be returned from the master server of the named
object. This guarantees that the most up-to-date information is seen at the possible expense that the
master server may be busy.

-R  List directories recursively. This option will reiterate the list for each subdirectory found in the pro-
cess of listing each name.

EXTERNAL INFLUENCES
Environment Variables
NIS_PATH If this variable is set and the NIS+ name is not fully qualified, each directory specified
will be searched until the object is found (see nisdefaults (1)).

RETURN VALUE

nisls returns O on success and 1 on failure.

WARNINGS
HP-UX 11i Version 2 is the last HP-UX release on which NIS+ is supported.

LDAP is the recommended replacement for NIS+. HP fully supports the industry standard naming ser-
vices based on LDAP.

AUTHOR
nisls was developed by Sun Microsystems, Inc.

SEE ALSO
nisdefaults(1), nisgrpadm(1), nismatch(1), nistbladm(1), nis_objects(3N).
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NAME
nismatch, nisgrep - utilities for searching NIS+ tables

SYNOPSIS
nismatch [ -AchMoPv ] key tablename
nismatch [ -AchMoOPV ] colname=key... tablename
nismatch [ -AchMoPv | indexedname
nisgrep [ -AchMov 1 keypat tablename
nisgrep [ -AchMov 1 colname=keypat... tablename
DESCRIPTION
nismatch and nisgrep can be used to search NIS+ tables. The command nisgrep differs from the

nismatch command in its ability to accept regular expressions keypat for the search criteria rather than
simple text matches.

Because nisgrep uses a callback function, it is not constrained to searching only those columns that are
specifically made searchable at the time of table creation. This makes it more flexible, but slower than
nismatch

In nismatch , the server does the searching; whereas in nisgrep , the server returns all the readable
entries and then the client does the pattern-matching.

In both commands, the parameter tablename is the NIS+ name of the table to be searched. If only one
key or key pattern is specified without the column name, then it is applied searching the first column.
Specific named columns can be searched by using the colname=key syntax. When multiple columns are
searched, only entries that match in all columns are returned. This is the equivalent of a logical join
operation.

nismatch accepts an additional form of search criteria, indexedname, which is a NIS+ indexed name of
the form:

[ colname=value, ... ], tablename
Options

-A  All data. Return the data within the table and all of the data in tables in the initial table’s concate-
nation path.

-C  Print only a count of the number of entries that matched the search criteria.
-h  Display a header line before the matching entries that contains the names of the table’s columns

-M  Master server only. Send the lookup to the master server of the named data. This guarantees that
the most up to date information is seen at the possible expense that the master server may be busy.

-0 Display the internal representation of the matching NIS+ object(s).

-P  Follow concatenation path. Specify that the lookup should follow the concatenation path of a table if
the initial search is unsuccessful.

-V Verbose. Do not suppress the output of binary data when displaying matching entries. Without this
option, binary data is displayed as the string *BINARY* .
RETURN VALUES
0 Successfully matches some entries.
1 Successfully searches the table and no matches are found.
2 An error condition occurs. An error message is also printed.
EXAMPLES
This example searches a table named passwd in the org_dir  subdirectory of the zotz.com.  domain.

It returns the entry that has the username of skippy . In this example, all the work is done on the
server.

nismatch name=skippy passwd.org_dir.zotz.com.
This example is similar to the one above except that it uses nisgrep to find all users in the table named
passwd that are using either ksh (1) or csh(1).

HP-UX 11i Version 2: August 2003 -1- Hewlett-Packard Company  Section 1-613



nismatch(1) nismatch(1)

nisgrep 'shell=[ck]sh’ passwd.org_dir.zotz.com.

EXTERNAL INFLUENCES
Environment Variables
NIS_PATH If this variable is set and the NIS+ table name is not fully qualified, each directory
specified will be searched until the table is found (see nisdefaults (1)).

WARNINGS
HP-UX 11i Version 2 is the last HP-UX release on which NIS+ is supported.

LDAP is the recommended replacement for NIS+. HP fully supports the industry standard naming ser-
vices based on LDAP.

DIAGNOSTICS
No memory
An attempt to allocate some memory for the search failed.

tablename is not a table
The object with the name tablename was not a table object.

Can't compile regular expression
The regular expression in keypat was malformed.

column not found: colname
The column named colname does not exist in the table named tablename.

AUTHOR
nismatch and nisgrep were developed by Sun Microsystems, Inc.

SEE ALSO
niscat(1), nisdefaults(1), nisls(1), nistbladm(1), nis_objects(3N).

n|
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NAME

nismkdir - create NIS+ directories

SYNOPSIS
nismkdir [ -D defaults 1 [ -m hostname | -S hostname | dirname

DESCRIPTION
The nismkdir  command creates new NIS+ subdirectories within an existing domain. It can also be
used to create replicated directories. Without options, this command will create a subdirectory with the
same master and the replicas as its parent directory.

It is advisable to use nisserver (1M) to create an NIS+ domain which consists of the specified directory
along with the org_dir  and groups_dir  subdirectories.

The two primary aspects that are controlled when making a directory are its access rights, and its degree
of replication.

dirname is the fully qualified NIS+ name of the directory that has to be created.

Options
-D defaults Specify a different set of defaults to be used when creating new directories. The defaults
string is a series of tokens separated by colons. These tokens represent the default
values to be used for the generic object properties. All of the legal tokens are described
below.

ttl=  time
This token sets the default time to live for objects that are created by this command.
The value time is specified in the format as defined by the nischttl (1) command.
The default value is 12h (12 hours).

owner= ownername
This token specifies that the NIS+ principal ownername should own the created
object. The default for this value is the principal who is executing the command.

group= groupname
This token specifies that the group groupname should be the group owner for the
object that is created. The default value is NULL

access= rights
This token specifies the set of access rights that are to be granted for the given
object. The value rights is specified in the format as defined by the nischmod (1)
command. The default value is - - - -rmcdr- - -r- - - .

-m hostname  If the directory named by dirname does not exist, then a new directory that is not repli-
cated is created with host hostname as its master server.

If the directory name by dirname does exist, then the host named by hostname is made
its master server.

-S hostname  Specify that the host hostname will be a replica for an existing directory named dirname.

Notes
A host that serves an NIS+ directory must be an NIS+ client in a directory above the one it is serving.
The exceptions to this rule are the root NIS+ servers which are both clients and servers of the same NIS+
directory.

When the host’s default domain is different from the default domain on the client where the command is
executed, the hostname supplied as an argument to the -S or -m options must be fully qualified.

RETURN VALUES
This command returns O if successful and 1 otherwise.
EXAMPLES
Create a new directory bar under the foo.com.  domain that shares the same master and replicas as

the foo.com.  directory:
nismkdir bar.foo.com.
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Create a new directory bar.foo.com. that is not replicated under the foo.com.  domain:
nismkdir -m myhost.foo.com. bar.foo.com.
Add a replica server of the bar.foo.com. directory:

nismkdir -s replica.foo.com. bar.foo.com.

EXTERNAL INFLUENCES
Environment Variables
NIS_DEFAULTS This variable contains a defaults string that will override the NIS+ standard defaults.
If the -D switch is used, those values will then override both the NIS_DEFAULTS
variable and the standard defaults.

NIS_PATH If this variable is set and the NIS+ directory name is not fully qualified, each direc-
tory specified will be searched until the directory is found (see nisdefaults (1)).
WARNINGS
HP-UX 11i Version 2 is the last HP-UX release on which NIS+ is supported.
LDAP is the recommended replacement for NIS+. HP fully supports the industry standard naming ser-
vices based on LDAP.

AUTHOR
nismkdir  was developed by Sun Microsystems, Inc.

SEE ALSO
nis+(1), nischmod(1), nisdefaults(1), nisls(1), nisrmdir(1), nisserver(1M).
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NAME

nispasswd - change NIS+ password information
SYNOPSIS

nispasswd [ -ghs | [ -D domainname | [ username |

nispasswd -a

nispasswd -D  domainname 1 [ -d [ username ] |

nispasswd [-l 1[-f 1[N min]l[-X max ] [ -W warn 1 [ -D domainname 1 username
DESCRIPTION

nispasswd changes a password, gecos (finger) field (-g option), home directory (-h option), or login shell
(-S option) associated with the username (invoker by default) in the NIS+ passwd table.

Additionally, the command can be used to view or modify aging information associated with the user
specified if the invoker has the right NIS+ privileges.

nispasswd uses secure RPC to communicate with the NIS+ server, and therefore, never sends unen-
crypted passwords over the communication medium.

nispasswd does not read or modify the local password information stored in the /etc/passwd file.

When used to change a password, nispasswd prompts non-privileged users for their old password. It
then prompts for the new password twice to forestall typing mistakes. When the old password is entered,
nispasswd checks to see if it has aged sufficiently. If aging is insufficient, nispasswd terminates; see
getpwent (3C).

The old password is used to decrypt the username’s secret key. If the password does not decrypt the
secret key, nispasswd prompts for the old secure-RPC password. It uses this password to decrypt the
secret key. If this fails, it gives the user one more chance. The old password is also used to ensure that
the new password differs from the old by at least three characters. Assuming aging is sufficient, a check
is made to ensure that the new password meets construction requirements described below. When the
new password is entered a second time, the two copies of the new password are compared. If the two
copies are not identical, the cycle of prompting for the new password is repeated twice. The new password
is used to re-encrypt the user’s secret key. Hence, it also becomes their secure-RPC password.

Passwords must be constructed to meet the following requirements:
« Each password must have at least six characters. Only the first eight characters are significant.

e Each password must contain at least two alphabetic characters and at least one numeric or
special character. In this case, "alphabetic" refers to all upper or lower case letters.

e Each password must differ from the user’s login username and any reverse or circular shift of
that login username. For comparison purposes, an upper case letter and its corresponding lower
case letter are equivalent.

e New passwords must differ from the old by at least three characters. For comparison pur-
poses, an upper case letter and its corresponding lower case letter are equivalent.

Network administrators, who own the NIS+ password table, may change any password attributes if they
establish their credentials (see keylogin (1)) before invoking nispasswd . Hence, nispasswd does not
prompt these privileged-users for the old password and they are not forced to comply with password aging
and password construction requirements.

Any user may use the -d option to display password attributes for his or her own login name. The format
of the display will be:

username status mm/dd/yy min max warn
or, if password aging information is not present,
username status
where
username  The login ID of the user.

status The password status of username: "PS" stands for password exists or locked, "LK" stands for
locked, and "NP" stands for no password.
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mm/dd/yy The date password was last changed for username. (Note that all password aging dates are
determined using Greenwich Mean Time and, therefore, may differ by as much as a day in
other time zones.)

min The minimum number of days required between password changes for username.
max The maximum number of days the password is valid for username.
warn The number of days relative to max before the password expires that the username will be
warned.
Options
-g Change the gecos (finger) information.
-h Change the home directory.
-S Change the login shell. By default, only the NIS+ administrator can change the login
shell. User will be prompted for the new login shell.
-a Show the password attributes for all entries. This will show only the entries in the NIS+

-N min

-X max

-W warn

passwd table in the local domain that the invoker is authorized to "read".

Display password attributes for the caller or the user specified if the invoker has the
right privileges.

Locks the password entry for username. Subsequently, login(1) would disallow logins
with this NIS+ password entry.

Force the user to change password at the next login by expiring the password for user-
name.

Set minimum field for username. The min field contains the minimum number of days
between password changes for username. If min is greater than max, the user may not
change the password. Always use this option with the -X option, unless max is set to -1
(aging turned off). In that case, min need not be set.

Set maximum field for username. The max field contains the number of days that the
password is valid for username. The aging for username will be turned off immediately if
max is set to -1. If it is set to 0, then the user is forced to change the password at the next
login session and aging is turned off.

Set warn field for username. The warn field contains the number of days before the pass-
word expires that the user will be warned whenever he or she attempts to log in.

-D domainname

Notes

Consult the passwd.org_dir table in domainname. If this option is not specified, the
default domainname returned by his_local_directory() will be used. This
domainname is the same as that returned by domainname (1).

The login program, file access display programs (for example, IS -l ’) and network programs that
require user passwords (for example, rlogin (1), ftp (1), etc.) use the standard getpwent (3C) interface to get
password information. These programs will get the NIS+ password information, which is modified by
nispasswd , only if the passwd: entry in the /etc/nsswitch.conf file includes nisplus . See
nsswitch.conf(4) for more details.

RETURN VALUE
The nispasswd

command exits with one of the following values:

0 SUCCESS.

O~ W N P

Permission denied.

Invalid combination of options.

Unexpected failure. NIS+ passwd table unchanged.
NIS+ passwd table missing.

NIS+ is busy. Try again later.

Invalid argument to option.
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7 Aging is disabled.

WARNINGS
HP-UX 11i Version 2 is the last HP-UX release on which NIS+ is supported.

LDAP is the recommended replacement for NIS+. HP fully supports the industry standard naming ser-
vices based on LDAP.

AUTHOR
nispasswd was developed by Sun Microsystems, Inc.

SEE ALSO

keylogin(1), login(1), nis+(1), nistbladm(1), passwd(1), domainname(1), getpwent(3C), nsswitch.conf(4),
passwd(4).

HP-UX 11i Version 2: August 2003 -3- Hewlett-Packard Company  Section 1-619



nisrm (1) nisrm (1)

NAME
nisrm - remove NIS+ objects from the namespace

SYNOPSIS
nisrm [ -if ] name...

DESCRIPTION
The nisrm command removes NIS+ objects named name from the NIS+ namespace.

This command will fail if the NIS+ master server is not running.

Options
-i Interactive mode. Like the system rm (1) command, the nisSrm command will ask for confirmation
prior to removing an object. If the name specified by name is a non-fully qualified name, this option
is forced on. This prevents the removal of unexpected objects.

-f Force. The removal is attempted, and if it fails for permission reasons, an nischmod (1) is attempted
and the removal retried. If the command fails, it fails silently.

Notes
This command will not remove directories (see nisrmdir(1)) nor will it remove non-empty tables (see nist-
bladm(1)).

EXAMPLES
Remove the objects foo, bar, and baz from the namespace:

nisrm foo bar baz

EXTERNAL INFLUENCES
Environment Variables
NIS_PATH If this variable is set and the NIS+ name is not fully qualified, each directory specified
will be searched until the object is found (see nisdefaults (1)).

RETURN VALUE
nisrm returns O on success and 1 on failure.

WARNINGS
HP-UX 11i Version 2 is the last HP-UX release on which NIS+ is supported.

LDAP is the recommended replacement for NIS+. HP fully supports the industry standard naming ser-
vices based on LDAP.

AUTHOR
nisrm was developed by Sun Microsystems, Inc.

SEE ALSO
nis+(1), nischmod(1), nisdefaults(1), nisrmdir(1), nistbladm(1), rm(1).
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NAME

nisrmdir(1)

nisrmdir - remove NIS+ directories

SYNOPSIS
nisrmdir

DESCRIPTION
nisrmdir

[ -if 11[-S hostname ] dirname

deletes existing NIS+ subdirectories. It can remove a directory outright, or simply remove

replicas from serving a directory.

This command modifies the object that describes the directory dirname, and then notifies each replica to
remove the directory named dirname. If the notification of any of the affected replicas fails, the directory
object is returned to its original state unless the -f option is present.

This command will fail if the NIS+ master server is not running.

Options
-i

-S hostname

Interactive mode. Like the system rm (1) command, the nisrmdir  command will ask for
confirmation prior to removing a directory. If the name specified by dirname is a non-fully
qualified name, this option is forced on. This prevents the removal of unexpected directories.

Force the command to succeed even though it may not be able to contact the affected repli-
cas. This option should be used when a replica is known to be down and will not be able to
respond to the removal notification. When the replica is finally rebooted, it will read the
updated directory object, note that it is no longer a replica for that directory, and stop
responding to lookups on that directory. Cleanup of the files that held the now removed
directory can be accomplished manually by removing the appropriate files in the
Ivar/nis directory (see nisfiles(4) for more information).

Specify that the host hostname should be removed as a replica for the directory named dir-
name. If this option is not present, all replicas and the master server for a directory are
removed and the directory is removed from the namespace.

RETURN VALUE

This command returns O if it is successful, and 1 otherwise.

EXAMPLES

Remove a directory bar under the foo.com.  domain:

nisrmdir bar.foo.com.

Remove a replica that is serving directory bar.foo.com.

nisrmdir -s replica.foo.com. bar.foo.com.

Force the removal of directory bar.foo.com. from the namespace:

nisrmdir -f bar.foo.com.

EXTERNAL INFLUENCES
Environment Variables

NIS_PATH

WARNINGS

If this variable is set and the NIS+ directory name is not fully qualified, each directory
specified will be searched until the directory is found (see nisdefaults (1)).

HP-UX 11i Version 2 is the last HP-UX release on which NIS+ is supported.

LDAP is the recommended replacement for NIS+. HP fully supports the industry standard naming ser-
vices based on LDAP.

AUTHOR
nisrmdir

SEE ALSO

was developed by Sun Microsystems, Inc.

nis+(1), nisdefaults(1), nisrm(1), nisfiles(4).
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NAME
nistbladm - NIS+ table administration command

SYNOPSIS
nistbladm -a | -A [ -D defaults 1 colname=value ... tablename
nistbladm -a | -A [ -D defaults 1 indexedname

nistbladm -c [ -D defaults 1 [ -p path 1 [ -S sep 1 type colname=I[flags][,access] ...
tablename

nistbladm -d tablename

nistbladm -e | -E colname=value ... indexedname

nistbladm -m  colname=value ... indexedname

nistbladm -r | -R [ colname=value ... ] tablename

nistbladm -r | -R indexedname

nistbladm -u [-p path 1 [ -S sep 1 [ -t type 1 [ colname=access ... | tablename
DESCRIPTION

The nistbladm  command is used to administer NIS+ tables. There are five primary operations that it
performs: creating and deleting tables, adding entries to, modifying entries within, and removing entries
from tables.

Though NIS+ does not place restrictions on the size of tables or entries, the size of data has an impact on
the performance and the disk space requirements of the NIS+ server. NIS+ is not designed to store huge
pieces of data, such as files; instead pointers to files should be stored in NIS+.

NIS+ design is optimized to support 10,000 objects with a total size of 10M bytes. If the requirements
exceed the above, it is suggested that a domain hierarchy be created, or the data stored in the tables be
pointers to the actual data, instead of the data itself.

When creating tables, a table type, type, and a list of column definitions must be provided.

type is a string that is stored in the table and later used by the service to verify that entries being added
to it are of the correct type.

Syntax for column definitions is:
colname=|flags] [, access]
flags is a combination of:

S Searchable. Specifies that searches can be done on the column’s values (see nismatch (1)).

| Case-insensitive (only makes sense in combination with S). Specifies that searches should
ignore case.

Crypt. Specifies that the column’s values should be encrypted.

Binary data (does not make sense in combination with S). If not set, the column’s values
are expected to be null terminated ASCII strings.

XDR encoded data (only makes sense in combination with B).

X WO

access 1is specified in the format as defined by the nischmod (1) command.

When manipulating entries, this command takes two forms of entry name. The first uses a series of space
separated colname=value pairs that specify column values in the entry. The second is an NIS+ indexed
name, indexedname , of the form:

[ colname=value, ... ], tablename

Options
-a | A Add entries to a NIS+ table. The difference between the lowercase ‘a’ and the
uppercase ‘A’ is in the treatment of preexisting entries. The entry’s contents are
specified by the column=value pairs on the command line. Note: Values for all
columns must be specified when adding entries to a table.

Normally, NIS+ reports an error if an attempt is made to add an entry to a table
that would overwrite an entry that already exists. This prevents multiple parties
from adding duplicate entries and having one of them get overwritten. If you wish
to force the add, the uppercase ‘A’ specifies that the entry is to be added, even if it
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-C
-d tablename

-e |E

-r|R

-D defaults

-p path

nistbladm(1)

already exists. This is analogous to a modify operation on the entry.

Create a table named tablename in the namespace. The table that is created must
have at least one column and at least one column must be searchable.

Destroy the table named tablename. The table that is being destroyed must be
empty. The tabl€’s contents can be deleted with the -R option below.

Edit the entry in the table that is specified by indexdname. indexdname must
uniquely identify a single entry. It is possible to edit the value in a column that
would change the indexed name of an entry.

The change (colname=value) may affect other entries in the table if the change
results in an entry whose indexed name is different from indexedname and which
matches that of another existing entry. In this case, the -€ option will fail and an
error will be reported. The -E option will force the replacement of the existing
entry by the new entry (effectively removing two old entries and adding a new one).

Modify an entry in the table that is specified by indexedname. Note: Since it is pos-
sible to modify the value in a column that would change the indexed name for an
entry, both the column value pair and the indexed name are required. It uses the
indexed name to look up the entry, modify it, and write it back with the new value.
The indexed name must uniquely identify a single entry.

Remove entries from a table. The entry is specified by either a series of
column=value pairs on the command line, or an indexed name that is specified as
entryname. The difference between the interpretation of the lowercase I versus the
uppercase R is in the treatment of non-unique entry specifications. Normally the
NIS+ server will disallow an attempt to remove an entry when the search criterion
specified for that entry resolves to more than one entry in the table. However, it is
sometimes desirable to remove more than one entry, as when you are attempting to
remove all of the entries from a table. In this case, using the uppercase R will force
the NIS+ server to remove all entries matching the passed search criterion. If that
criterion is null and no column values specified, then all entries in the table will be
removed.

Update attributes of a table. This allows the concatenation path (-p ), separation
character (specified with the (-S )), column access rights, and table type string (-t )
of a table to be changed. Neither the number of columns, nor the columns that are
searchable may be changed.

When creating objects, this option specifies a different set of defaults to be used dur-
ing this operation. The defaults string is a series of tokens separated by colons.
These tokens represent the default values to be used for the generic object proper-
ties. All of the legal tokens are described below.

ttl=  ¢ime This token sets the default time to live for objects that are created by this
command. The value time is specified in the format as defined by the
nischttl (1) command. The default value is 12 hours.

owner= ownername
This token specifies that the NIS+ principal ownername should own the
created object. Normally this value is the same as the principal who is
executing the command.

group= groupname
This token specifies that the group groupname should be the group
owner for the object that is created. The default value is NULL.

access= rights
This token specifies the set of access rights to be granted for the given
object. The value rights is specified in the format as defined by the
nischmod (1) command. The default value is - - - -rmcdr- - -r- - - .

When creating or updating a table, this option specifies the table’s search path.
When an nis_list () function is invoked, the user can specify the flag
FOLLOW_PATH to tell the client library to continue searching tables in the table’s
path if the search criteria used does not yield any entries. The path consists of an
ordered list of table names, separated by colons. The names in the path must be
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fully qualified.

-S sep When creating or updating a table, this option specifies the table’s separator charac-
ter. The separator character is used by niscat(1) when displaying tables on the
standard output. Its purpose is to separate column data when the table is in ASCII
form. The default value is a space.

-t type When updating a table, this option specifies the tabl€e’s type string.
RETURN VALUE

This example returns O on success and 1 on failure.

EXAMPLES
Create a table named hobbies in the directory foo.com. of the type hobby tbl  with two search-
able columns, name and hobby :

nistbladm -c hobby tbl name=S,a+r,0+m hobby=S,a+r
hobbies.foo.com.

The column hame has read access for all (that is, owner , group , and world ) and modify access for only
the owner. The column hobby is readable by all, but not modifiable by anyone.

In this example, if the access rights had not been specified, the tables access rights would have come from
either the standard defaults or the NIS_DEFAULTSvariable (see below).

Add entries to this table:

nistbladm -a name=bob hobby=skiing hobbies.foo.com.
nistbladm -a name=sue hobby=skiing hobbies.foo.com.
nistbladm -a name=ted hobby=swimming hobbies.foo.com.

Add the concatenation path:
nistbladm -u -p hobbies.bar.com.:hobbies.baz.com. hobbies
Delete the skiers from our list:
| n | nistbladm -R hobby=skiing hobbies.foo.com.
Note: The use of the - option would fail because there are two entries with the value of skiing

To create a table with a column that is named with no flags set, you supply only the name and the equal
sign (=) as follows:

nistbladm -c notes_tbl name=S,a+r,0+m note= notes.foo.com.

This example created a table, named notes.foo.com. ,oftype notes_tbl with two columns name and note .
The note column is not searchable.

When entering data for columns in the form of a value string, it is essential that terminal characters be
protected by single or double quotes. These are the characters equals (=), comma (,), left bracket ([), right
bracket (]), and space (). These characters are parsed by NIS+ within an indexed name. These charac-
ters are protected by enclosing the entire value in double quote (") characters as follows:

nistbladm -a fullname="Joe User" nickname=Joe nicknames

If there is any doubt about how the string will be parsed, it is better to enclose it in quotes.

EXTERNAL INFLUENCES
Environment Variables
NIS_DEFAULTS This variable contains a defaults string that will override the NIS+ standard defaults.
If the -D switch is used, those values will then override both the NIS_DEFAULTS
variable and the standard defaults.

NIS_PATH If this variable is set and the NIS+ table name is not fully qualified, each directory
specified will be searched until the table is found (see nisdefaults (1)).
WARNINGS
To modify one of the entries, say, for example, from bob to robert
nistbladm -m name=robert [name=bob],hobbies
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Note that [name=bob],hobbies is an indexed name, and that the characters ‘[’ (open bracket) and |’
(close bracket) are interpreted by the shell. When typing entry names in the form of NIS+ indexed
names, the name must be protected by using single quotes.

It is possible to specify a set of defaults such that you cannot read or modify the table object later.
HP-UX 11i Version 2 is the last HP-UX release on which NIS+ is supported.

LDAP is the recommended replacement for NIS+. HP fully supports the industry standard naming ser-
vices based on LDAP.

AUTHOR
nistbladm  was developed by Sun Microsystems, Inc.

SEE ALSO
nis+(1), niscat(1), nischmod(1), nischown(1), nisdefaults(1), nismatch(1), nissetup(1M).
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NAME

nistest - return the state of the NIS+ namespace using a conditional expression
SYNOPSIS

nistest [ -ALMP 1 [ -a rights | -t type 1 object

nistest [ -ALMP ] [ -a rights ] indexedname
DESCRIPTION

nistest  provides a way for shell scripts and other programs to test for the existence, type, and access
rights of objects and entries. Entries are named using indexed names (see nismatch (1)).

Options

-A All data. This option specifies that the data within the table and all of the data in tables
in the initial tabl€’s concatenation path be returned. This option is only valid when using
indexed names or following links.

-L Follow links. If the object named by object or the tablename component of indexedname
names a LINK type object, the link is followed when this switch is present.

-M Master server only. This option specifies that the lookup should be sent to the master
server of the named data. This guarantees that the most up-to-date information is seen at
the possible expense that the master server may be busy.

-P Follow concatenation path. This option specifies that the lookup should follow the con-

catenation path of a table if the initial search is unsuccessful. This option is only valid
when using indexed names or following links.

-a rights This option is used to verify that the current process has the desired or required access
rights on the named object or entries. The access rights are specified in the same way as
the nischmod command.

-t type This option tests the type of object. The value of type can be one of the following:
G  Return true if the object is a group object.

Return true if the object is a directory object.

T Return true if the object is a table object.
L Return true if the object is a link object.
P Return true if the object is a private object.

RETURN VALUE

0  Success.
1 Failure due to object not present, not of specified type and/or no such access.
2 Failure due to illegal usage.

EXAMPLES

When testing for access rights, nistest returns success (0) if the specified rights are granted to the
current user. Thus, testing for access rights

nistest -a w=mr skippy.domain
Tests that all authenticated NIS+ clients have read and modify access to the object named skippy.domain.

Testing for access on a particular entry in a table can be accomplished using the indexed name syntax.
The following example tests to see if an entry in the password table can be modified.

nistest -a o=m ’[uid=99],passwd.org_dir’
EXTERNAL INFLUENCES
Environment Variables

NIS_PATH If this variable is set and the NIS+ name is not fully qualified, each directory specified
will be searched until the object is found (see nisdefaults (1)).
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WARNINGS
HP-UX 11i Version 2 is the last HP-UX release on which NIS+ is supported.

LDAP is the recommended replacement for NIS+. HP fully supports the industry standard naming ser-
vices based on LDAP.

AUTHOR
nistest  was developed by Sun Microsystems, Inc.

SEE ALSO
nis+(1), nischmod(1), nisdefaults(1).
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NAME

nl - line numbering filter

SYNOPSIS
nl [-btypel [-h type]l [-f typel [-p1 [-V start#] [-i incr] [-S sep] [-Wwidth] [-n format] [-| num]
[-d delim ] [file]

DESCRIPTION
nl reads lines from the named file or the standard input if no file is named and reproduces the lines on
the standard output. Lines are numbered on the left in accordance with the command options in effect.

nl views the text it reads in terms of logical pages. Line numbering is reset at the start of each logical
page. A logical page consists of a header, a body, and a footer section. Empty sections are valid.
Different line numbering options are independently available for header, body, and footer (e.g., no
numbering of header and footer lines while numbering blank lines only in the body).

The start of logical page sections are signaled by input lines containing nothing but the following delim-
iter character(s):
Line contents | Start of

\:\e\e header
\:\: body
\: footer

Unless told otherwise, Nl assumes the text being read is in a single logical page body.

Command options can appear in any order and can be intermingled with an optional file name. Only one
file can be named. nl recognizes the following options:

-b type Specifies which logical page body lines are to be numbered. Recognized types and their
meanings are:
a number all lines;
t number lines with printable text only;
n no line numbering;
pstring number only lines that contain the regular expression specified in
string. Basic Regular Expression syntax is supported (see
regexp (5)).
The default type for logical page body is t (text lines numbered).
-h type Same as -b type except for header. Default type for logical page header is n (no lines
numbered).
-f type Same as -b type except for footer. Default for logical page footer is N (no lines num-
bered).
-p Do not restart numbering at logical page delimiters.

-V start# start# is the initial value used to number logical page lines. Default is 1.
-i incr incr is the increment value used to number logical page lines. Default is 1.

-S sep sep is the character or characters used in separating the line number and the
corresponding text line. Default sep is a tab.

-Wuwidth width is the number of character columns to be used for the line number. Default
width is 6.

-N format  format is the line numbering format. Recognized values are:

In left justified, leading zeroes suppressed;
m right justified, leading zeroes suppressed;
rz right justified, leading zeroes kept.

Default format is rn (right justified).

-l num num is the number of consecutive blank lines to be treated and numbered as a single
line. For example, -I3 results in every third adjacent blank line being numbered if
the appropriate -ha , -ba , and/or -fa option is set. Default is 1.

-d xx The delimiter characters specifying the start of a logical page section can be changed
from the default characters (\: ) to two user-specified characters. If only one
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character is entered, the second character remains the default character (. ). No space
should appear between the -d and the delimiter characters, however, this restriction
is not there for XPG4compliant nl . To define a backslash as the delimiter, use two
backslashes.

EXTERNAL INFLUENCES
Environment Variables
LC_COLLATEdetermines the collating sequence used in evaluating regular expressions.

LC_CTYPEdetermines the characters matched by character class expressions in regular expressions.

If LC_COLLATEor LC_CTYPEis not specified in the environment or is set to the empty string, the
value of LANGis used as a default for each unspecified or empty variable. If LANGis not specified or is
set to the empty string, a default of "C" (see lang (5)) is used instead of LANG

If any internationalization variable contains an invalid setting, nl behaves as if all internationalization

variables are set to "C". See environ (5).

International Code Set Support
Single-byte character code sets are supported.

EXAMPLES

Number filel starting at line number 10, using an increment of ten. The logical page delimiters are !
and +:

nl -v10 -i10 -d!+ filel

SEE ALSO
pr(1), environ(5), lang(5), regexp(5).

STANDARDS CONFORMANCE
nl : SVID2, SVID3, XPG2, XPG3, XPG4

HP-UX 11i Version 2: August 2003 -2 - Hewlett-Packard Company  Section 1-629



nljust(1) nljust(1)

NAME
nljust - justify lines, left or right, for printing

SYNOPSIS
nljust [-aciint ] [-d digits] [-€ seql [] just] [-m mode] [-O order] [-f margin] [-W
width] [-X ck] [file ...]

DESCRIPTION
nljust  formats for printing data written in languages with a right-to-left orientation. It is designed to
be used with the pr and the Ip commands (see pr(1) and Ip(1)).

nljust  reads the concatenation of input files (or standard input if none are given) and produces on stan-
dard output a right-to-left formatted version of its input. If - appears as an input file name, nljust
reads standard input at that point. Use -- to delimit the end of options.

nljust  formats input files for all languages that are read from right to left. For languages that have a
left-to-right orientation, the command merely copies input files to standard output.

Options
nljust  recognizes the following options:

-a Justify data for all languages, including those having a left-to-right text orientation.
By default only right-to-left language data is justified. For all other languages, input
files are directly copied to standard output.

-C Select enhanced printer shapes for some Arabic characters. With this option, two-
character combinations of laam and alif are replaced by a single character.

-i Triggers ISO 8859-6 interpretation of the data.
-d digits Processes digits for output as hindi, western, or both. digits can be h, W, or both.

-e seq Use seq as the escape sequence to select the primary character set. This escape
sequence is used by languages that have too many characters to be accommodated by
ASCII in a single 256-character set. In these cases, the seq escape sequence can be
used to select the non-ASCII character set. The escape character itself (0x1b) is not
given on the command line. Hewlett-Packard escape sequences are used by default.

-j  Jjust If just is | , left justify print lines. If just is I, right-justify print lines starting from the
(designated or default) print width column. The default is right justification.

-l Replace leading spaces with alternative spaces. Some right-to-left character sets have
a non-ASCII or alternative space. This option can be useful when filtering pr -n out-
put (see pr(1)). With right justification, the -l option causes line numbers to be
placed immediately to the right of the tab character. Without the -| option, right
justification causes line numbers to be placed at the print-width column. By default,
leading spaces are not replaced by alternative spaces.

-m mode Indicate mode of any file to be formatted. Mode refers to the text orientation of the file
when it was created. If mode is | , assume Latin mode. If mode is N, assume non-Latin
mode. By default, mode information is obtained from the LANGOPTSenvironment
variable.

-n Do not terminate lines containing printable characters with a new-line. By default,
print lines are terminated by new-lines.

-0 order Indicate data order of any file to be formatted. The text orientation of a file can affect
the way its data is arranged. If order is K, assume keyboard order. If order is S,
assume screen order. By default, order information is obtained from the LANGOPTS
environment variable.

-t Truncate print lines that do not fit the designated or default line length. Print lines
are folded (that is, wrapped to next line) by default.

-X ck Expand input tabs to column positions k+1, 2%k+1, 3*k+1, etc. Tab characters in the
input are expanded to the appropriate number of spaces. If & is O or is omitted, default
tab settings at every eighth position is assumed. If c¢d (any non-digit character) is
given, it is treated as the input tab character. The default for c is the tab character.
nljust always expands input tabs. This option provides a way to change the tab
character and setting. If this option is specified, at least one of the parameters c or %
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must be given.

-I margin Designate a number as the print margin. The print margin is the column where trun-
cation or folding takes place. The print margin determines how many characters
appear on a single line and can never exceed the print width. The print margin is rela-
tive to the justification. If the print margin is 80, folding or truncation occurs at
column 80 starting from the right during a right justification. Similarly, folding or
truncation occurs at column 80 starting from the left during a left justification. By
default, the print margin is set to column 80.

-W width  Designates a number as the print width. The print width is the maximum number of
columns in the print line. Print width determines the start of text during a right
justification. The larger the print width, the further to the right the text will start. By
default, an 80-column print width is used.

EXTERNAL INFLUENCES
Environment Variables
The LANGOPTSnvironment variable determines the mode and order of the file. The syntax of LAN-
GOPTSis [mode ] [_order]. mode describes the mode of a file where | represents Latin mode and n
represents non-Latin mode. Non-Latin mode is assumed for values other than | and n. order describes
the data order of a file where K is keyboard and S is screen. Keyboard order is assumed for values other
than k and S. Mode and order information in LANGOPTSan be overridden from the command line.

The LC_ALL environment variable determines the direction of a language (left-to-right or right-to-left)
and whether context analysis of characters is necessary.

The LC_NUMERIGnvironment variable determines whether a language has alternative numbers.
The LANGenvironment variable determines the language in which messages are displayed.

International Code Set Support
Single-byte character code sets are supported.

EXAMPLES
Right justify filel on a 132-column printer with a print margin at column 80 (the default):
nljust -w 132 filel | Ip

Right justify pr output of file2  with line numbers on a 132-column printer with a print margin at
column 132:

pr -n file2 | nljust -w 132 -r 132 | Ip
WARNINGS
If pr with line numbers (-n option) is piped to nljust , the separator character must be a tab (0x09).

It is the user’s responsibility to ensure that the LANGOPTS®nvironment variable accurately reflects the
status of the file.

Mode and justification must be consistent. Only non-Latin-mode files can be right justified in a meaning-
ful way. Similarly, only Latin-mode files can be safely left justified. If mode and justification do not
match, the results are undefined.

If present, alternative numbers always have a left-to-right orientation.
The nljust command is HP proprietary, not portable to other vendors’ systems, and will not be pro-
vided in future HP-UX releases.

AUTHOR
nljust  was developed by HP.

SEE ALSO
forder(1), 1p(1), pr(1), strord(3C).
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NAME

nm - print name list of common object file
SYNOPSIS

lusr/ccs/bin/nm [-ACefghinNgrsTuUwW ] [-d 30 kx| [-p -P ] [-t format] file ...
DESCRIPTION

The nmcommand displays the symbol table of each object file, file.

file can be a relocatable object file or an executable object file, or it can be an archive of relocatable or exe-
cutable object files.

There are three general output formats: the default (neither -p nor -P specified), -p specified, and -P
specified. The output formats are described after the "Options" subsection.

By default, nm prints the entire name of the symbols listed. Since object files can have symbol names
with an arbitrary number of characters, a name that is longer than the width of the column set aside for
names will overflow its column, forcing every column after the name to be misaligned.

Options
NMrecognizes the following options:

-A Prefix each output line with the name of the object file or archive, file. Equivalent
to-r .

-C Demangle C++ names before printing them (ELF only).

-d Display the value and size of a symbol in decimal. This is the default for the default
format or the -p format. Equivalentto-t d .

-e Display only external  and static  symbols. This option is ignored (see -f ).

-f Display full output. This option is in force by default.

-g Display only external  (global) symbol information.

-h Do not display the output header data.

-l Distinguish between weak and global symbols by appending * to the key letter of
weak symbols. Only takes effect with -p and/or -P .

-n Sort symbols by name, in ascending collation order, before they are printed. This is
the default. See "Environment Variables" in EXTERNAL INFLUENCES below.

-N Display symbols in the order in which they appear in the symbol table.

-0 Display the value and size of a symbol in octal. Equivalent to-t 0 .

-p Display information in a blank-separated output format. Each symbol name is pre-

ceded by its value (blanks if undefined) and a letter to indicate type. A lowercase
letter indicates a local (nonexternal) symbol.

A (absolute)

(bss symbol)
(common symbol)
(data symbol)
(milli symbol)
(notype)

(section region)

- 0 2 00

(text symbol)

U  (undefined)

If the symbol is a secondary definition, the type letter is followed by the letter S.
Note that -p is not compatible with -P .

-P Display information in a portable output format, as specified below, to standard out-
put. Note that -P is not compatible with -p .
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-r Prefix each output line with the name of the object file or archive, file. Equivalent
to-A.

-S Print the section index instead of the section name (ELF only).

-t format Display each numeric value in the specified format. format can be one of:

d Display the value and size of a symbol in decimal. This is the default for the
default format or the -p format. Equivalent to -d .

0 Display the value and size of a symbol in octal. Equivalent to -0 .

Display the value and size of a symbol in hexadecimal. This is the default for
the -P format. Equivalent to -X .

-u Display undefined symbols only.

-U Print the usage menu.

-V Sort symbols by value before they are printed.

-V Display the executing version of the Nmcommand on standard error.

-X Display the value and size of a symbol in hexadecimal. This is the default for the

-P format. Equivalent to -t X .

Default Output Format - 32 bit
If the default (neither the -p nor the -P option) output format is specified, each symbol has the following
columns, separated by vertical bars (| ). The default for numbers is decimal (-d or -t d ).

If decimal:

"%20s|%10d|%6s|%7s|%s", name, value, scope, type, subspace
If octal:

"%20s|%0120|%65s|%7s|%s", name, value, scope, type, subspace
If hexadecimal:

"%20s|0x%08x|%65|%7s|%s", name, value, scope, type, subspace

Default Output Format - 64 bit
If the default (neither the -p nor the -P option) output format is specified, each symbol has the following
columns, separated by vertical bars (| ). The default for numbers is decimal (-d or -t d ).

If decimal:
"[%u]%s|%221lu|%8u|%s|%s|%1d|%s|%s",

index, value, size, type, bind, O, shndx, name
If octal:
"[%u]%s|%022110|%0100|%s|%s|%10|%s|%s",

index, value, size, type, bind, O, shndx, name
If hexadecimal:

"[%u]%s|0x%01611x|0x%08x|%s|%s|%1x|%s|%s",

index, value, size, type, bind, O, shndx, name

The descriptions are explained below:

name The name of the symbol.

value Its value expressed as an offset or an address depending on its storage class.

scope The scope of the symbol (external , sdef , static , or undefined ). The sdef
scope indicates an external symbol that is flagged as a secondary definition.

type The type of the symbol (absolute , arg_ext , code, data , entry , milli_ext ,
millicode , module, null , oct dis , plabel , pri_ prog , sec prog ,

storage , stub ,sym_ext ,tstor ).
subspace The subspace to which the symbol belongs.
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bind Specifies the symbol binding type (local, weak, global).

(0] This field is used for files that have large section tables (>65K sections). For
smaller files, the value of this field is 0.

Shndx Identifies the index of the section that the symbol belongs to.

Identifies the index of the symbol in the symbol table.

Output Format for —p
If the -p option is specified, information is displayed using the following portable C-language formats.
The default for numbers is decimal (-d or -t d ).

If decimal: "%010d %s %s", value, type, name
If octal: "%0120 %s %s", value, type, name
If hexadecimal: "0x%08x %s %sS", value, type, name
If -A or -r , the line is preceded by: "%20s:", file
Output Format for -P
If the -P option is specified, information is displayed using the following portable C-language formats.
The default for numbers is hexadecimal (-X or -t X ). In the format string, %Srepresents string output;

%d represents decimal output; %0 represents octal output; %X represents hexadecimal output; \n
represents newline; all other characters represent themselves.

e If decimal is specified:
"%s %s %d %d\n", library-object, name, type, value, size
e If octal is specified:
"%s%s %s %0 %o\n", library-object , name, type, value, size
e If hexadecimal is specified, or by default:
"%s%s %s %x %x\n", library-object, name, type, value, size
| n | where library-object is a string preformatted as follows:
e If-A and -r are not specified, library-object is an empty string.
o If-A or-r is specified, and the corresponding file operand does not name a library:

"0s: ", file

o If-A or -r is specified and the corresponding file operand names a library, object-file names the
object file in the library containing the symbol being described:

"%s[%s]: ", file, object-file

If -A and -r are not specified, and if more than one file operand is specified, or if a single file operand
that names a library is specified, then NM prints a line identifying the object containing the symbols
before the lines containing those symbols, in one of the following forms:

e If the corresponding file operand does not name a library:
"%s:\n", file

e If the corresponding file operand names a library, object-file names the object file in the library con-
taining the symbol being described:

"%s[%s]:\n", file, object-file
EXTERNAL INFLUENCES

Environment Variables
The following internationalization variables affect the execution of nm

LANGdetermines the locale category for native language, local customs and coded character set in the
absence of LC_ALL or other LC_* environment variables. If LANGis not specified or is null, it defaults to
C(see lang(5)).

LC_ALL, if set to a nonempty string value, determines the values for all locale categories and has pre-
cedence over LANGand other LC_* environment variables.
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LC_COLLATEdetermines the locale category for character collation.
LC_CTYPEdetermines the locale category for character handling functions.

LC_MESSAGESetermines the locale that should be used to affect the format and contents of diagnostic
messages written to standard error.

LC_NUMERIGIetermines the locale category for numeric formatting.

ST_NMCA®End NLSPATHdetermine the location of message catalogues for processing LC_MESSAGES
If an internationalization variable is not specified or is null, it defaults to the value of LANG

If LANGis not specified or is null, it defaults to C (see lang (5)).

If any internationalization variable contains an invalid setting, then all internationalization variables

default to C (see environ (5)).

International Code Set Support
Single-byte character code sets are supported.

EXAMPLES
Display which object files have undefined references for the symbol leap :
nm -rup *.0 | grep leap
Display which object files have a definition for the text symbol leap:
nm -rp *.0 | awk '{ if ($3 == "T" && $4 == "leap") { print $0 } }
WARNINGS
By default, nmnow sorts symbols by name (the -n option). To turn off sorting, use the -N option.

Some options added for standards conformance duplicate the functionality of options that previously
existed. This duplication has been retained for backward compatibility.

SEE ALSO
System Tools
cc_bundled (1) HP-UX C compiler
ld(1) Link editor
Miscellaneous
crt0(3) Execution startup routine
end(3C) Symbol of the last locations in program

STANDARDS CONFORMANCE
nm SVID2, SVID3, XPG2, XPG3, XPG4
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NAME

nohup - run a command immune to hangups

SYNOPSIS

nohup command [arguments ]

DESCRIPTION

nohup executes command with hangups and quits ignored. If output is not redirected by the user, both
standard output and standard error are sent to nohup.out . If nohup.out is not writable in the
current directory, output is redirected to $SHOME/nohup.out ; otherwise, nohup fails. If a file is
created, the file's permission bits will be set to S_IRUSR | S_IWUSR

If output from nohup is redirected to a terminal, or is not redirected at all, the output is sent to
nohup.out

EXTERNAL INFLUENCES
Environment Variables

LC_MESSAGES8etermines the language in which messages are displayed.

If LC_MESSAGES not specified in the environment or is set to the empty string, the value of LANGis
used as a default for each unspecified or empty variable. If LANGis not specified or is set to the empty
string, a default of "C" (see lang (5)) is used instead of LANG

If any internationalization variable contains an invalid setting, nohup behaves as if all internationaliza-
tion variables are set to "C". See environ (5).

International Code Set Support

Single- and multi-byte character code sets are supported.

EXAMPLES

It is frequently desirable to apply hohup to pipelines or lists of commands. This can be done only by
placing pipelines and command lists in a single file, called a shell script. To run the script using nohup :

nohup sh file

nohup features apply to the entire contents of file. If the shell script file is to be executed often, the need
to type Sh can be eliminated by setting execute permission on file. The script can also be run in the
background with interrupts ignored (see sh(1)):

nohup file &

file typically contains normal keyboard command sequences that one would want to continue running in
case the terminal disconnects, such as:

tbl ofile | egn | nroff > nfile

WARNINGS

Be careful to place punctuation properly. For example, in the command form:
nohup commandl; command2

nohup applies only to command1. To correct the problem, use the command form:
nohup (commandl; command?2)

Be careful of where standard error is redirected. The following command may put error messages on
tape, making it unreadable:

nohup cpio -0 <list >/dev/rmt/cOtOdOBEST&
whereas
nohup cpio -0 <list >/dev/rmt/cOtOdOBEST 2>errors&

puts the error messages into file errors

EXIT STATUS

The following exit values are returned:

126 The command specified by command was found but could not be invoked
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127 An error occurred in the nohup utility or the specified command could not be found

Otherwise, the exit status of nohup will be that of the command specified.

SEE ALSO
chmod(1), nice(1), sh(1), signal(5).

STANDARDS CONFORMANCE
nohup : SVID2, SVID3, XPG2, XPG3, XPG4, POSIX.2
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NAME

nroff - format text

SYNOPSIS
nroff  [options] file ...

DESCRIPTION
nroff  is a text formatting program that interprets source text contained in file and prepares it for print-
ing on typewriter-like devices and line printers. If file name is - or not specified, standard input is used
as source text.

If the file contains plain text with no formatter requests, nroff uses default line lengths and page
dimensions to produce readable output, outputting a blank line for each blank line encountered in the
input, and filling and adjusting text to both margins. nroff ignores any lines in the source text that
begin with a period (. ) but are not valid nroff  formatter requests.

nroff formatting capabilities are described in the tutorial cited below.

Source File Preparation
Document source file preparation is usually easier when text is coded using macro packages such as
mm(1) which provide a high-level interface for headings, page footers, lists, and other features, rather
than coding the file with inherently low-level nroff  requests.

Options
nroff recognizes the following command-line options, which can appear in any order but must appear
before the file argument:

-0 list Print only pages whose page numbers appear in the list of numbers and ranges,
separated by commas. A range n- m means pages n through m; an initial - n means
from the beginning to page n; and a final n- means from n to the end. (See WARN-
INGS below.)

-Nn Number first generated page n.

-Sn Stop every n pages. nroff halts after every n pages (default n=1) to allow paper
loading or changing, and resumes upon receipt of a line-feed or new-line (new-lines
do not work in pipelines, such as with mm When nroff halts between pages, an
ASCII BEL is sent to the terminal.

- aN Set register a (which must have a one-character name) to N.

-l Read standard input after files are exhausted.

-q Invoke the simultaneous input-output mode of the .rd request.
-Z Print only messages generated by .tm (terminal message) requests.
-Mname Precede the input files with the non-compiled (ASCII text) macro file
{usr/lib/nls/ LANG/tmac/tmac. name
where LANG is the value of the LANGenvironment variable. If LANGis not set or
{usr/lib/nls/ LANG/tmac/tmac. name

does not exist, the following file is used instead:
lusr/share/lib/tmac/tmac. name
-T name Prepare output for specified terminal. Known names are as follows:

37 for the (default) TELETYPE Model 37 terminal

tn300 for the GE TermiNet 300 (or any terminal without half-line capabil-
ity)

300s for the DASI 300s

300 for the DASI 300

450 for the DASI 450

Ip for a (generic) ASCII line printer

382 for the DTC-382

4000A for the Trendata 4000A
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832 for the Anderson Jacobson 832

X for a (generic) EBCDIC printer

2631 for the Hewlett-Packard 2631 line printer

klp for a (generic) 16-bit character printer having ratio of 2 to 3 in 8-bit
and 16-bit character width

lj for Hewlett-Packard PCL3 and newer laser printers.

-e Produce equally-spaced words in adjusted lines, using the full resolution of the par-
ticular terminal.

-h Use output tabs during horizontal spacing to speed output and reduce output char-
acter count. Tab settings are assumed to be every eight nominal character widths.

-un Set the emboldening factor (number of character overstrikes) for the third font posi-
tion (bold) to n, or to zero if n is missing.

-P If this option is specified on the command line, it allows the use of the special
feature provided by some Asian printers which prints two column wide characters
in 3/2 column wide boxes.

EXTERNAL INFLUENCES
Environment Variables
LC_CTYPEdetermines the interpretation of text as single and/or multi-byte characters.

LANGis used to determine the search path for the -m option. LANGalso determines the language in
which messages are displayed.

If LC_CTYPEis not specified in the environment or is set to the empty string, the value of LANGis used
as a default for each unspecified or empty variable. If LANGis not specified or is set to the empty string,
a default of "C" (see lang(5)) is used instead of LANG If any internationalization variable contains an
invalid setting, nroff behaves as if all internationalization variables are set to "C". See environ (5).

EXAMPLES
The following command prints the first five pages of the document whose nroff  source file is filename:
nroff -0-5 filename | n |

Note that there should not be a space between the 0 and the - or the - and the 5.
To print only pages 1, 3, and 4 type:
nroff -01,3,4 filename
WARNINGS

When nroff is used with the -0 list option inside a pipeline, it may cause a harmless "broken pipe" diag-
nostic if the last page of the document is not specified in list.

FILES
lusr/share/lib/macros/* Standard macro files
lusr/share/lib/term/* Terminal driving tables for nroff
lusr/share/lib/suftab Suffix hyphenation tables
/usr/share/lib/tmac/tmac.* Standard macro files and pointers
SEE ALSO

col(1), mm(1), neqn(1), soelim(1), ul(1), man(5).
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NAME

nslookup - query name servers interactively

SYNOPSIS
nslookup [-option ..] host-to-find [server ]

nslookup [-option ..]1 [- [server]]

DESCRIPTION
nslookup is a program to query Internet domain name servers. nNslookup has been extended to fol-
low the configured name resolution algorithm of the host and to query NIS, as well as, DNS and host
tables.

Both an interactive and non-interactive mode are available with nslookup . Interactive mode allows the
user to query a name server for information about various hosts and domains, or print a list of hosts in
the domain. Non-interactive mode is used to query a name server for information about one host or
domain.

By default, nslookup accesses name services for name and address resolution based on the policy infor-
mation obtained from the switch configuration file /etc/nsswitch.conf . When the policy is set to
use NIS or /etc/hosts first, or when DNS is first but unavailable, then nslookup will only provide a
limited command set (a help command while in this situation will show what actions are possible when
querying NIS or /etc/hosts ). To override the switch policy and query DNS servers directly, the
server command can be used to specify a nameserver. This same overriding of the switch policy can
also be done by providing a nameserver as the second argument on the command line. In this case,
nslookup will ignore the switch policy and directly query nameservers, until a reset command is issued.
Whenever an action is taken that causes the switch policy to be overridden, a warning message is
displayed.

Note, NIS+ is not supported by nslookup . If the hosts source nisplus is found in the
letc/nsswitch.conf file, it will be ignored.

ARGUMENTS

| n | Interactive mode is entered in the following cases:
¢ No arguments are given.

e The first argument is a hyphen (- ). The optional second argument is a host name or Internet
(IP) address of a name server.

Non-interactive mode is used when the name of the host to be looked up is given as the first argument.
The optional second argument is a host name or Internet address of a name server.

Options listed under the Set command below can be specified one per line in the .nslookuprc file in
the user’s home directory. Alternatively, these options may be specified on the command line by prefixing
them with a hyphen and they must precede other command line arguments. For example, to change the
default query type to host information, and the initial timeout to 10 seconds, type:

nslookup -query=hinfo -timeout=10

The command line option -swdebug may be used to debug syntactic errors in the switch configuration
file. This option turns on tracing during initialization, causing the switch module to print out a trace of
the scan and parse actions on the "hosts" entry (see nsswitch.conf(4)) in the /etc/nsswitch.conf

file.

Interactive Commands
Commands can be interrupted at any time by using the interrupt character. To exit, type a Ctrl-D (EOF)
or type exit . To treat a built-in command as a host name, precede it with an escape character (\).
When using NIS or the host table, only host names and Internet addresses are allowed as commands. An
unrecognized command is interpreted as a host name.

host [server] Look up information for host using the current default server or using server if specified.
If host is an Internet address and the query type is A or PTR the name of the host is
returned. If host is a name and does not have a trailing period, one or more domains are
appended to the name (this behavior depends on the state of the set options domain ,
srchlist , defname , and search ). Answers from a name server’s cache are labeled
“non-authoritative.”
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server  domain

Iserver  domain
Change the default server to domain. Iserver uses the initial server to look up infor-
mation about domain while server uses the current default server. When server is
used while the current name service being pointed to is either NIS or /etc/hosts | then
the switch policy will be overridden until a reset is issued.

root Changes the default server to the server for the root of the domain name space.
Currently, the host ns.nic.ddn.mil is used (this command is a synonym for
Iserver ns.nic.ddn.mil). The name of the root server can be changed with the set
root command.

policy Prints out the policy read from the switch configuration file. The number of name services
specified in the file are shown, as well as the order and criteria on how the name services
are to be used. The four statuses of the criteria are represented by the four positions
within the square brackets. The order of the statuses are: SUCCESS, NOTFOUND, UNA-
VAIL and TRYAGAIN. The two actions of the criteria are represented by the two possible
letters used in the four status positions: R for return and C for continue. However, if
no criteria is specified between two sources, then the default actions are assigned to the

statuses:
SUCCESS= return
NOTFOUND= continue
UNAVAIL= continue
TRYAGAIN= continue

finger [namel [> filename]

finger [namel [>> filename]
Connects with the finger server on the current host. The current host is defined when a
previous lookup for a host was successful and returned address information (see the set
querytype=A command). name is optional. > and >> can be used to redirect output
in the usual manner.

Is [option] domain [> filename]

Is [option] domain [>> filename]
List the information available for domain, optionally creating or appending to filename.
The default output contains host names and their Internet addresses. option can be one

of the following:

-t querytype lists all records of the specified type (see querytype below).

-a lists aliases of hosts in the domain (synonym for -t CNAME).

-d lists all records for the domain (synonym for -t ANY ).

-h lists CPU and operating system information for the domain (synonym for
-t HINFO ).

-S lists well-known services of hosts in the domain (synonym for -t WKS).

When output is directed to a file, # characters are printed for every 50 records received
from the server.

view filename Sorts and lists the output of previous IS command(s) using more (see more(1)).

help

? Prints a brief summary of commands.

exit Exits the program.

reset Returns to the use of the configured name service switch policy and resets to use the ori-

ginal nameservers.

set keyword[=value]
This command is used to change state information that affects the lookups. Valid key-
words are:

all Prints the current values of the various options to set . Information
about the current default server and host is also printed.

cl [ass ]=value Change the query class to one of:
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IN the Internet class.

CHAQOS the Chaos class.

HESIOD the MIT Athena Hesiod class.

ANY wildcard (any of the above).

The class specifies the protocol group of the information. (Default = IN)

[no]ldeb[ug] Turn debugging mode on. More information is printed about the packet
sent to the server and the resulting answer. (Default = nodebug )

[nold2 Turn exhaustive debugging mode on. Essentially all fields of every
packet are printed. (Default = nod2)

[noldef [name]
If set, append the default domain name to a single-component lookup
request (i.e., one that does not contain a period character). (Default =
defname )

do[main I=name
Change the default domain name to name. The default domain name is
appended to a lookup request, depending on the state of the defname
and search options. The domain search list contains the parents of
the default domain if it has at least two components in its name. For
example, if the default domain is CC.Berkeley.EDU , the search list is
CC.Berkeley.EDU and Berkeley.EDU . Use the set srchlist
command to specify a different list. Use the set all command to
display the list. (Default = value from hostname, /etc/resolv.conf
or LOCALDOMAIN

[nolig [nore ] Ignore truncation errors. (Default = noignore )

qluerytype 1=value
ty [pel=value Change the type of information returned from a query to one of:

A Host’s IPv4 address

AAAA Host’s IPv6 address

ANY All types of data

CNAME Canonical name for an alias

GID Group ID

HINFO Host CPU and operating system type

MB Mailbox domain name

MG Mail group member

MINFO Mailbox or mail list information

MR Mail rename domain name

MX Mail exchanger

NS Name server for the named zone

PTR Host name if the query is an Internet address, otherwise the
pointer to other information.

SOA Start of authority record

TXT Text information

uiD User ID

UINFO User information

WKS Well-known service description
polrt 1=value Change the default TCP/UDP name server port to value. (Default = 53)
[no]rec [urse ]

Tell the name server to query other servers if it does not have the
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information. (Default = recurse )

ret [ry 1=number

ro [ot |=host

[nolsealrch]

Set the number of retries to number. When a reply to a request is not
received within a certain amount of time (changed with set timeout ),
the timeout period is doubled and the request is resent. The retry value
controls how many times a request is resent before giving up. (Default =
4)

Change the name of the root server to host. This affects the root com-
mand. (Default = ns.nic.ddn.mil )

If the lookup request contains at least one period but doesn’t end with a
trailing period, append the domain names in the domain search list to
the request until an answer is received. See hostname(5). (Default =
search )

srchl [ist ]=namel/name2/...

[nolswtrlace]

Change the default domain name to namel and the domain search list to
namel, name2, etc. A maximum of 6 names separated by slashes (/ )
can be specified. For example,

set srchlist=Ics.MIT.EDU/ai.MIT.EDU/MIT.EDU

sets the domain to |cS.MIT.EDU and the search list to the three
names. This command overrides the default domain name and search
list of the set domain command. Use the set all command to

display the list. (Default = value based on hostname,
/etc/resolv.conf or LOCALDOMAIN

When set, this flag causes Nslookup to print out information about the
sources used for resolving a name or an address lookup. This flag traces
the behavior generated by the switch policy. (Default = hoswtrace )

t [imeout ]=number

[nolvic]

Change the initial timeout interval for waiting for a reply to number
seconds. Each retry doubles the timeout period. (Default = 5 seconds)

Always use a virtual circuit when sending requests to the server.
(Default = novc )

The default behaviour of nslookup in the absence of hosts entry in the /etc/nsswitch.conf file
or in the absence of the /etc/nsswitch.conf file is as follows:

hosts: dns nis files

DIAGNOSTICS

If the lookup request was not successful, an error message is printed. Possible errors are:

Time-out

The server did not respond to a request after a certain amount of time (changed with set
timeout= value) and a certain number of retries (changed with set retry=  value).

No response from server
No name server is running on the server machine.

No records

The server does not have resource records of the current query type for the host, although the
host name is valid. The query type is specified with the set querytype command.

Non-existent domain

The host or domain name does not exist.

Connection refused
Network is unreachable

The connection to the name server could not be made at the present time.

Server failure

The name server found an internal inconsistency in its database and could not return a valid

answer.
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Refused
The name server refused to service the request.

Format error

The name server found that the request packet was not in the proper format.

AUTHOR
nslookup was developed by the University of California, Berkeley.

FILES
letc/resolv.conf Initial domain name and name server addresses
$HOME/.nslookuprc User’s initial options

SEE ALSO

named(1M), resolver(3N), resolver(4), nsswitch.conf(4), hostname(5),
RFC1034, RFC1035

nslookup (1)
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NAME

nsquery - query the Name Service Switch backend libraries
SYNOPSIS
nsquery lookup_type lookup_query [lookup_policyl]

DESCRIPTION
nsquery is used to find the Name Service that returned the response to a gethostbyname() ,
gethostbyaddr() , getpwnam() , getpwuid() , getgrnam() , or getgrgid() function call. This
application is Name Service Switch aware and follows the lookup policies in /etc/nsswitch.conf
The lookup types supported are:

hosts Used to resolve host name or IP Address lookups.
passwd Used to resolve user name or UID lookups.
group Used to resolve group name or GID lookups.
The lookup query can either be a host name, IP Address, user name, user ID, group name or group ID.

The lookup policy must be a valid lookup policy described in nsswitch.conf(4) . If the policy is
invalid, the system default policy will be used.

The default policies are:
hosts dns [NOTFOUND=return TRYAGAIN=return] nis [NOTFOUND-=return] files
passwd files nis
group files nis

nsquery will display the lookup policy being used, the name of the service being queried, and the result
of the query.

If the result of the query was successful, the appropriate structure will be displayed.
Notes
Changing the default behavior for SUCCESS is not recommended.
EXAMPLES
nsquery hosts hondo
nsquery hosts 15.204.204.204 "dns files"
nsquery passwd dog "nisplus"
nsquery passwd 105
nsquery group wayne "nis [NOTFOUND=RETURN] files"
nsquery group 22

RETURN VALUE
0: Success.

1: Invalid Usage.
2:  Unknown ACTION.
3:  No match found in any name services queried.

AUTHOR
nsquery was developed by Hewlett-Packard.

SEE ALSO
nsswitch.conf(4).
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NAME
nsupdate - Dynamic DNS update utility

SYNOPSIS
nsupdate [-d] [-v ] [-y keyname:secret | -K keyfile]

DESCRIPTION
nsupdate is used to submit Dynamic DNS Update requests as defined in RFC2136 to a name server.
This allows resource records to be added or removed from a zone without manually editing the zone file.
A single update request can contain requests to add or remove more than one resource record.

Zones that are under dynamic control via nsupdate or a DHCP server should not be edited by hand.
Manual edits could conflict with dynamic updates and cause data to be lost.

The resource records that are dynamically added or removed with nsupdate have to be in the same
zone. Requests are sent to the zone’s master server. This is identified by the MNAME field of the zones
SOA record.

Options
-d This option makes nsupdate operate in debug mode. This provides tracing information
about the update requests that are made and the replies received from the name server.

Transaction signatures can be used to authenticate the Dynamic DNS updates. These
use the TSIG resource record type described in RFC2845. The signatures rely on a
shared secret that should only be known to hsupdate and the name server. Currently,
the only supported encryption algorithm for TSIG is HMAC-MD5, which is defined in
RFC 2104.

Once other algorithms are defined for TSIG, applications will need to ensure they select
the appropriate algorithm as well as the key when authenticating each other. For
instance, suitable key{} and server{} statements would be added to
/etc/named.conf so that the name server can associate the appropriate secret key
and algorithm with the IP address of the client application that will be using TSIG
authentication. nsupdate does not read /etc/named.conf

-k This option is used to provide the shared secret needed to generate a TSIG record for
authenticating Dynamic DNS update requests. With this option, nsupdate reads the
shared secret from the file keyfile, whose name is of the form
Kname.+157.+ random.private . For historical reasons, the file
Kname.+157.+ random.key must also be present. This option is mutually exclusive
with the -y option.

-V This option makes nsupdate use a TCP connection to send update requests to the name
server. By default, nsupdate uses UDP to send update requests. This may be prefer-
able when a batch of update requests is made.

-y This option is used to generate a signature from keyname: secret. keyname is the name of
the key, and secret is the base64 encoded shared secret. Use of the -y option is
discouraged because the shared secret is supplied as a command line argument in clear
text. This may be visible in the output from ps(1) or in a history file maintained by the
user’s shell.

Input Format
nsupdate reads commands from its standard input. Each command is supplied on exactly one line of
input. Some commands are for administrative purposes. The others are either update instructions or
prerequisite checks on the contents of the zone. These checks set conditions that some name or set of
resource records (RRset) either exists or is absent from the zone. These conditions must be met if the
entire update request is to succeed. Updates will be rejected if the tests for the prerequisite conditions
fail.

Every update request consists of zero or more prerequisites and zero or more updates. This allows a suit-
ably authenticated update request to proceed if some specified resource records are present or missing
from the zone. A blank input line causes the accumulated commands to be sent as one Dynamic DNS
update request to the name server.

The command formats and their meaning are as follows:
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server servername port
Sends all dynamic update requests to the name server servername. When no
server statement is provided, nsupdate will send updates to the master server
of the correct zone. The MNAME field of that zone’s SOA record will identify the
master server for that zone. port is the port number on servername where the
dynamic update requests get sent. If no port number is specified, the default DNS
port number of 53 is used.

Z0ne zonename
Specifies that all updates are to be made to the zone zonename. If no zone state-
ment is provided, nsupdate will attempt to determine the correct zone to update
based on the rest of the input.

prereq nxdomain domain-name
Requires that no resource record of any type exists with name domain-name.

prereq yxdomain domain-name
Requires that domain-name exists (has as at least one resource record, of any

type).

prereq nxrrset domain-name class type
Requires that no resource record exists of the specified type, class, and domain-
name. If class is omitted, IN (Internet) is assumed.

prereq yxrrset domain-name class type
This requires that a resource record of the specified type, class, and domain-name
must exist. If class is omitted, IN (Internet) is assumed.

prereq yxrrset domain-name class type data...
The data from each set of prerequisites of this form sharing a common type, class,
and domain-name are combined to form a set of RRs (resource records). This set of
RRs must exactly match the set of RRs existing in the zone at the given type, class,
and domain-name. The data are written in the standard text representation of the
resource record’s RDATA.

update delete  domain-name class type data...
Deletes any resource records named domain-name. If type and data is provided,
only matching resource records will be removed. The Internet class (IN) is assumed
if class is not supplied.

update add domain-name ttl class type data..
Adds a new resource record with the specified ¢¢l, class and data .

local address port
Sends all dynamic update requests using the local address. When no local state-
ment is provided, nsupdate will send updates using an address and port chosen
by the system. port can additionally be used to set a specific port from where
requests are sent. If port number is not specified, the system will assign one.

key name secret
Specifies that all updates need to be TSIG signed using the keyname keysecret pair.
The key command overrides any key specified on the command line via -y or -K .

show Displays the current message, containing all the pre-requisites and updates
specified since the last send operation.
send Sends the current message. This is equivalent to entering a blank line.
EXAMPLES

The examples below show how nsupdate could be used to insert and delete resource records from the
example.com zone. Notice that the input in each example contains a trailing blank line so that a group
of commands are sent as one dynamic update request to the master name server for example.com .

nsupdate

#

> update delete oldhost.example.com A

> update add newhost.example.com 86400 A 172.16.1.1
>
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Any A records for oldhost.example.com are deleted. An A record for newhost.example.com
with IP address 172.16.1.1 is added. The newly-added record has a 1 day TTL (86400 seconds)
# nsupdate

> prereq nxdomain nickname.example.com
> update add nickname.example.com CNAME somehost.example.com
>

The prerequisite condition gets the name server to check that there are no resource records of any type
for nickname.example.com . If there are, the update request fails. If this name does not exist, a
CNAME for it is added. This ensures that when the CNAME record is added, it cannot conflict with the
long-standing rule in RFC1034 that a name must not exist as any other record type if it exists as a

CNAME.
(The rule has been updated for DNSSEC in RFC2535 to allow CNAMEs to have SIG, KEY and NXT
records.)
FILES
/etc/resolv.conf Used to identify default name server.
Kname.+157.+ random .key Base-64 encoding of HMAC-MD5 key created by dnssec-
keygen .
Kname.+157.+ random.private Base-64 encoding of HMAC-MD5 key created by dnssec-
keygen .
SEE ALSO

RFC2136 , RFC2137 , RFC2104 , RFC2845 , RFC1034 , RFC2535 , named(1M), dnssec-keygen(1).
BUGS

The TSIG key is redundantly stored in two separate files. This is a consequence of nsupdate using the
DST library for its cryptographic operations, and may change in future.

n|
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NAME

od(1)

od, xd - octal and hexadecimal dump

SYNOPSIS

od [-V] [-A address_base] [-] skip] [-N count] [t type_stringl ... [file ...]

Xd [V ] [-A address_base] [-j] skip] [-N count] [t type_string] ... [file ...]

Supported Pre-POSIX Usage
od [-bcdosx 1 [file] [[+] [Ox]offset]. 1[b]]

xd [-bcdosx 1 [file] [[+] [Ox]offset]. 1[b]]

DESCRIPTION
od and Xd concatenate one or more input files and write their contents to standard output in a user-
specified format. If file is not specified, the standard input is used.

Options and Arguments

od and Xd recognize the following options and command-line arguments:

-A address_base

g/

skip

-N count

-t

type_string

Specify the input offset base. address_base is a single character that defines
which format the offset base is written in:

d Decimal format.

(o} Octal format.

X Hexadecimal format.
n Do not write the offset.

Jump over skip bytes from the beginning of the input. 0d seeks past the first
skip bytes in the concatenated input files. If the combined input is not at least
skip bytes long, 0d writes a diagnostic message to standard error and exits with
a non-zero exit status. By default, skip is interpreted as a decimal number. If
skip has a leading OXx or 0X, it is interpreted as a hexadecimal number; a lead-
ing O indicates that skip is an octal number.

If the value of skip is followed by a b, k, or m it is interpreted as a multiple of
512, 1024, or 1048576, respectively.

Format no more than count bytes of input.

By default, count is interpreted as a decimal number. A leading OX or OX indi-
cates that count is a hexadecimal number; a leading O identifies an octal value.

If count bytes of input are not available (after successfully skipping if -j skip is
specified), the input that is available is formatted.

type_string is a string defining the types to be used when writing the input data.

The string can contain any of the following type-specification characters:

a named character ,
(o] character ,

d signed decimal ,

f floating point ,

(o} octal ,

u unsigned decimal ,
X hexadecimal ,

Type specification characters d, f, 0, u, and X can be followed by an optional
unsigned decimal integer specifying the number of bytes to be transformed by
each instance of the output type, or by an optional C, S, | , or L indicating that
the conversion should be applied to an item of type char, short, int, or long,
respectively.

Type specification character f can be followed by an optional F, D, or L indicat-
ing that the conversion should be applied to an item of type float, double, or long
double, respectively.

Multiple types can be concatenated within the same type_string and multiple
-t options can be specified. Output lines are written for each type specified in
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the order in which the type specification characters appear.

-V Write all input data. Without the -V option, any number of groups of output
lines, that would be identical to the immediately preceding group of output lines
(except for the byte offsets), are replaced with a line containing only an asterisk

*).
file Pathname of one or more input files to be processed. If file is not specified, the
standard input is used.

Input files can be any file type.
DESCRIPTION OF PRE-POSIX USAGE
od and Xd dump file in one or more formats as selected by the first argument. If the first argument is

missing, the default is -0 for od; -X for Xd. An offset field is inserted at the beginning of each line. For
od, the offset is in octal, for Xd, the offset is in hexadecimal.

Options
od and Xd recognize the following format options:
-b Interpret bytes in octal (hexadecimal).

-C Interpret bytes in ASCII. Certain non-graphic characters appear as C escapes: null=\0 ,
backspace=\b , form-feed=\f , new-line=\n, return=\r , tab=\t ; others appear as 3-digit
octal numbers.

-d Interpret 16-bit words in decimal.
-0 Interpret 16-bit words in octal.
-S Interpret 16-bit words in signed decimal.
-X Interpret 16-bit words in hexadecimal.
file specifies which file is to be dumped. If file is not specified, the standard input is used.

offset specifies the offset in the file where dumping is to commence, and is normally interpreted as octal
bytes. Interpretation can be altered as follows:

| (0] | . offset must be preceded by + if the file argument is omitted.
. offset preceded by 0x is interpreted in hexadecimal.
. offset followed by . is interpreted in decimal.

. offset followed by b is interpreted in blocks of 512 bytes.

Dumping continues until end-of-file.

EXAMPLES
Write hexadecimal bytes and the corresponding octal values to the standard output in blocks of 16 bytes
in one line, by transforming the data from the input file filel

od -txloC filel

The following commands write one line each of the types character, signed decimal integer, and float, in
the order given, transforming 100 bytes of data starting from fifteenth byte offset in the file filel

od -j14 -N100 -tc -tdfF filel
od -jOxe -N100 -tcd4fF filel

Write one line each of the types unsigned integer, named character, and long double, with the offsets
written in hexadecimal and forcing a write, even on lines that are identical to the immediately preceding
group of output lines:

od -v -Ax -tuafL filel
WARNINGS
When the output format is of floating-point type; i.e., when usingthe -t fD ,-t fL ,or -t f options:

e If the input bytes cannot be transformed into a valid floating point number, a floating point
exception might occur. In that case, the output is printed as a string containing some non-
numeric characters and program execution continues.

¢  When the number of input bytes used for transformation is set to 1 with the type specifier char-
acters d, 0, U, or X, only the least-significant seven bits of each byte are used.
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»  When one or more of the -A, -j , -N, or -t options is specified, an operand starting with the
first character as a plus-sign (+) or the first character as numeric is interpreted as a file name.

(XPG4 only. Multiple types can be specified by using multiple -bcdox options. Output lines are written
for each type specified in the order in which the types are specified.)

EXTERNAL INFLUENCES
Environment Variables
LANGprovides a default value for the internationalization variables that are unset or null. If LANGis
unset or null, the default value of "C" (see lang(5)) is used. If any of the internationalization variables
contains an invalid setting, od will behave as if all internationalization variables are set to "C". See
environ (5).

LC_ALL If set to a non-empty string value, overrides the values of all the other internationalization vari-
ables.

LC_CTYPEdetermines the interpretation of text as single and/or multi-byte characters, the classification

of characters as printable, and the characters matched by character class expressions in regular expres-
sions.

LC_MESSAGES8etermines the locale that should be used to affect the format and contents of diagnostic
messages written to standard error and informative messages written to standard output.

NLSPATHdetermines the location of message catalogues for the processing of LC_MESSAGES

International Code Set Support

Single- and multi-byte character code sets are supported. Multi-byte data is displayed as multi-byte
values.

RETURN VALUE
Exit values are:

0 Successful completion.
>0 Error condition occurred.

SEE ALSO
adb(1).

STANDARDS CONFORMANCE
od: SVID2, SVID3, XPG2, XPG3, XPG4, POSIX.2
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NAME

odump - dump information contained in SOM object files

SYNOPSIS
odump [-option...] file...

DESCRIPTION

odump (1)

odump takes one or more 32-bit native code files (object files, shared and archive libraries, executables)

and dumps information about them.

Note : odump skips non-SOM input files and issues a warning.
$ odump -all /usr/lib/pa20_64/libc.sl
File is not a SOM, skipping: /usr/lib/pa20_64/libc.sl.

Options

Some odump options have additional support or provide additional information when used in combina-

tion with the modifier options:

V (VERIFY) Indicate that the structure specified by its corresponding option is verified when
run with the -verifyall option.
T (TITLES) Provides additional output format information for the structure specified by its

corresponding option when run with the -titles

option.

B (VERBOSE) Prints a more descriptive message for the structure specified by its correspond-
ing option when run with the -verbose option.

The table below indicates the available support for each option.

odump recognizes the following options and their modifiers:

V T B -Option

- - -all
-auxheader

- - -auxunwind
-compunit
-doclinetable

<<

-filtertable

- - B -fixups

vV - - -header

- - - -help

v T - -initpointers
- - - -linetable

- - - -linkmap

- - - -linkmapbss
-linkmapfile
-linkmapstr

- - - -loaderfixups
-Istauxheader
-Istexportlist

- - - -Istheader
-Istimportlist
-Istsomdir

- - - -Iststringtable
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Description

Print all information

Print SOM auxilary headers

Print the stack auxiliary unwind table
Print compilation unit dictionary

Print the line tables for debugging optim-
ized code

Print the list of implementation libraries
for a given filter library

Print fixups

Print SOM header

Print this help screen

Print initialization pointers
Print the line number table
Print the linkmap contents
Print the linkmap bss contents
Print the linkmap object file table
Print the linkmap string table
Print loader fixup records
Print LST auxheader

Print LST exportlist

Print LST header

Print LST importlist

Print LST som directory

Print LST stringtbl
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<

<< < 4 < << < '

< <<

<<t <<

-nclist
-octoutput
-recover
-silent

-sldatalinktbl
-sldlexporthash

-sldlheader
-sldlheaderext

-sldlimporthash
-sldIplabelhash
-sldynamrel

-slexportext
-slexportlist
-slfastbind
-slfbdynamrel
-slfbhdr
-slfbimpexp
-sifblibver
-sifomodbound
-slhashtbl
-slimportlist
-slliblist

-sllibloadlist

-sllibsearch
-slmodule
-slmoduledyn

-slmoduleimp
-slproclinktbl

-slstringtable
-slunwindhdr
-sommap
-spaces
-spstringtable
-subspaces
-symbols
-symstringtable
-titles

-tlssym
-toolbssmap
-toolcompmap
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Treat remaining options as nclist options
Treat remaining input files as OCT output
Print the recover table

Don’t print tables, to be used with verify
option

Print the shared lib data linkage table

Print the shared lib export entries hashed
values

Print the shared lib DL header

Print the shared lib dl_header_ext struc-
ture

Print the shared lib import entries hashed
values

Print the shared lib plabel entries hashed
values

Print the shared lib dynamic relocation
records

Print the shared lib export list extension
Print the shared lib export list

Print the fastbind tables

Print the fastbind dynamic relocation list
Print the fastbind header

Print the fastbind import export list
Print the fastbind library version list
Print the fastbind module bound list
Print the shared lib export hash table
Print the shared lib import list

Print the list of shared libraries used in
build

Print the shared lib load list, including
dependencies

Print the shared lib dynamic search status
Print the shared lib module table
Print the shared lib module table reloca-

tion list

Print the shared lib module table import
list

Print the shared lib procedure linkage
table

Print the shared lib string table

Print the shared lib unwind header
Print map of SOM structures

Print space list

Print string table for space dictionary
Print subspace list

Print all symbols

Print string table for symbol dictionary
Print full names in all titles

Print the TLS symbol references
Print the linker bss subspace map
Print the linker compilation unit map
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- - - -toolsubspmap Print the linker subspace map
v T - -unwind Print the stack unwind table
- - - -usage Print the help screen
- - - -verbose # Set verbosity level for tables that follow,
O0=default
- - - -verify Verify correctness of tables before they are
printed
- - - -verifyall Verify correctness of tables that have verify
support
- - - -version Print date of current version
RETURN VALUE
odump exits with one of the following values:
0: All input files were listed successfully.
>0: odump aborted because errors occurred when accessing files. The following conditions
cause an error:
. Specified file not found.
. User has no permission to read the directory.
. Process could not get enough memory.

Invalid option specified.

EXTERNAL INFLUENCES
Environment Variables
The following variable affects the execution of odump:

SHLIB_PATH A colon separated list of path names used to search for shared libraries. Used by -
sllibsearch and -sllibloadlist options.
EXAMPLES
To see what compiler options and version an executable was compiled with:
| (9] | $ odump -compunit a.out
To list the shared libraries (.sl) that a program loads, even if SHLIB_PATH is set:
$ odump -sllibload a.out

To see how much space a program needs in Quadrant 2 to hold the data, bss, stack, and other areas, look
at the values in the som_exec_auxhdr:

$ odump -auxheader a.out
Auxiliary Header Record (HP-UX) for a.out:

mandatory = 0 copy = 0
append = 0 ignore = 1
type = 4 length = 40
exec_tsize = 0x000023ec exec_tmem = 0x00001000
exec_tfile = 0x00002000 exec_dsize = 0x00001000
exec_dmem = 0x40001000 exec_dfile = 0x00005000
exec_bsize = 0x3bfff120 exec_entry = 0x000029c8
exec_flags = 0x00000004 exec_bfill = 0x00000000

To see if a program was built for debugging with -g and not for optimization with -O, look for a
$DEBUG%$pace (programs built for both show $PINFO$ instead of $DEBUGS
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$ odump -spaces a.out

Space dictionary for a.out:
Ind LDPIT Sort Space Subspaces Ldr Fixups Init Ptrs Name

0 LD.. 8 1 0 8 -1 0 0 1 S$TEXTS
1 LDP.. 16 0 8 9 -1 0 1 1 $PRIVATES
2 .DP.. 80 2 17 5 -1 0 -1 0 $DEBUGS
AUTHOR
odump was developed by HP.
SEE ALSO
System Tools
ld(1) Invoke the link editor
Miscellaneous
a.out(4) Assembler, compiler, and linker output
elfdump (1) Dump utility for ELF object format
elf(3E) Executable and Linking Format

Texts and Tutorials
HP-UX Linker and Libraries Online User Guide
(See the +help option)
HP-UX Linker and Libraries User’s Guide
(See manuals(5) for ordering information)
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NAME

on - execute command on remote host with environment similar to local
SYNOPSIS

on [i O-n] [-d] host [command [argument] ... ]
DESCRIPTION

on executes a command on a remote host, using an environment similar to that of the invoking user
where:

host specifies the name of the host on which to execute the command.
command specifies the command to execute on host
If command is not specified, on starts a shell on host. argument ... is a list of arguments for command.

The user’s environment variables are copied to the remote host, and the file system containing the user’s
current working directory is NFS mounted on the remote host (see nfs(7)). The command is executed on
the remote host in the user’s current working directory.

Commands using relative path names that reference file system objects within the user’s current working
file system have the same behavior as running the command on the client. The behavior of commands
using relative path names that cross the file system boundary or commands using absolute path names
depends on the organization of the remote host’s file system.

Implicit and explicit use of environment variables may also cause a command’s behavior to be dependent
on the organization of the remote host’s file system. For example, the $PATHenvironment variable usu-
ally contains absolute path names.

Standard input, output and error of the remote command are connected to the appropriate file descriptors
on the client.

The remote execution daemon (rexd ) does not allow root to execute a remote command.

The signals SIGINT , SIGTERM and SIGQUIT are propagated to the remote command. SIGTSTP and
SIGSTOPare ignored by the remote command. All other signals are delivered to the on command.

In order to execute a remote command, the remote host must be configured to execute rexd (see
rexd (1M)).

Options

on recognizes the following options:

-i Interactive mode. This option is required for commands that must communicate with a ter-
minal such as vi , ksh, or more. Terminal mode changes are propagated to the rexd
server. The standard input for an interactive On command must be a tty device. The -i
and -Nn options are mutually exclusive.

-d Debug mode. Print diagnostic messages during startup of the 0On command. These mes-
sages are useful for detecting configuration problems if the On command to a specific host
is failing.

-n No input mode. This option causes the remote command to get end-of-file (EOF) when it

reads from standard input, instead of connecting the standard input of the On command to
the standard input of the remote command. The -n option is required when running com-
mands in the background. The -n and -i options are mutually exclusive.

DIAGNOSTICS

on: unknown host host
The host name host was not found in the hosts database.

on: cannot connect to server on host
The host host is down, unreachable on the network, or not running rexd .

on: can't find current_dir
A problem occurred trying to find the user’s current working directory (current_dir ).

on: can't locate mount point for current_dir
A problem occurred trying to determine the mount point of the user’s current working direc-
tory (current_dir ).
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on: standard input (stdin) is not a tty
The standard input (stdin) of the On command with the -i option is not a tty device.

on server: rexd: message
Errors that occur on the server server are propagated back to the client. These messages are
documented in the DIAGNOSTICS section of rexd (1M).

AUTHOR

on was developed by Sun Microsystems, Inc.

SEE ALSO
exports(4), rexd(1M).
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NAME

pack, pcat, unpack - compress and expand files

SYNOPSIS

pack [-] [-f 1 name ...
pcat name ...
unpack name ...

DESCRIPTION

pack attempts to store the specified files in a compressed form. Wherever possible, each input file name
is replaced by a packed file name.zZ with the same ownership, modes, and access and modification times.
The -f option forces packing of name. This is useful for causing an entire directory to be packed even if
some of the files do not benefit. If pack is successful, name is removed. Packed files can be restored to
their original form using unpack or pcat .

pack uses Huffman (minimum redundancy) codes on a byte-by-byte basis. If the - argument is used, an
internal flag is set that causes the number of times each byte is used, its relative frequency, and the code
for the byte to be printed on the standard output. Additional occurrences of - in place of name cause the
internal flag to be set and reset.

The amount of compression obtained depends on the size of the input file and the character frequency dis-
tribution. Because a decoding tree forms the first part of each .z file, it is usually not worthwhile to
pack files smaller than three blocks unless the character frequency distribution is very skewed such as in
printer plots or pictures.

Typically, text files are reduced to 60-75% of their original size. Load modules, which use a larger charac-
ter set and have a more uniform distribution of characters, show little compression, the packed versions
being about 90% of the original size.

pack returns a value that is the number of files that it failed to compress.
No packing occurs if:

e The file appears to be already packed.

e The file name has more than 12 characters and the file system is configured as a short filename
system.

e The file has links.

e The file is a directory.

e The file cannot be opened.

e The file is empty.

* No disk storage blocks will be saved by packing.

e Afile called name.z already exists.

¢ The .z file cannot be created.

e An I/O error occurred during processing.

On short-filename systems, the last segment of the file name must contain no more than 12 characters to
allow space for the appended .Z extension. Directories cannot be compressed.

pcat does for packed files what cat(1) does for ordinary files, except that pcat cannot be used as a
filter. The specified files are unpacked and written to the standard output. Thus to view a packed file
named name.Z use:

pcat name.z
or simply:
pcat name

To make an unpacked copy (named file) of a packed file named name.z without destroying name.z ) use
the command:

pcat name >file
pcat returns the number of files it was unable to unpack. Failure may occur if:

¢ The file name (exclusive of the .Z ) has more than 12 characters;
e The file cannot be opened,;
e The file does not appear to have been created by pack.
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unpack expands files created by pack . For each file name specified in the command, a search is made
for a file called name.z (or just name if name ends in .z ). If this file appears to be a packed file, it is
replaced by its expanded version. The new file has the .z suffix stripped from its name, and has the
same access modes, access and modification dates, and owner as those of the packed file.

unpack returns a value that is the number of files it was unable to unpack. Failure may occur for the
reasons given for pcat , as well as for the following:

e A file with the “unpacked” name already exists;
e The unpacked file cannot be created.

Access Control Lists (ACLs)
pack retains all entries in a file’s access control list when compressing and expanding it (see acl(5)).

DEPENDENCIES
NFS
Optional access control list entries of networked files are summarized (as returned in Sst_mode by
stat() , but not copied to the new file (see stat(2)).

WARNINGS
This command is likely to be withdrawn from X/Open standards. Applications using this command might
not be portable to other vendors systems. Instead of pack it is recommended to use compress utility
as it has the following advantages:

e The algorithm used to create the output files is frequently more effective in reducing the size of
files

e The compress utility can compress data from its standard input, not just a named regular file.
Thus it is useful in pipelines

zcat is recommended instead of pcat and, uncompress is recommended instead of unpack .

SEE ALSO
cat(1), compact(1), compress(1), acl(5).

STANDARDS CONFORMANCE
pack : SVID2, SVID3, XPG2, XPG3
pcat : SVID2, SVID3, XPG2, XPG3

unpack : SVID2, SVID3, XPG2, XPG3
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NAME

parstatus - display information about a hardware partitionable complex

SYNOPSIS
parstatus
[ -U username: [passwd] -h IPaddress|hostname
| -g Ipasswd] -h IPaddress|hostname |

parstatus -s
[ -U username: [passwd] -h IPaddress|hostname
| -g Ipasswd] -h IPaddress|hostname |

parstatus -w
[ -u username: [passwd] -h IPaddress|hostnamel]

parstatus -X
[ -U username: [passwd] -h IPaddress|hostname
| -9 [passwd] -h IPaddress|hostname |

parstatus -C |-l [-A] [-M]
[ -u username: [passwd] -h IPaddress|hostname
| -9 [passwd] -h IPaddress|hostname |

parstatus -B  |-P [-M]
[ -u username: [passwd] -h IPaddress|hostname
| -9 [passwd] -h IPaddress|hostname |

parstatus -i I1/Ochassis [ ..] [-M]
[ -u username: [passwd] -h IPaddress|hostname
| -9 [passwd] -h IPaddress|hostname |

parstatus -c cell [-c ..] [V |-M]
[ -u username: [passwd] -h IPaddress|hostname
| -9 [passwd] -h IPaddress|hostname |

parstatus -b cabinet [-b ..1 [V |-M]
[ -U username: [passwd] -h IPaddress|hostname
| -9 [passwd] -h IPaddress|hostname ]

| p | parstatus -p PartitionNumber [-p ..] [-V |-M]
[ -U username: [passwd] -h IPaddress|hostname
| -9 [passwd] -h IPaddress|hostname |

DESCRIPTION
The parstatus  command displays information about a system complex. If no arguments are supplied,
all major components that are physically present in the local complex are listed. A specific component
(cell, I/O chassis, cabinet, or partition) may be specified in order to restrict the output to information
about that component. Either the -U option or the -g option can be specified to access a remote complex.

Please refer to the HP System Partitions Guide for a description of the partition management terms used
in this man page.

Options and Arguments
parstatus  recognizes the following command line options and arguments:

-S Indicates if the command is being executed on a hardware partitionable platform. When this
option is specified, the command will either succeed or fail (see RETURN VALUE below) and
nothing will be displayed on stdout or stderr.

-U username: |passwd]
Specifies the required authorization to access a partition other than the local partition (but can
also be used as a loopback access to the local partition). If complex attributes are displayed,
the complex is the one in which this target partition resides.

The -h option is required if this option is used.
username specifies a configured user name on the target partition.
passwd specifies the password associated with the username. If this field is empty, the com-

mand prompts for the password.
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Note: This command is a Web-Based Enterprise Management (WBEM) Client Application.
The -U option accesses the target partition using a Secure Sockets Layer (SSL) connection. If
errors are reported, check that the conditions described in the DEPENDENCIES section are
satisfied.

-h IPaddress | hostname

This option should only be used in combination with either the -u or -g option.
IPaddress | hostname specifies the IP address or hostname of the target partition (-U ) or com-
plex (-g ).

-0 [passwd]

Allows access to the complex specified by the -h option. The accessed complex is then con-
sidered the target complex. Access is via the service processor’s LAN port.

The -h option is required if this option is used.

passwd specifies the IPMI password of the service processor. If this field is omitted, the com-
mand prompts for the password.

If an error is reported when you attempt to connect using this option, check to see that IPMI
LAN access has not been disabled on the remote service processor. Access to the complex via
IPMI over LAN can be enabled or disabled by logging on to the service processor and using the
SAcommand from the Command Menu.

The -U and -g options are mutually exclusive.

Display the local partition number in a full sentence. If the -U option connects to another par-
tition, that partition number is reported instead. The -M option restricts the display to just
the partition number.

Display the complex attributes.
Only display the available resources in the complex.

Verbose mode. Increase the amount of information displayed. Additional information
displayed with -V includes:

For Cabinet:

* Status of each of the cabinet blower(s)

* Status of each of the I/O fan(s)

* Status of each of the bulk power supply(s)

* Status of each of the backplane power board(s)

For Partition:

* Primary, alternate and secondary boot path settings
* PDC, IODC version numbers

* Memory interleaving / local memory settings

* Cells summary info

* /O chassis summary info

For Cell:

* Details of each cpu on the cell

* Details of memory on the cell

* Memory interleaving / local memory settings

Produce a machine readable/parseable output, or restrict the output of the -w option to a par-
tition number. The machine readable output will have the columns separated by a single colon
character (: ) and will not have a column header.

Show information for all cells in the complex.

Show information for all I/O chassis in the complex.
Show information for all cabinets in the complex.
Show information for all partitions in the complex.

Show information about the specified cell. The cell id can be specified either in the local
(cabinet# /slot#) or global (cell_ID) format. For example, the cell located in cabinet 0, slot 1 is
locally identified as 0/1 or globally as 1.
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-i I/Ochassis
Show information about the specified I/Ochassis. The I/Ochassis id can be specified in the
form of cabinet# /enclosure# /chassis#. For example, the I/O chassis located in cabinet 0, enclo-
sure 1 and I/O chassis slot 3 is identified as 0/1/3.

-b cabinet
Show information about the specified cabinet.

-p PartitionNumber
Show information about the specified partition. PartitionNumber is the unique partition
number (integer) which was assigned to the partition when it was created.

Mapping of Global Cell Numbers to Local Cell Numbers

The cabinets in a complex are numbered starting from 0. The cell slots in each cabinet are also numbered
starting from 0. Each cabinet can have a maximum of 8 cells. For example, the cells located in cabinet 0
will have the following cell numbers in global format: 0, 1, 2, 3, 4, 5, 6, 7. The cell numbers in
corresponding local format will be 0/0, 0/1, 0/2, 0/3, 0/4, 0/5, 0/6, 0/7.

Similarly the cells located in cabinet 1 will have the following cell numbers in global format: 8, 9, 10, 11,
12, 13, 14, 15. The cell numbers in corresponding local format will be 1/0, 1/1, 1/2, 1/3, 1/4, 1/5, 1/6, 1/7.

From the above convention the cell located in cabinet 1, slot 0 is identified in the local format as 1/0 or in
the global format as 8. The parstatus (1) command will display the above cell as "cabl,cell0". The cell
located in cabinet 1, slot 4 is identified in the local format as 1/4 or in the global format as 12. The par-
status (1) command will display the above cell as "cabl,cell4".

RETURN VALUE

The parstatus  command exits with one of the following values:
0 Successful completion.

1 Error condition occurred.

EXAMPLES
Example 1

Display information for all the I/O chassis in the complex:
parstatus -I

The output format is as shown below.

[Chassis]
Core Connected Par
Hardware Location Usage 10 To Num
cab0,bay0,chassis0 Absent - - -
cab0,bay0,chassis1 Active yes cabO,cell0 O
cab0,bay0,chassis2 Absent - - -
cab0,bay0,chassis3 Active yes cabO,celld 2
cab0,bayl,chassis0 Absent - - -
cab0,bayl,chassisl Active yes cabO,cell6 1
cab0,bayl,chassis2 Absent - - -
cab0,bayl,chassis3 Inactive yes cabO,cell2 1
Example 2

The following example displays information for all major components that are physically present in the
local complex. No action is specified for the command; the default behaviour is to display all.

parstatus

[Complex]
Complex Name : SuperDomeComplex
Complex Capacity

Compute Cabinet (8 cell capable) : 1

Active MP Location : cabinet 0
Model : 9000/800/SD32000
Original Serial Number : USR4001WXY
Current Product Order Number : 12345B
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Original Manufacturer : HP
Complex Profile Revision : 1.0
The total number of partitions present : 3
[Cabinet]
Cabinet I/0 Bulk Power Backplane
Blowers Fans Supplies Power Boards
OK/ OK/ OK/ OK/
Cab Failed/ Failed/ Failed/ Failed/
Num Cabinet Type N Status N Status N Status N Status MP
0 8 cell slot 4/0/N+ 5/0/NA 5/0/N+ 3/0/N+ Active
Notes: N+ = There are one or more spare items (fans/power supplies).
N = The number of items meets but does not exceed the need.
N- = There are insufficient items to meet the need.
? = The adequacy of the cooling system/power supplies is unknown.
HO = Housekeeping only; The power is in a standby state.
NA = Not Applicable.
[Cell]
CPU Memory Use
OK/ (GB) Core On
Hardware Actual Deconf/ OK/ Cell Next Par
Location Usage Max Deconf Connected To Capable Boot Num
cabO,cell0 Active Core 4/0/4 2/0 cab0,bay0,chassisl yes yes 0
cabO,celll Active Base 2/0/4 2/0 - no yes 2
cabO,cell2 Inactive 4/0/4 2/0 cab0,bayl,chassis3 yes yes 1
cab0,cell3 Inactive 2/0/4 2/0 - no -
cabO,cell4 Active Core 2/0/4 2/0 cab0,bay0,chassis3 yes yes 2
cabO,cell5 Powered off 0/0/4 ? ? ? no 0
cabO,cell6 Active Core 2/0/4 2/0 cab0,bayl,chassisl yes yes 1
cabO,cell7 Powering on 0/0/4 ? ? ? - -
Notes: * = Cell has no interleaved memory.
[Chassis]
Core Connected Par
Hardware Location Usage 10 To Num
cab0,bay0,chassis0 Absent - - -
cab0,bay0,chassisl Active yes cabO,cell0 O
cab0,bay0,chassis2 Absent - - -
cab0,bay0,chassis3 Active yes cabO,celld 2
cab0,bayl,chassis0 Absent - - -
cab0,bayl,chassisl Active yes cabO,cell6 1
cab0,bayl,chassis2 Absent - - -
cab0,bayl,chassis3 Inactive yes cabO,cell2 1
[Partition]
Par # of # of 1/O
Num Status Cells Chassis Core cell Partition Name (first 30 chars)
0 Active 2 1 cab0,cell0 cup2000
1 Active 3 2 cab0,cell6 cup2006
2 Active 2 1 cabO,cell4 cup2004
DEPENDENCIES

This command uses the Web-Based Enterprise Management (WBEM) product and certain of its
configuration settings. If you encounter connection errors when using the -U option, check that the
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following two conditions are satisfied:

e Use the cimconfig(1M) command to verify (and correct if necessary) the setting of the following two
variables:

» enableRemotePrivilegedUserAccess=true
« enableHttpsConnection=true

¢ You must have appended the target partition’s digital certificate to the local partition’s Trust Store file.
For the nPartition commands, the Trust Store file is /var/opt/wbem/client.pem

Refer to the WBEM documents specified in the SEE ALSO section below for further information.

AUTHOR
parstatus  was developed by the Hewlett-Packard Company.

SEE ALSO
cplxmodify(1M), fruled(1), frupower(1M), parcreate(1M), parmgr(1M), parmodify(1M), parremove(1M),

parunlock(1M), partition(5),
HP System Partitions Guide on docs.hp.com
HP WBEM Services for HP-UX System Administrator’s Guide on docs.hp.com

HP WBEM Services for HP-UX 11i v2.0 on Integrity Servers Version A.01.05 Release Notes on
docs.hp.com
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NAME
passwd - change login password and associated attributes
SYNOPSIS
passwd [name]
passwd -r files [-F file] [name]
passwd -r files [-e [shelll]l [-gh ] [name]
passwd -r files -s [-a]
passwd -r files -s [name]
passwd -r files [dOH 1 [-f ] [-n min] ['W warn] [-X max] name
passwd -r nis [-e [shelll]l [-gh ] [name]
passwd -r nisplus [-e [shelll]l [-gh ] [-D domain] [name]
passwd -r nisplus -s [-a]
passwd -r nisplus -s [-D domain] [namel
passwd -r nisplus [ 1 [-f1[-n min] [‘W warn] [-X max] [-D domain] name

passwd -r dce [-e [shell]l] [-gh ] [name]

DESCRIPTION
The passwd command modifies the password as well as the attributes associated with the login name. If
name is omitted, it defaults to the invoking user’s login name, which is determined using getuid . See
getuid (2).

Ordinary users can only change passwords corresponding to their login name. If an old password has
been established, it is requested from the user. If valid, a new password is obtained. Once the new pass-
word is entered, it is determined if the old password has "aged" sufficiently. If password aging is not
sufficient, the new password is rejected and passwd terminates. See passwd (4).

If password aging and construction requirements are met, the password is re-entered to ensure con-
sistency. If the new copy differs, passwd repeats the new password prompting cycle, at most twice.

A superuser, whose effective user ID is zero, (see id(1) and su (1)), is allowed to change any password and

is not forced to comply with password aging. Superusers are not prompted for old passwords, unless they | p |
are attempting to change a superuser’s password in a trusted system. On untrusted systems, superusers

are not forced to comply with password construction requirements. Null passwords can be created by

entering a carriage return in response to the prompt for a new password.

For the files  (local system) repository, if no /etc/shadow file exists, then the encrypted password is
stored in the password field of /etc/passwd . If the /etc/shadow file exists, then the encrypted pass-
word is stored there, and an X is added to the password field of /etc/passwd

The DCE repository (-r dce ) is only available if Integrated Login has been configured. See
auth.adm (1M). If Integrated Login has been configured, other considerations apply. A user with
appropriate DCE privileges is capable of modifying a user’s password, shell, gecos or home directory and
this is not dependent upon superuser privileges.

If the repository is not specified, i.e. passwd [name], the password is changed in all existing repositories
configured in /etc/nsswitch.conf . If password options are used, and no repository is specified, the
default repository is files

Options
The following options are recognized:

-D domain Use the passwd.org_dir in the specified domain. This option is for nisplus  reposi-
tories only. If not specified, the default domain is returned.

-€ shell Modify the default shell for the user’s login name in the password file. If the shell is not
provided, the user will be prompted to enter the default login shell.

-F name The default password file is /etc/passwd . The -F option can be used to choose an
alternate password file, where read and write permissions are required. This option is
only available using the files  repository, and it is not intended for trusted mode.
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-I  repository

-S name

passwd (1)

Change the gecos information in the password file, which is used by the finger  com-
mand. The user is prompted for each subfield: name, location, work phone, and home
phone.

Specify the repository to which the operation is to be applied. Supported repositories
include files |, nis , nisplus , and dce. If repository is not specified, the default is
files

Display some password attributes associated with the specified name. Superuser
privilege and non-trusted mode is required if the files repository is specified. For
nisplus , there are no restrictions.

The format of the display will be:
name status mm/dd/yy min max warn
or, if password aging information is not present
name status
where status means: PS =passworded ; LK =locked ;and NP =no password .

Display some password attributes for all users in the password file. The -a option must
be used in conjunction with the -S option, with no name specified. For nisplus , this
will display entries in the NIS+ passwd table in the local domain. For files | this is
restricted to superuser, and is only valid in non-trusted mode. For a more complete
display of attributes use the command logins -x .

Privileged User Options
A superuser can modify characteristics associated with the user name using the following options:

-W warn

-X max

Allow user to login without a password by deleting it. In untrusted mode this
unlocks/activates the user account if found locked/deactivated.

Force user to change password upon next login by expiring the current password.
Modify the default home directory in the password file.
Lock user account. In untrusted mode this replaces the encrypted password with *.

Determine the minimum number of days, min, that must transpire before the user can
change the password. If the -f option was used in a previous invocation of passwd to
immediately expire a password, the effect of the -f option is cancelled. The effect of the
-foption is not cancelled if the -X option and -f option are specified on the same com-
mand line or if the system has been converted to a trusted system.

Specify the number of days, warn, prior to the password expiring when the user will be
notified that the password needs to be changed. This option is not allowed for systems in
non-shadowed standard mode.

Determine the maximum number of days, max, a password can remain unchanged. The
user must enter another password after that number of days has transpired, known as
the password expiration time. If the -f option was used in a previous invocation of
passwd to immediately expire a password, the effect of the -f option is cancelled, and
the password will not expire until max days. The effect of the -f option is not cancelled
if the -X option and the -f option are specified on the same command line or if the sys-
tem has been converted to a trusted system.

The min and max arguments are each represented in units of days. These arguments will be rounded up
to the nearest week on a nontrusted HP-UX system. If the system is then converted to a trusted system,
the number of days will be based on those weeks. If only one of the two arguments is supplied, and the
other argument does not exist, then the number of days is set to zero.

Password Aging

The following description applies to all repositories except nis, which does not support password aging.

The system requires a minimum time to elapse before a password can be changed. This prevents reuse of
an old password within too brief a period of time. System warnings are displayed as the expiration time

approaches.

A password is no longer usable after a time period known as the password lifetime. After the lifetime
passes, the account is locked until it is re-enabled by a system administrator. Once unlocked, the user is
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forced to change the password before using the account.

The -n min and -X Max arguments are each represented in units of days. These arguments are
rounded up to the nearest week on a standard system. If only one of the two arguments is supplied and
the other argument does not exist, then the number of days is set to zero.

Default values may be set in the /etc/default/security file for the -n min , -Xx max, and -w
warn options. See security(4). The parameters to select password aging defaults are:

PASSWORD_MINDAYS
PASSWORD_MAXDAYS
PASSWORD_WARNDAYS

Password Construction Requirements
Passwords must be constructed to meet the following requirements:

¢ On an untrusted system, only the first eight characters of a password are significant.

e On an untrusted system, passwords of non-root users must have at least six characters. On a
trusted system, passwords of all users must have at least six characters. This restriction on the
password length can be increased to a value larger than six. Refer to the security (4) manual page
for detailed information on configurable parameters that affect the behavior of this command. The
parameter to select the minimum password length is

MIN_PASSWORD_LENGTH
e Characters must be from the 7-bit US-ASCII character set; letters from the English alphabet.
« A password must contain at least two letters and at least one numeric or special character.

e A password must differ from the user’s login name and any reverse or circular shift of that login
name. For comparison purposes, an uppercase letter and its corresponding lowercase equivalent
are treated as identical.

e A new password must differ from the old one by at least three characters (one character for non
super user if changed by the super user in a trusted system).

Repository Configuration
The /etc/nsswitch.conf file specifies the repositories for which the password must be modified.
The following configurations are supported:

e passwd: files | p |
e passwd: files nisplus

e passwd: files nis

e passwd: compat (--> files nis)

e passwd: compat (--> files nisplus)

e passwd_compat: nisplus

Smart Card Login
If the user account is configured to use a Smart Card, the user password is stored in the card. This pass-
word has characteristics identical to a normal password stored on the system.

The Smart Card must be inserted into the Smart Card reader. The user is prompted for a PIN instead of
a password during authentication.

Enter PIN:

The password is retrieved automatically from the Smart Card when a valid PIN is entered. Therefore, it
is not necessary to know the password, only the PIN.

If the system retrieves a valid old password from the card, a new password is requested (twice). If the
new password meets all requirements, the system automatically overwrites the old password stored on
the card with the new password.

Therefore, the new dialog resembles:

Enter PIN:
New password:
Re-enter new password:
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A Smart Card account can be shared among users. If one user modifies the password, other users must
use the SCSyNnCc command to write the new password onto their cards.

The scpin  command is used to change the Smart Card PIN.

SECURITY FEATURES

This section applies only to trusted systems. It describes additional capabilities and restrictions.

When passwd is invoked on a trusted system, the existing password is requested (if one is present). This
initiates the password solicitation dialog which depends upon the type of password generation (format
policy) that has been enabled on the account doing the passwd command. There are four possible
options for password generation:

Random syllables A pronounceable password made up of meaningless syllables.

Random characters An unpronounceable password made up of random characters from the
character set.

Random letters An unpronounceable password made up of random letters from the
alphabet.

User-supplied A user-supplied password, subject to length and triviality restrictions.

Passwords can be greater than eight characters, but it is recommended that they be less than 40 charac-
ters. System warnings are displayed if passwords lengths are either too long or short. The system
administrator can specify a maximum password length guideline for the system generated options (ran-
dom syllables, random characters, and random letters). The actual maximum password length depends
upon several parameters in the authentication database and in the algorithm.

The system requires a minimum time to elapse before a password can be changed. This prevents reuse of
an old password within an undesirable period of time.

A password expires after a period of time known as the expiration time. System warnings are displayed
as expiration time approaches.

A password dies after a time period known as the password lifetime. After the lifetime passes, the
account is locked until it is re-enabled by a system administrator. Once unlocked, the user is forced to
change the password before account use.

The system administrator can enable accounts without passwords. If a user account is allowed to func-
tion without a password, the user can choose a null password by typing a carriage-return when prompted
for a new password.

The system administrator can enable the password history feature to discourage users from reusing pre-
viously used passwords. Refer to the security (4) manual page for detailed information on configurable
parameters that affect the behavior of this command. The parameter for password history is:

PASSWORD_HISTORY_DEPTH

EXTERNAL INFLUENCES
International Code Set Support

Characters from single-byte character code sets are supported in passwords.

EXAMPLES

Change the password expiration date of user to 42 days in the files  repository:
passwd -r files -x 42 user

Modify the minimum time between password changes of userl to 7 days in the nisplus repository:
passwd -r nisplus -n 7 userl

Force user2 to establish a new password on the next login which will expire in 70 days and prohibit the
user from changing the password until 7 days have transpired:

passwd -r files -f -x 70 -n 7 user2

DEPENDENCIES
Pluggable Authentication Modules (PAM)

PAM is an Open Group standard for user authentication, password modification, and account validation.
In particular, pam_chauthtok()  is invoked to perform all functions related to passwd . This includes
establishing and changing a password, using passwd options, and displaying error messages.
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WARNINGS
Avoid password characters which have special meaning to the tty driver, such as # (erase) and @ (kill).
You may not be able to login with these characters.

Multiple superusers are allowed, but are strongly discouraged. That is because the system often stores
user ID rather than user name. Having unique IDs for all users will guarantee a consistent mapping
between user name and user ID.

FILES
letc/passwd Standard password file used by HP-UX.
/etc/shadow Shadow password file.
/tcb/files/auth/*/* Protected password database used when system is converted to
trusted system.
/etc/nsswitch.conf Repository Configuration.
letc/default/security Security defaults configuration file.
SEE ALSO

chfn(1), id(1), login(1), su(1), logins(1M), pwconv(1M), getuid(2), crypt(3C), passwd(4), security(4), sha-
dow(4), auth(5), auth.adm(1M), auth.dce(5).

Managing Systems and Workgroups

Pluggable Authentication Modules (PAM)
pam_chauthtok(3), pam(3), pam.conf(4), pam_user.conf(4).

HP-UX Smart Card Login
scpin (1), scsync(1).

STANDARDS CONFORMANCE
passwd : SVID2, SVID3, XPG2

1P|
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NAME

paste - merge same lines of several files or subsequent lines of one file

SYNOPSIS

paste filel file2 ...
paste -d list filel file2 ...
paste -s [-d list] filel file2 ...

DESCRIPTION

In the first two forms, paste concatenates corresponding lines of the given input files filel, file2, etc. It
treats each file as a column or columns in a table and pastes them together horizontally (parallel merg-
ing). In other words, it is the horizontal counterpart of ca#(1) which concatenates vertically; i.e., one file
after the other. In the -S option form above, paste replaces the function of an older command with
the same name by combining subsequent lines of the input file (serial merging). In all cases, lines are
glued together with the tab character, or with characters from an optionally specified list. Output is to
standard output, so paste can be used as the start of a pipe, or as a filter if - is used instead of a file
name.

paste recognizes the following options and command-line arguments:

-d Without this option, the new-line characters of all but the last file (or last line in case of
the -S option) are replaced by a tab character. This option allows replacing the tab
character by one or more alternate characters (see below).

list One or more characters immediately following -d replace the default tab as the line con-
catenation character. The list is used circularly; i.e., when exhausted, it is reused. In
parallel merging (that is, no -S option), the lines from the last file are always ter-
minated with a new-line character, not from the list. The list can contain the special
escape sequences: \N (new-line), \t (tab), \\ (backslash), and \O (empty string, not
a null character). Quoting may be necessary if characters have special meaning to the
shell. (For example, to get one backslash, use -d"\\\\" ).

-S Merge subsequent lines rather than one from each input file. Use tab for concatenation,
unless a list is specified with the -d option. Regardless of the list, the very last charac-
ter of the file is forced to be a new-line.

- Can be used in place of any file name to read a line from the standard input (there is no
prompting).

EXTERNAL INFLUENCES
Environment Variables

LC_CTYPEdetermines the locale for the interpretation of text as single- and/or multi-byte characters.
LC_MESSAGES8etermines the language in which messages are displayed.

If LC_CTYPEor LC_MESSAGESs not specified in the environment or is set to the empty string, the
value of LANGis used as a default for each unspecified or empty variable. If LANGis not specified or is
set to the empty string, a default of "C" (see lang (5)) is used instead of LANG

If any internationalization variable contains an invalid setting, paste behaves as if all internationaliza-
tion variables are set to "C". See environ (5).

International Code Set Support

Single- and multi-byte character code sets are supported.

RETURN VALUE

These commands return the following values upon completion:
0 Completed successfully.

>0 An error occurred.

EXAMPLES

List directory in one column:
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Is | paste -d" " -
List directory in four columns

Is | past e - - - -
Combine pairs of lines into lines

paste -s -d"\t\n" file

Notes
pr -t -m .. works similarly, but creates extra blanks, tabs and new-lines for a nice page layout.
DIAGNOSTICS
too many files Except for the -S option, no more than OPEN_MAX 3 input files can be
specified (see limits (5)).
AUTHOR

paste was developed by OSF and HP.

SEE ALSO
cut(1), grep(1), pr(1).

STANDARDS CONFORMANCE
paste : SVID2, SVID3, XPG2, XPG3, XPG4, POSIX.2
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NAME

patch - a program for applying a diff file to an original

SYNOPSIS

Non-XPG4 version
patch [options] orig patchfile [+[ options] orig]

patch < patchfile # usual form
XPG4 version

patch [-bINR ] [-c|-e]-n 1 [-d dir] [-D define]l [-i patchfile] [-0 outfile] [-p num]
[-r  rejectfile] lfile]

DESCRIPTION

patch will take a patch file containing any of the three forms of difference listing produced by the diff
program (normal, context or in the style of ed) and apply those differences to an original file, producing a
patched version. By default, the patched version is put in place of the original, with the original file
backed up to the same name with the extension “.orig ”, or as specified by the -b switch. Note that func-
tionality of this option varies for XPG4 version. You may also specify where you want the output to go
with a -0 switch. If patchfile is omitted, or is a hyphen, the patch will be read from standard input. For
XPG4 version, patchfile has to be specified as argument to -i switch. If this option is omitted or a hyphen
is specified as argument, the patch will read from standard input.

Upon startup, patch will attempt to determine the type of the diff listing, unless over-ruled by a -C , -e,
or -n switch. Context diffs and normal diffs are applied by the patch program itself, while ed diffs are
simply fed to the ed editor via a pipe.

patch will try to skip any leading garbage, apply the diff, and then skip any trailing garbage. Thus you
could feed an article or message containing a diff listing to patch, and it should work. If the entire diff is
indented by a consistent amount, this will be taken into account.

With context diffs, and to a lesser extent with normal diffs, patch can detect when the line numbers men-
tioned in the patch are incorrect, and will attempt to find the correct place to apply each hunk of the
patch. As a first guess, it takes the line number mentioned for the hunk, plus or minus any offset used in
applying the previous hunk. If that is not the correct place, patch will scan both forwards and backwards
for a set of lines matching the context given in the hunk. First patch looks for a place where all lines of
the context match. If no such place is found, and it’s a context diff, and the maximum fuzz factor is set to
1 or more, then another scan takes place ignoring the first and last line of context. If that fails, and the
maximum fuzz factor is set to 2 or more, the first two and last two lines of context are ignored, and
another scan is made. (The default maximum fuzz factor is 2.) Note that for XPG4 version maximum
fuzz factor can not be specified as an option and the default maximum fuzz factor is used. If patch cannot
find a place to install that hunk of the patch, it will put the hunk out to a reject file, which normally is the
name of the output file plus “rej ”. (Note that the rejected hunk will come out in context diff form
whether the input patch was a context diff or a normal diff. If the input was a normal diff, many of the
contexts will simply be null.) The line numbers on the hunks in the reject file may be different than in
the patch file: they reflect the approximate location patch thinks the failed hunks belong in the new file
rather than the old one.

As each hunk is completed, you will be told whether the hunk succeeded or failed, and which line (in the
new file) patch thought the hunk should go on. If this is different from the line number specified in the
diff you will be told the offset. A single large offset MAY be an indication that a hunk was installed in the
wrong place. You will also be told if a fuzz factor was used to make the match, in which case you should
also be slightly suspicious. Note that XPG4 version does not support verbose option. So, most of the diag-
nostic messages are not printed for this version. However user queries will always be displayed.

If no original file is specified on the command line, patch will try to figure out from the leading garbage
what the name of the file to edit is. In the header of a context diff, the filename is found from lines begin-
ning with “*** ” or “--- ” with the shortest name of an existing file winning. Only context diffs have lines
like that, but if there is an “Index: ” line in the leading garbage, patch will try to use the filename from
that line. The context diff header takes precedence over an Index line. If no filename can be intuited
from the leading garbage, you will be asked for the name of the file to patch.

(If the original file cannot be found, but a suitable SCCS or RCS file is handy, patch will attempt to get or
check out the file.)
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Additionally, if the leading garbage contains a “Prereq: ” line, patch will take the first word from the
prerequisites line (normally a version number) and check the input file to see if that word can be found.
If not, patch will ask for confirmation before proceeding.

The upshot of all this is that you should be able to say, while in a news interface, the following:
| patch -d /usr/src/local/blurfl
and patch a file in the blurfl directory directly from the article containing the patch.

If the patch file contains more than one patch, patch will try to apply each of them as if they came from
separate patch files. This means, among other things, that it is assumed that the name of the file to patch
must be determined for each diff listing, and that the garbage before each diff listing will be examined for
interesting things such as filenames and revision level, as mentioned previously. You can give switches
(and another original file name) for the second and subsequent patches by separating the corresponding
argument lists by a “+”. (The argument list for a second or subsequent patch may not specify a new patch
file, however.)

With XPG4 version, processing of multiple patches varies considerably. You can not specify different
options for different patches. Options remain same for all the patches. This also affects the contents of
output file specified with the -0 option. See the description of this option for more details.

patch recognizes the following switches:

2

-b  causes the next argument to be interpreted as the backup extension, to be used in place of “.orig
(For XPG4 version this option varies. With this option no argument is required and the option only
enables the backup process. Always default extension is used.)

-C  forces patch to interpret the patch file as a context diff.
-d  causes patch to interpret the next argument as a directory, and cd to it before doing anything else.

-D  causes patch to use the "#ifdef...#endif" construct to mark changes. The argument following will be
used as the differentiating symbol. Note that, unlike the C compiler, there must be a space between
the -D and the argument. (For XPG4 version this option varies. With this version "#ifndef" con-
structor is not used.)

-e forces patch to interpret the patch file as an ed script.

-f forces patch to assume that the user knows exactly what he or she is doing, and to not ask any ques-
tions. It does not suppress commentary, however. Use -S for that. (This option is not supported

by XPG4 version.) | p |

-F number
sets the maximum fuzz factor. This switch only applied to context diffs, and causes patch to ignore
up to that many lines in looking for places to install a hunk. Note that a larger fuzz factor increases
the odds of a faulty patch. The default fuzz factor is 2, and it may not be set to more than the
number of lines of context in the context diff, ordinarily 3. (This option is not supported by XPG4
version.)

-i This option is supported only by XPG4 version. It causes next argument to be interpreted as the
patch file name.

-l causes the pattern matching to be done loosely, in case the tabs and spaces have been munged in
your input file. Any sequence of whitespace in the pattern line will match any sequence in the input
file. Normal characters must still match exactly. Each line of the context must still match a line in
the input file.

-n  forces patch to interpret the patch file as a normal diff.
-N  causes paich to ignore patches that it thinks are reversed or already applied. See also -R.

-0 causes the next argument to be interpreted as the output file name. There are some added features
for the XPG4 version. Multiple patches for a single file will be applied to the intermediate versions
of the file created by any previous patches, and will result in multiple,concatenated versions of the
file being written to output file.

-p number
sets the pathname strip count, which controls how pathnames found in the patch file are treated, in
case the you keep your files in a different directory than the person who sent out the patch. The
strip count specifies how many backslashes are to be stripped from the front of the pathname. (Any
intervening directory names also go away.) For example, supposing the filename in the patch file

HP-UX 11i Version 2: August 2003 -2 - Hewlett-Packard Company  Section 1-673



1P|

patch(1) patch(1)

-V

was
lu/howard/src/blurfl/blurfl.c

setting -p or -pO gives the entire pathname unmodified, -pl gives
u/howard/src/blurfl/blurfl.c

without the leading slash, -p4 gives
blurfl/blurfl.c

and not specifying -p at all just gives you "blurfl.c". Whatever you end up with is looked for either
in the current directory, or the directory specified by the -d switch.

causes the next argument to be interpreted as the reject file name.

tells patch that this patch was created with the old and new files swapped. (Yes, I'm afraid that
does happen occasionally, human nature being what it is.) patch will attempt to swap each hunk
around before applying it. Rejects will come out in the swapped format. The -R switch will not
work with ed diff scripts because there is too little information to reconstruct the reverse operation.

If the first hunk of a patch fails, patch will reverse the hunk to see if it can be applied that way. If
it can, you will be asked if you want to have the -R switch set. If it can’t, the patch will continue to
be applied normally. (Note: this method cannot detect a reversed patch if it is a normal diff and if
the first command is an append (i.e. it should have been a delete) since appends always succeed, due
to the fact that a null context will match anywhere. Luckily, most patches add or change lines
rather than delete them, so most reversed normal diffs will begin with a delete, which will fail,
triggering the heuristic.)

makes patch do its work silently, unless an error occurs. (This option is not supported by XPG4 ver-
sion.)

causes patch to ignore this patch from the patch file, but continue on looking for the next patch in
the file. Thus

patch -S + -S + <patchfile
will ignore the first and second of three patches. (This option is not supported by XPG4 version.)

causes patch to print out it’s revision header and patch level. (This option is not supported by XPG4
version.)

-X number

sets internal debugging flags, and is of interest only to patch patchers. (This option is not supported
by XPG4 version.)

EXTERNAL INFLUENCES
Environment Variables
UNIX95 determines which version of patch is used. If this variable is set, patch exhibits XPG4 behaviour.

RETURN VALUE

The following exit values are returned for XPG4 version:

0  Successful completion.
1 One or more lines were written to a reject file.
>1 An error occurred.

For non-XPG4 version exit values vary as follows:

0  Successful completion or one or more lines were written to a reject file.
1 An error occurred.

DIAGNOSTICS
Too many to list here, but generally indicative that patch couldn’t parse your patch file.

The message “Hmm...

”

indicates that there is unprocessed text in the patch file and that patch is

attempting to intuit whether there is a patch in that text and, if so, what kind of patch it is.

Note that only few diagnostic messages are printed for XPG4 version, since it does not support verbose
option.
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WARNINGS
patch cannot tell if the line numbers are off in an ed script, and can only detect bad line numbers in a
normal diff when it finds a “change ” or a “delete ” command. A context diff using fuzz factor 3 may
have the same problem. Until a suitable interactive interface is added, you should probably do a context
diff in these cases to see if the changes made sense. Of course, compiling without errors is a pretty good
indication that the patch worked, but not always.

patch usually produces the correct results, even when it has to do a lot of guessing. However, the
results are guaranteed to be correct only when the patch is applied to exactly the same version of the file
that the patch was generated from.

The result obtained from the XPG4 options -C , -€ , -N which forces the patch command to interpret the
diff file either as a context diff or as an ed script or as a normal diff respectively is unspecified. For exam-
ple, if one forces the patch command to treat the context diff file as an ed script, the result is unspecified.
The same is true if one forces patch to treat an ed script as a context file and so on.. When a diff is forced
with the above options, the diff file is searched for patterns that are specific to that type of diff file. If the
diff file is not what was specified by the option, the file is checked for ed commands. If ed commands are
present in the diff file, then the file is assumed to be an ed_diff file and the patch proceeds.

FILES
Ivar/tmp/patch*

SEE ALSO
diff(1), ed(1).

NOTES FOR PATCH SENDERS
There are several things you should bear in mind if you are going to be sending out patches. First, you
can save people a lot of grief by keeping a patchlevel.h file which is patched to increment the patch level
as the first diff in the patch file you send out. If you put a Prereq: line in with the patch, it won’t let them
apply patches out of order without some warning. Second, make sure you've specified the filenames right,
either in a context diff header, or with an Index: line. If you are patching something in a subdirectory, be
sure to tell the patch user to specify a -p switch as needed. Third, you can create a file by sending out a
diff that compares a null file to the file you want to create. This will only work if the file you want to
create doesn’t exist already in the target directory. Fourth, take care not to send out reversed patches,
since it makes people wonder whether they already applied the patch. Fifth, while you may be able to get
away with putting 582 diff listings into one file, it is probably wiser to group related patches into separate
files in case something goes haywire. | p |

BUGS
Could be smarter about partial matches, excessively deviant offsets and swapped code, but that would
take an extra pass.

If code has been duplicated (for instance with #ifdef OLDCODE ... #else ... #endif), patch is incapable of
patching both versions, and, if it works at all, will likely patch the wrong one, and tell you that it suc-
ceeded to boot.

If you apply a patch you've already applied, patch will think it is a reversed patch, and offer to un-apply
the patch. This could be construed as a feature.

One more thing to be noted with respect to XPG4 version of patch. If you are using multiple patches for
different files, group patches that have to be applied to a single file. Otherwise, intermediate versions of
the previous patches of a file will not be used for the current patch.

STANDARDS CONFORMANCE
patch: XPG4
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NAME

pathalias - electronic address router

SYNOPSIS

pathalias [FiveDf | [l host] [-d link] [t link] [files]

DESCRIPTION

pathalias computes the shortest paths and corresponding routes from one host (computer system) to
all other known, reachable hosts. pathalias  reads host-to-host connectivity information on standard
input or in the named files, and writes a list of host-route pairs on the standard output.

Options
pathalias  recognizes the following options and command-line arguments:

-i Ignore case: map all host names to lowercase. By default, case is significant.

-C Print costs. Print the path cost (see below) before each host-route pair.

-V Verbose. Report some statistics on the standard error output.

-D Terminal domains. Domain members are terminal.

-f First hop cost. The printed cost is the cost to the first relay in a path instead of the cost

of the path itself; implies (and overrides) the -C option.

-l host Set local host name to host. By default, pathalias  discovers the local host name in a
system-dependent way.

-d link Declare a dead link, host, or network (see below). If link is of the form hostl!host2 ,
the link from hostl to host2 is treated as an extremely high cost (i.e., DEAD link. If link
is a single host name, that host is treated as dead and is used as an intermediate host of
last resort on any path. If/ink is a network name, the network requires a gateway.

-t link Trace input for link, host, or network on the standard error output. The form of link is
as above.

The public domain version of pathalias includes two undocumented options that are briefly described
in the Special Options section below.

Input Format
A line beginning with white space continues the preceding line. Anything following # on an input line is
ignored.

A list of host-to-host connections consists of a “from” host in column 1, followed by white space, followed
by a comma-separated list of “to’ hosts, called links. A link may be preceded or followed by a network
character to use in the route. Valid network characters are ! (default), @, : , and % A link (and network
character, if present) may be followed by a “cost” enclosed in parentheses. Costs can be arbitrary arith-
metic expressions involving numbers, parentheses, +, -, *, and / . Negative costs are prohibited. The fol-
lowing symbolic costs are recognized:

LOCAL 25 (local-area network connection)
DEDICATED 100 (high speed dedicated link)
DIRECT 200 (toll-free call)

DEMAND 300 (long-distance call)

HOURLY 500 (hourly poll)

EVENING 2000 (time restricted call)

DAILY 5000 (daily poll, also called POLLED)
WEEKLY 30000 (irregular poll)

In addition, DEADis a very large number (effectively infinite), and HIGH and LOWare -5 and +5
respectively, for baud-rate or quality bonuses/penalties, and FAST is -80, for adjusting costs of links that
use high-speed (9.6 Kbaud or more) modems. These symbolic costs represent an imperfect measure of
bandwidth, monetary cost, and frequency of connections. For most mail traffic, it is important to minim-
ize the number of hosts in a route, thus, e.g., HOURLVYis far greater than DAILY divided by 24. If no
cost is given, a default of 4000 is used.

For the most part, arithmetic expressions that mix symbolic constants other than HIGH, LOWand FAST
make no sense. For example, if a host calls a local neighbor whenever there is work, and additionally

polls every evening, the cost is DIRECT, not DIRECT+EVENING
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Some examples:

down princeton!(DEDICATED), tilt,
%thrash(LOCAL)

princeton  topaz!(DEMAND+LOW)

topaz @rutgers(LOCAL+1)

If a link is encountered more than once, the least-cost occurrence dictates the cost and network character.
Links are treated as bidirectional but asymmetric: for each link declared in the input, a DEADreverse
link is assumed.

If the “to” host in a link is surrounded by angle brackets, the link is considered terminal, and further
links beyond this one are heavily penalized. For example, with input

seismo <research>(10), research(100), ihnp4(10)
research allegra(10)
ihnp4 allegra(50)

the path from seismo to research is direct, but the path from seismo to allegra uses ihnp4
as a relay; not research

The set of names by which a host is known by its neighbors is called its aliases. Aliases are declared as
follows:

name=alias, alias ...

The name used in the route to or through aliased hosts is the name by which the host is known to its
predecessor in the route.

Fully connected networks, such as the ARPANET or a local-area network, are declared as follows:
net = { host, host, ...}

The host-list can be preceded or followed by a routing character (! by default), and can be followed by a
cost (4000 by default). The network name is optional; if not given, pathalias  creates one.

etherhosts = {rahway, milan, joliet}}(LOCAL)
ringhosts = @{gimli, alida, almo}(DEDICATED)
= {etherhosts, ringhosts}(0)

The routing character used in a route to a network member is the one encountered when “entering” the
network. See also the sections on gateways and domains. | p |

Connection data can be given while hiding host names by declaring
private { host, host, ...}

pathalias does not generate routes for private hosts, but can produce routes through them. The scope
of a private declaration extends from the declaration to the end of the input file in which it appears, or to
a private declaration with an empty host list, whichever comes first. The latter scope rule offers a way to
retain the semantics of private declarations when reading from the standard input.

Dead hosts, links, or networks can be presented in the input stream by declaring
dead { arg, ..}

where arg has the same form as the argument to the -d option.

To force a specific cost for a link, delete all prior declarations with
delete { host1! host2}

and declare the link as desired. To delete a host and all its links, use
delete { host}

Error diagnostics refer to the file in which the error was found. To alter the file name, use
file { filename}

Fine-tuning is possible by adjusting the weights of all links from a given host, as in
adjust { hostl, host-2(LOW), host3(-1)}

If no cost is given, a default of 4000 is used.
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Input from compressed (and uncompressed) files can be piped into pathalias with the following script.
for i in $* do

case $i in

*Z) echo "file {'expr $i : \(:*\).Z"}
zcat $i ;;

*) echo "file {$i}"
cat $i ;;

esac

echo "private {}"
done

Output Format

A list of host-route pairs is written to the standard output, where route is a string appropriate for use
with printf() (see printf(3S)), suchas

rutgers princeton!topaz!%s@rutgers

The %sin the route string should be replaced by the user name at the destination host (this task is nor-
mally performed by a mailer).

Except for domains (see below), the name of a network is never used in routes. Thus, in the earlier exam-
ple, the path from rahway to milan would be milan!%s , not etherhosts!milan!%s

Gateways
A network is represented by a pseudo-host and a set of network members. Links from the members to
the network have the weight given in the input, while the cost from the network to the members is zero.

If a network is declared dead, the member-to-network links are marked dead, which effectively prohibits
access to the network from its members.

However, if the input also shows an explicit link from any host to the network, then that host can be used
as a gateway (in particular, the gateway need not be a network member).

For example, suppose CSNETis declared dead on the command line and the input contains

CSNET = {...}
csnet-relay CSNET

Then routes to CSNEThosts will use cshet-relay as a gateway.

Domains
A network whose name begins with . is called a domain. Domains are presumed to require gateways;
i.e., they are DEAD The route given by a path through a domain is similar to that for a network, but here
the domain name is appended to the end of the name of the next host. Subdomains are permitted. For

example:
harvard .EDU # harvard is gateway to .EDU domain
.EDU = {{BERKELEY, .UMICH}
.BERKELEY = {ernie}
yields
ernie ...harvard!ernie. BERKELEY.EDU!%s

Output is given for the nearest gateway to a domain; e.g., the example above gives
.EDU ...lharvard!%s

Output is given for a subdomain if it has a different route than its parent domain, or if all its ancestor
domains are private.

If the -D option is given on the command line, pathalias treats a link from a domain to a host
member of that domain as terminal. This property extends to host members of subdomains, etc., and
discourages routes that use any domain member as a relay.

Special Options
The public domain version of pathalias includes two undocumented options that rewrite named files
with intermediate data of limited usage. Here are brief descriptions:

-g file Dump graph edges into file in the form host>host for simple connections and
host@<tab>host for network connections (from hosts to networks only).
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-S file Dump shortest path tree into file in the form host<tab>[@]host[! ]( cost) , including
both connections from hosts to networks and from networks to hosts. This data may
be useful for generating lists of one-way connections.

BUGS
The -i option should be the default.
The order of arguments is significant. In particular, -i and -t should appear early in the command
line.

pathalias  can generate hybrid (i.e., ambiguous) routes, which are abhorrent and most certainly should
not be given as examples in a manual entry. Experienced mappers largely shun '@ when preparing
input; this is historical, but also reflects UUCP’s simplistic syntax for source routes.

Mixed-mode paths are ambiguous because the precedence of @ versus ! is not specified, varies from host
to host, and is configurable. They should rarely be used.

Multiple @s in routes are prohibited by many mailers. To circumvent this restriction, mailers instead
support the “magic %” rule, described below. When pathalias would otherwise generate a path con-
taining multiple @s, it instead generates a path to which the “magic %” rule can be correctly applied.

Basically, the “magic %” rule for generating paths is “when constructing a path that would require multi-
ple @s, replace all but the right-most @ with %

When a mailer that supports the “magic %” rule receives a message that was routed to it via
..path..@host, it processes the route as follows:

1. Remove the trailing "@host" part of the route.

2. Examine the remaining route from right to left, proceeding to the next step when a "!" is seen.
If a ‘%’ is seen, change it to ‘@ and proceed to the next step immediately.

3. Continue processing the message using the modified route. If the modified route contains both
‘’ and ‘@ characters, the exact selection of the next host to route the message is governed by the
specific precedence of ‘' vs. ‘@ at this host.

For example, if a host, jazz.nonesuch.com , received a message with a path
fooljoe%castle.hrh.gov.uk @jazz.nonesuch.com |, the mailer would convert the

path to fooljoe @castle.hrh.gov.uk , and then forward it appropriately. If the host

were configured such that ‘" were of higher precedence than ‘@, the message would be for-

warded to host fo0 , which would then deliver the message to joe @castle.hrh.gov.uk . | p |
If instead jazz.nonesuch.com were configured with ‘@ as higher in precedence, it would

forward the message to host castle.hrh.gov.uk , which would then deliver it to fooljoe

(Clearly, pathalias could only correctly generate such a path if it knew the precedence at

host jazz.nonesuch.com ; since the database does not contain that information, such paths

from pathalias  should be viewed with suspicion.)

The -D option suppresses insignificant routes to domain members. This is benign, perhaps even
beneficial, but confusing, since the behavior is undocumented and somewhat unpredictable.

AUTHOR

pathalias  was developed by Peter Honeyman and Steven M. Bellovin.
FILES

newsgroup comp.mail.maps Likely location of some input files.
SEE ALSO

P.Honeyman and S.M. Bellovin, PATHALIAS or The Care and Feeding of Relative Addresses, in Proc. Summer
USENIX Conf., Atlanta, 1986.
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NAME
pathchk - check path names

SYNOPSIS
pathchk [-p 1 pathname...

DESCRIPTION
The pathchk command checks that one or more path names are valid and portable. By default, the
pathchk command checks each component of each path name specified by the pathname parameter
based on the underlying file system. An error message is written for each path name operand that:

e islonger than that allowed by the system.

e contains any component longer than that allowed by the system.

e contains any component in a directory that is not searchable.

e contains any character in any component that is not valid in its containing directory.

It is not considered an error if one or more components of a path name do not exist, as long as a file
matching the path name specified by the pathname parameter could be created that does not violate any
of the checks above.

More extensive portability checks are performed when the -p flag is specified.
Options
The pathchk command supports the following option:

-p Performs path name checks based on POSIX portability standards instead of the underly-
ing file system. An error message is written for each path name that:

« islonger than POSIX _PATH_MAXytes.
« contains any component longer than _POSIX_NAME_MAXytes.
e contains any character in any component that is not in the portable file name char-

acter set.

EXTERNAL INFLUENCES
Environment Variables
| p | LC_MESSAGES8etermines the language in which messages are displayed.

If LC_MESSAGES not specified in the environment or is set to the empty string, the value of LANGis
used as a default for each unspecified or empty variable. If LANGis not specified or is set to the empty
string, a default of "C" (see lang (5)) is used instead of LANG

If any internationalization variable contains an invalid setting, pathchk behaves as if all international-

ization variables are set to "C". See environ (5).

International Code Set Support
Single-byte and multi-byte character code sets are supported.

RETURN VALUE

Upon successful completion, pathchk returns zero; otherwise it returns nonzero to indicate an error.
EXAMPLES
To check the validity and portability of the
/users/mary/work/tempfiles
path name on your system, use:
pathchk /users/mary/work/tempfiles
To check the validity and portability of the
/users/mary/temp
path name for POSIX standards, use:
pathchk -p /users/mary/temp
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STANDARDS CONFORMANCE
pathchk :XPG4, POSIX.2

1P|

HP-UX 11i Version 2: August 2003 -2 - Hewlett-Packard Company  Section 1-681



1P|

pax(1) pax(1)

NAME

pax - Extracts, writes, and lists archive files; copies files and directory hierarchies

SYNOPSIS
Listing Member Files of Archived Files

pax [-cdnv ]| [-f archive] [-S replstr | ... [pattern ...]

Extracting Archive Files

pax -r [-cdiknuvy 1 [-f archivel [-p string 1 ... [-S replstr | ... [pattern ...]

Writing Archive Files

pax -w [-adituvXy 1 [-b blocking] [-f archive] [-S replstr 1 ... [-X format] [file ...]

Copying Files

pax -r -w [-dikintuvXy ] [-p string 1 ... [-S replstr | ... [file ...] directory

DESCRIPTION

The pax command extracts and writes member files of archive files; writes lists of the member files of
archives; and copies directory hierarchies. The -r and -w flags specify the archive operation performed
by the pax command.

The pattern argument specifies a pattern that matches one or more paths of archive members. A \
(backslash) character is not recognized in the pattern argument and it prevents the subsequent character
from having any special meaning. If no pattern argument is specified, all members are selected in the
archive.

If a pattern argument is specified, but no archive members are found that match the pattern specified, the
pax command detects the error, exits with a nonzero exit status, and writes a diagnostic message.

The paX command can read both tar and cpio archives. In the case of Cpio , this means that pax
can read ASCII archives (which are created with cpi0 -C ) and binary archives (which are created
without the -C flag). The supported archive formats are automatically detected on input.

pax can also write archives that tar and Cpi0 can read; by default, pax writes archives in the
ustar extended tar interchange format. paX also writes ASCII cpio archives; use the -X Cpio
flag to specify this extended Cpio output format.

Options

-a Appends files to the end of the archive. Certain devices might not support appending.

-b blocking Specifies the block size for output to be the positive decimal integer of bytes specified by
the blocking argument. The block size value cannot exceed 32,256. Blocking is automati-
cally determined on input.

Do not specify a value for the blocking argument larger than 32768. Default blocking
when creating archives depends on the archive format. (See the -X flag description.)

-C Matches all file or archive members except those specified by the pattern or file argu-
ments.
-d Causes directories being copied or archived, or archived directories being extracted, to

match only the directory or archived directory itself and not the contents of the directory
or archived directory.

-f archive Specifies the path of an archive file to be used instead of standard input (when the -w
flag is not specified) or the standard output (when the -w flag is specified but the -r
flag is not). When specified with the -a flag, any files written to the archive are
appended to the end of the archive.

-i Renames files or archives interactively. For each archive member that matches the pat-
tern argument or file that matches a file argument, a prompt is written to the terminal
(/devi/tty ) that contains the name of a file or archive member. A line is then read from
the terminal. If this line is empty, the file or archive member is skipped. If this line con-
sists of a dot, the file or archive member is processed with no modification to its name.
Otherwise, its name is replaced with the contents of the line. The pax command
immediately exits with a nonzero exit status if an End-of-File is encountered when read-
ing a response or if it cannot read or write to the terminal.
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Prevents the pax command from writing over existing files.

Links files when copying files. When both -r and -w are specified, hard links are esta-
blished between the source and destination file hierarchies whenever possible.

Selects the first archive member that matches each pattern argument. No more than one
archive member is matched for each pattern (although members of type directory will
still match the file hierarchy rooted at that file).

Specifies one or more file characteristics to be retained or discarded on extraction. The
string argument consists of the characters a, €, m 0, and p. Multiple characteristics can
be concatenated within the same string and multiple -p flags can be specified. The
specification flags have the following meanings:

a Does not retain file-access times.

e Retains the user ID, group ID, access permission, access time, and modification
time.

m  Does not retain file-modification times.
0 Retains the user ID and the group ID.
p Retains the access permission.

Note that "retain" means that an attribute stored in the archive is given to the extracted
file, subject to the permissions of the invoking process; otherwise, the attribute is deter-
mined as part of the normal file creation action.

If neither the e nor the 0 flag is specified, or the user ID and group ID are not retained,
the pax command does not set the S _ISUID and S _ISGID bits of the access permis-
sion. If the retention of any of these items fails, the paxX command writes a diagnostic
message to standard error. Failure to retain any of the items affects the exit status, but
does not cause the extracted file to be deleted. If specification flags are duplicated or
conflict with each other, the ones given last take precedence. For example, if -p eme is
specified, file-modification times are retained.

Reads an archive file from the standard input.

Modifies file-member or archive-member names specified by the pattern or file arguments
according to the substitution expression replstr, using the syntax of the ed command.
The substitution expression has the following format:

-s/ old/ new! [gp]

where as in the ed command, old is a basic regular expression and new can contain an
& (ampersand), \ n (n is a digit) back references, or subexpression matching. The old
string can also contain newline characters.

Any nonnull character can be used as a delimiter (the / (slash) character is the delimiter
in the previous format). Multiple -S flag expressions can be specified; the expressions
are applied in the order specified, terminating with the first successful substitution. The
optional trailing ¢ character performs as in the e€d command. The optional trailing p
character causes successful substitutions to be written to the standard error. File-
member or archive-member names that substitute to the empty string are ignored when
reading and writing archives.

Causes the access times of the archived files to be the same as they were before being
read by the pax command.

Ignores files that are older (having a less recent file modification time) than a preexisting
file or archive member with the same name.

When extracting files (-r flag), an archive member with the same name as a file in the
file system is extracted if the archive member is newer than the file.

When writing files to an archive file (-w flag), an archive member with the same name as
a file in the file system is superseded if the file is newer than the archive member.

When copying files to a destination directory (-rw flags), the file in the destination
hierarchy is replaced by the file in the source hierarchy or by a link to the file in the
source hierarchy if the file in the source hierarchy is newer.
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-V Writes information about the process. If neither the -r or -w flags are specified, the -v
flag produces a verbose table of contents that resembles the output of IS -1; otherwise,
archive-member pathnames are written to standard error.

-wW Writes files to the standard output in the specified archive format.
-X format Specifies the output archive format. The paX command recognizes the following formats:
cpio Extended cpio interchange format. The default blocking value for this

format for character special archive files is 5120. Blocking values from
512 to 32,256 in increments of 512 are supported.

ustar Extended tar interchange format. This is the default output archive
format. The default blocking value for this format for character special
archive files is 10240. Blocking values from 512 to 32,256 in increments
of 512 are supported.

Any attempt to append to an archive file in a format different from the existing archive
format causes the pax command to exit immediately with a nonzero exit status.

-X When traversing the file hierarchy specified by a pathname, the pax command does not
descend into directories that have a different device ID.

-y Prompts interactively for the disposition of each file. Substitutions specified by -S flags
are performed before you are prompted for disposition. An EOF marker or an input line
starting with the character ( causes pax to exit. Otherwise, an input line starting with
anything other than Yy causes the file to be ignored. This flag cannot be used in conjunc-
tion with the -i flag.

Option Interaction and Processing Order

The flags that operate on the names of files or archive members (-C , -i ,-n,-S, -U, and -V ) interact as
follows.

When extracting files (-r flag), archive members are selected, using the modified names, according to the
user-specified pattern arguments as modified by the -C , -n , and -u flags. Then, any -S and -i flags
modify, in that order, the names of the selected files. The -v flag writes the names resulting from these
modifications.

When writing files to an archive file (-w flag), or when copying files, the files are selected according to the
user-specified pathnames as modified by the -n and -u flags. Then, any -S and -i flags modify, in
that order, the names resulting from these modifications. The -v flag writes the names resulting from
these modifications.

If both the -u and -n flags are specified, the pax command does not consider a file selected unless it is
newer than the file to which it is compared.

Listing Member Files of Archived Files

When neither the -r nor the -w flags are specified, the pax command writes the names of the
members of the archive file read from the standard input, with pathnames matching the specified pat-
terns, to the standard output. If a named file is a directory, the file hierarchy contained in the directory is
also written. You can specify the paX command without the -r or -w flags withthe-c ,-d,-f ,-n, -
S, and -V flags, and with the pattern argument.

If neither the -r or -w flags are included, pax lists the contents of the specified archive, one file per
line. pax lists hard link pathnames as follows:

pathname ==linkname
pax lists symbolic link pathnames as follows:
pathname-> linkname

In both of the preceding cases, pathname is the name of the file that is being extracted, and linkname is
the name of a file that appeared earlier in the archive.

If the -v flag is specified, the listing of hard link pathnames is output in the IS -| command format.

Extracting Archive Files

When the -r flag is specified, but the -w flag is not, the pax command extracts the members of an
archive file read from the standard input, and with pathnames matching the pattern argument if one is
specified. If an extracted file is a directory, the file hierarchy contained in the directory is also extracted.
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The extracted files are created relative to the current file hierarchy. The -r flag can be specified with
the-c,-d,-f ,-n,-s,and -v flags, and a pattern argument.

The access and modification times of the extracted files are the same as the archived files. The access per-
missions of the extracted files remain as archived unless affected by the user’s default file creation mode.
The S _ISUID and S_ISGID bits of the extracted files are cleared.

If intermediate directories are necessary to extract an archive member, the pax command creates the
directories with access permissions set as the bitwise inclusive OR of the values of the S_IRWXU

S IRWXGand S_IRWXQoptions.

If the selected archive format supports the specification of linked files (both the tar and cpio formats
do), it is an error if these files cannot be linked when the archive is extracted. pax informs you of the
error and continues processing.

Writing Archive Files
When the -w flag is specified and the -r flag is not, the pax command writes the contents of the files
specified by the file arguments to the standard output in an archive format. If no file arguments are
specified, a list of files to copy, one per line, is read from the standard input. When the file argument
specifies a directory, all of the files contained in the directory are written. The -w flag can be specified
withthe-b ,-d,-f ,-i ,-s,-t ,-u,-v,-x,and -X flags and with file arguments.

If -w is specified, but no files are specified, standard input is used. If neither -f or -w are specified,
standard input must be an archive file.

Copying Files
When both the -r and -w flags are specified, the pax command copies the files specified by the file
arguments to the destination directory specified by the directory argument. If no file arguments are
specified, a list of files to copy, one per line, is read from the standard input. If a specified file is a direc-
tory, the file hierarchy contained in the directory is also copied. The -r and -w flags can be specified
withthe-d ,-i ,-k,-l ,-p,-n,-s,-t ,-u,-v,and -X flags and with the file arguments. A directory
argument must be specified.

Copied files are the same as if they were written to an archive file and subsequently extracted, except
that there may be hard links between the original and the copied files.

RETURN VALUE
The pax command returns a value of 0 (zero) if all files were successfully processed; otherwise, pax | p |
returns a value greater than 0 (zero).

EXAMPLES
To copy the contents of the current directory to the tape drive, enter:
pax -w -f /dev/irmt/Om .
To copy the olddir  directory hierarchy to newdir enter:

mkdir newdir
cd olddir
pax -rw olddir newdir

To read the archive a.pax , with all files rooted in the directory /uUSr in the archive extracted relative to
the current directory, enter:

pax -r -s '/f*usrl//*,] -f a.pax
All of the preceding examples create archives in tar format.

The following pairs of commands demonstrate conversions from Cpi0 and tar to pax. In all cases, the
examples show comparable command-line usage rather than identical output formats. The -X flag can
be specified to the pax commands shown here, producing archives to select specific output formats:

Is * | cpio -ocv

pax -wdv *

find /mydir -type f -print | cpio -oc

find /mydir -type f -print | pax -w

cpio -icdum < archive

pax -r < archive
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(cd ffromdir;find . -print) | cpio -pdlum /todir
pax -rwl /fromdir /todir

tar cf archive *
pax -w -f archive *

tar xfv - < archive
pax -rv < archive

(cd ffromdir; tar c f-.)] (cd ftodir; tar xf -)
pax -rw /fromdir /todir

Notes
When you use the -i flag (interactively renames files) on files to which there are hard links, pax does
not create hard links to the renamed files.

WARNINGS
Because of industry standards and interoperability goals, pax does not support the archival of files larger
than 8GB or files that have user/group IDs greater than 2048K. Files with user/group IDs greater than
2048K are archived and restored under the user/group ID of the current process, unless the
uname/gname exists.

AUTHOR
pax was developed by Mark H. Colburn, OSF, and HP.

SEE ALSO
ed(1), tar(4).

STANDARDS CONFORMANCE
pax: XPG4, POSIX.2

This implementation of pax is based upon a POSIX.2 draft specification. HP intends to update pax to
meet the final POSIX.2 Standard once it completes, and thus the pax implementation is likely to change
in a future release of HP-UX, possibly in ways incompatible with the current implementation. HP recom-
mends using the current implementation only if absolutely necessary.
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NAME
pg - file perusal filter for soft-copy terminals

SYNOPSIS
pPg [- number] [-p string ] [-cefnrs | [+linenumber ] [+/ pattern] [file ...]

Remarks
Pg and more are both used in similar situations (see more(1)). Text highlighting features supported by
more are not available from pg. However, pg has some useful features not provided by more.

DESCRIPTION
Pg is a text file filter that allows the examination of files one screenful at a time on a soft-copy terminal.
If - is used as a file argument, or pPg detects NULL arguments in the comand line, the standard input is
used. Each screenful is followed by a prompt. To display a new page, press Return. Other possibilities
are enumerated below.

This command is different from other paginators such as more in that it can back up for reviewing some-
thing that has already passed. The method for doing this is explained below.

In order to determine terminal attributes, pg scans the terminfo  data base for the terminal type
specified by the environment variable TERM(see terminfo(4)). If TERMis not defined, terminal type
dumbis assumed.

Options
Pg recognizes the following command line options:
- number number is an integer specifying the size (in lines) of the window that pg is to use
instead of the default (on a terminal containing 24 lines, the default window size is
23).
-p string Causes pg to use string as the prompt. If the prompt string contains a %d the first

occurrence of %din the prompt is replaced by the current page number when the
prompt is issued. The default prompt string is a colon (: ).

-C Home the cursor and clear the screen before displaying each page. This option is
ignored if clear_screen is not defined in the terminfo  data base for this ter-
minal type.

-e Causes pg to not pause at the end of each file.

-f Normally, pg splits lines longer than the screen width, but some sequences of char-

acters in the text being displayed (such as escape sequences for underlining) gen-
erate undesirable results. The -f option inhibits pg from splitting lines.

-n Normally, commands must be terminated by a new-line character. This option
causes an automatic end-of-command as soon as a command letter is entered.

-r Restricted mode. The shell escape is disallowed. pg will print an error message
but does not exit.

-S Causes pg to print all messages and prompts in standout mode (usually inverse
video).

+linenumber  Start display at linenumber.

+/ pattern/ Start up at the first line containing text that matches the regular expression pat-
tern.

pg looks in the environment variable PGto preset any flags desired. For example, if you prefer to view
files using the -C mode of operation, the POSIX-shell command sequence PG=-C’ ; export PG or
the C-shell command setenv PG -C causes all invocations of pg, including invocations by programs
such as man and mMsgs, to use this mode. The command sequence to set up the PGenvironment vari-
able is normally placed in the user .profile or .cshrc file. No form of quoting is provided, so the
string and pattern arguments are limited to single word.

The responses that can be typed when pg pauses can be divided into three categories: those causing
further perusal, those that search, and those that modify the perusal environment.

Commands that cause further perusal normally take a preceding address, an optionally signed number
indicating the point from which further text should be displayed. This address is interpreted either in
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pages or lines, depending on the command. A signed address specifies a point relative to the current page
or line; an unsigned address specifies an address relative to the beginning of the file. Each command has
a default address that is used if none is provided.

Perusal commands and their defaults are as follows:

(+1)<newline> or <blank >
Displays one page. The address is specified in pages.

+1) | With a relative address, pg simulates scrolling the screen, forward or backward,
the number of lines specified. With an absolute address pg prints a screenful
beginning at the specified line.

(+1) dor "D Simulates scrolling a half-screen forward or backward.
if Skip i screens of text.

iz Same as newline except that i , if present, becomes the new default number of lines
per screenful.

The following perusal commands take no address:
.or 'L Typing a single period causes the current page of text to be redisplayed.
$ Displays the last windowful in the file. Use with caution when the input is a pipe.

The following commands are available for searching for text patterns in the text. The Basic Regular
Expression syntax (see regexp (5)) is supported. The terminal / , ~, or ? can be omitted from the pattern
search commands. Regular expressions must always be terminated by a new-line character, even if the
-N option is specified.

il pattern/ Search forward for the ith (default i=1) occurrence of pattern. Searching begins
immediately after the current page and continues to the end of the current file,
without wrap-around.

i” pattern”

i?pattern ? Search backwards for the ith (default i=1) occurrence of pattern. Searching begins
immediately before the current page and continues to the beginning of the current
file, without wrap-around. The "~ notation is useful for Adds 100 terminals which
cannot properly handle the ?.

After searching, pg normally displays the line found at the top of the screen. This can be modified by
appending mor b to the search command to leave the line found in the middle or at the bottom of the
window from now on. The suffix t can be used to restore the original situation.

Pg users can modify the perusal environment with the following commands:

in Begin perusing the ith next file in the command line. The i is an unsigned number,
default value is 1.

ip Begin perusing the ith previous file in the command line. i is an unsigned number,
default is 1.

ALY Display another window of text. Ifi is present, set the window size to i.

S filename Save the input in the named file. Only the current file being perused is saved. The
white space between the S and filename is optional. This command must always be
terminated by a new-line character, even if the -n option is specified.

h Help by displaying an abbreviated summary of available commands.
qor Q Quit pg.
I command command is passed to the shell, whose name is taken from the SHELL environment

variable. If this is not available, the default shell is used. This command must
always be terminated by a new-line character, even if the -n option is specified.

At any time when the output is being sent to the terminal, the user can press the quit key (normally
CTRL-\), the interrupt (break) key or the DEL key. This causes pg to stop sending output, and display
the prompt. The user may then enter one of the commands in the normal manner. Unfortunately, some
output is lost when this is done, due to the fact that any characters waiting in the terminal’s output queue
are flushed when the quit signal occurs.
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If the standard output is not a terminal, pg is functionally equivalent to cat (see cat(1)), except that a
header is printed before each file if more than one file is specified.

EXTERNAL INFLUENCES
Environment Variables
LC_COLLATEdetermines the collating sequence used in evaluating regular expressions.
LC_CTYPEdetermines the interpretation of text as single and/or multi-byte characters, and the charac-
ters matched by character class expressions in regular expressions.

LANGdetermines the language in which messages are displayed.

If LC_COLLATEor LC_CTYPEis not specified in the environment or is set to the empty string, the
value of LANGis used as a default for each unspecified or empty variable. If LANGis not specified or is
set to the empty string, a default of "C" (see lang(5)) is used instead of LANG If any internationalization
variable contains an invalid setting, pg behaves as if all internationalization variables are set to "C".

See environ (5).

International Code Set Support
Single- and multi-byte character code sets are supported.

EXAMPLES

To use pg when reading system news:

news | pg -p "(Page %d):"

WARNINGS
If terminal tabs are not set every eight positions, undesirable results may occur.
When using pg as a filter with another command that changes the terminal I/O options (such as
crypt (1)), terminal settings may not be restored correctly.

While waiting for terminal input, pg responds to BREAK DEL and "~ by terminating execution.
Between prompts, however, these signals interrupt pg’s current task and place the user in prompt mode.
These should be used with caution when input is being read from a pipe, because an interrupt is likely to
terminate the other commands in the pipeline.

Users of more will find that the z and f commands are available, and that the terminal /, *, or ? can
be omitted from the pattern search commands.

FILES
lusr/share/lib/terminfo/?/* terminal information data base
Itmp/pg* temporary file when input is from a pipe
SEE ALSO

crypt(1), grep(1), more(1), terminfo(4), environ(5), lang(5), regexp(5).

STANDARDS CONFORMANCE
pg: SVID2, SVID3, XPG2, XPG3

HP-UX 11i Version 2: August 2003 -3- Hewlett-Packard Company  Section 1-689

1P|



1P|

pipcrm(1) pipcrm(1)

NAME
pipcrm - remove a POSIX message queue or a POSIX named semaphore
SYNOPSIS
pipcrm  [option]...
DESCRIPTION
The pipcrm command removes one or more specified POSIX message queue or POSIX named sema-
phore.
Options

The identifiers are specified by the following option s:

-0 msqname Unlinks the queue name from the message queue specified by the argument,
msqname. If there are no processes with existing open descriptors for the message
queue, the queue is destroyed. If one or more processes have the message queue
open, the removal of the queue is postponed until all descriptors for the queue have
been closed.

-S semname Unlinks the semaphore name from the semaphore specified by the argument, sem-
name. If there are no processes with existing open descriptors for the semaphore,
the semaphore is destroyed. If one or more processes have the semaphore open, the
removal of the semaphore is postponed until all descriptors for the semaphore have
been closed.

The details of the removals are described in mqg_unlink(2), and sem_unlink(2). The names can be found
by using pipcs (see pipcs(1)).

SEE ALSO
pipes(1), mgq_unlink(2), mq_open(2), mq_send(2), mq_receive(2), sem_unlink(2), sem_open(2),
sem_wait(2), sem_post(2).

STANDARDS CONFORMANCE
pipcrm : NONE
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NAME

pipcs - report status of POSIX interprocess communication facilities

SYNOPSIS
pipcs [-gs ] [-abo ]

DESCRIPTION
pipcs displays certain information on active POSIX interprocess communication facilities. When no
options are specified, pipcsS displays information in short format for the POSIX message queues and
POSIX named semaphores that are currently active in the system.

Options
The following options restrict the display to the corresponding facilities.
(none) This is equivalent to -(S .
-q Display information on active POSIX message queues.
-S Display information on active POSIX named semaphores.

The following options add columns of data to the display. See "Column Description" below.

(none) Display default columns: for all facilities: T, MODE OWNERGROUP REFCNT
NAME

-a Display all columns, as appropriate. This is equivalent to -bo .

-b Display largest-allowable-size information: for POSIX message queues: QBYTES

-0 Display information on outstanding usage: for POSIX message queues: QNUM

MNUMfor POSIX named semaphores: VAL, IVAL .

Column Descriptions
The column headings and the meaning of the columns in an pPipcS listing are given below. The columns
are printed from left to right in the order shown below.

T Facility type:
q POSIX message queue
S POSIX named semaphore

MODE The facility access modes and flags: The mode consists of 9 characters that are
interpreted as follows:

The 9 characters are interpreted as three sets of three characters each. The first set
refers to the owner’s permissions, the next to permissions of others in the group of
the facility entry, and the last to all others.

Within each set, the first character indicates permission to read, the second charac-
ter indicates permission to write or alter the facility entry, and the last character is
currently unused.

r Read permission is granted.
W  Write permission is granted.
a Alter permission is granted.
- The indicated permission is not granted.

OWNER The login name of the owner of the facility entry.
GROUP The group name of the group of the owner of the facility entry.
REFCNT The reference count value of the facility entry. Reference count of the POSIX mes-

sage queue represents number of simultaneous open for the associated one. Simi-
larly reference count of the POSIX named semaphore represents number of process
referencing the associated one.

NAME The name of the facility entry.
QNUM The number of messages currently outstanding on the associated POSIX message
queue.
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MNUM The maximum number of messages allowed on the associated POSIX message
queue.
QBYTES The maximum number of bytes allowed in messages outstanding on the associated
POSIX message queue.
VAL The current value on the associated POSIX named semaphore.
IVAL The initial value hold on the associated POSIX named semaphore.
WARNINGS

pipcs produces only an approximate indication of actual system status because system processes are
continually changing while pipcs is acquiring the requested information.

Do not rely on the exact field widths and spacing of the output, as these will vary depending on the sys-
tem, the release of HP-UX, and the data to be displayed.

FILES
letc/group Group names
letc/passwd User names
SEE ALSO

piperm(1), mq_open(2), mgq_close(2), sem_open(2), sem_close(2), mgq_unlink(2), sem_unlink(2),
mgq_send(2), mq_receive(2), sem_wait(2), sem_post(2).

STANDARDS CONFORMANCE
pipcs : NONE

1P|
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NAME
pppd - PPP daemon

SYNOPSIS
pppd [options... ]

DESCRIPTION

pppd (1)

pppd is a daemon process used in UNIX systems to manage connections to other hosts using PPP (Point
to Point Protocol) or SLIP (Serial Line Internet Protocol). It uses the UNIX host’s native serial ports. It
communicates with the UNIX kernel’s own TCP/IP implementation via the HP IP tunnel driver.

The functionality supplied by this daemon supersedes that provided by ppl(1) in HP-UX prior to Release
10.30. ppl only supported the SLIP and CSLIP (Compressed Header SLIP) protocols.

Daemon Management Options

auto

up

dedicated

altdelay  delay
nodetach

log log-file

acct acct-file
filter filter-file

debug debug-level

Start in ‘autocall’ mode and detach from the controlling terminal to run as a
daemon. Initiate a connection in response to a packet specified in the ‘bringup’
category in filter-file. Requires the remote address.

When used with auto , bring the link up immediately rather than waiting for
traffic. If the link goes down, attempt to restart it (after the call retry delay
timer expires) without waiting for an outbound packet.

Treat the connection as a dedicated line rather than a demand-dial connec-
tion. This option tells pppd to never give up on the connection; that is, if the
peer tries to shut down the link, go ahead and do so, but then immediately try
to reestablish the connection. Similarly, when first trying to connect, pppd
will not give up after sending a fixed number of Configure-Request messages.
Hangup events (LQM failures, loss of Carrier Detect) will still cause the device
to be closed, just as with dial-up connections, and the Systems file will then
be checked for alternate entries. If none are available, the connection will be
reestablished after the call retry delay timer expires. Use a short call retry
delay timer on dedicated circuits; something like Any;5-30 should work
well. Implies Up.

Set the delay of delay seconds between dialing each alternate numbers in the
Systems file for the same destination. The default value is 1 second.

Don’t detach from the controlling terminal in ‘autocall’ mode. When used with
log - , this can be useful for watching the progress of the PPP session.

Append logging messages to log-file (default: /var/adm/pppd.log ).

Append session accounting messages to acct-file. If acct-file is the same as
log-file, the session accounting messages will be interleaved with other logging
information.

Look in filter-file for packet filtering and link management information

(default: /etc/ppp/Filter ).

Set the log file verbosity to the following debug-level and each debugging ver-
bosity level also provides the information of all the lower-numbered levels.

0 Daemon start messages

Link status messages, calling attempts (the default)
Chat script processing, input framing errors

LCP, IPCP, PAP and CHAP negotiation

LQM status summaries

IP interface changes

IP message summaries

Full LQM reports

All PPP messages (without framing)

0 I O Ot b~ W N =
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exec exec-cmd

nonice

Communications Options
asyncmap async-map

noasyncmap
escape odd-character

device
comm-speed
ignore-cd

xonxoff

telnet

pppd (1)

9  Characters read or written
10 Procedure call messages
11 Internal timers

Run ‘exec-cmd up addr args’ when the link comes up, and ‘exec-cmd down
addr args’ when it goes down. Addr is the IP address of the peer, and args is
the list of arguments given to pppd.

Run at a normal user process priority, rather than using the nice() library rou-
tine to elevate pppd scheduling priority to -10.

Set the desired Async Control Character Map to async-map, expressed in C-
style hexadecimal notation (default 0xA0000).

Disable LCP Async Control Character Map negotiation.

In addition to those characters specified in the PPP Async Control Character
Map (which can include only 0x00 through 0x1F), also apply the escaping
algorithm when transmitting odd-character. The value of odd-character must
be between 0x00 and OxFF, and cannot be any of 0x5E, 0x7D or 0x7E.

Odd-character can be specified as a decimal number, in C-style hexadecimal
notation, or as an ASCII character with optional *” control-character notation.
For example, the XON character could be specified as 17, 0x11, or "Q.

If a character specified with the escape argument, when transformed into its
escaped form, would be the same as a character contained in the peer’s nego-
tiated Async Control Character Map, a warning will be printed in the log file
and the character specified on the command line will not be escaped.

If a character specified with the escape argument, when transformed into its
escaped form, would be the same as a character specified in another escape
argument on the daemon’s command line, pppd will print an error message
and exit.

Communicate over the named device (default /dev/tty ).
Set communications rate to comm-speed bits per second.

Ignore the state of the CD (Carrier Detect, also called DCD, Data Carrier
Detect) signal. This is useful for systems that don’t support CD but want to
run PPP over a dedicated line.

Set the line to use in-band (‘software’) flow control, using the characters DC3
("S, XOFF, ASCII 0x13) to stop the flow and DC1 ("Q, XON, ASCII 0x11) to
resume. (The default is to use no flow control.) For an outbound connection,
this may be specified either in Devices or on the pppd command line.

When used on an answering pppd command line, negotiate the telnet binary
option and understand telnet escape processing. Not for use with device or
auto .

Link Management Options

nooptions
noaccomp
noprotcomp
slip

extra-slip-end

Disable all LCP and IPCP options.
Disable HDLC Address and Control Field compression.
Disable LCP Protocol Field Compression.

Use RFC 1055 SLIP packet framing rather than PPP packet framing. Dis-
ables all option negotiation, and implies noasyncmap , noipaddress |,
vjslots 16 , novjcid , nomagic , nomru, and mru 1006. Implies
vjcomp if peer sends a header-compressed TCP packet.

When running in SLIP mode, prepend a SLIP packet framing character (0xCO0)
to each frame before transmission, even if this frame immediately follows the
previous frame. By default, pppd transmits only one framing character
between adjacent SLIP frames.
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extra-ppp-flag

nomagic

mru mru-size
nomru

active
passive

timeout restart-time

Igrinterval time

Igthreshold min/per

echolgm

nolgm

pppd (1)

When running in PPP mode, prepend a PPP packet framing character (0x7E)
to each frame before transmission, even if this frame immediately follows the
previous frame. By default, pppd transmits only one framing character
between adjacent PPP frames.

Disable LCP Magic Number negotiation.

Set LCP Maximum Receive Unit value to mru-size for negotiation. The
default is 1500 for PPP and 1006 for SLIP.

Disable LCP Maximum Receive Unit negotiation, and use 1500 for our inter-
face.

Begin LCP parameter negotiation immediately (the default).

Do not send our first LCP packet until we receive an LCP packet from the
peer.

Set the LCP, IPCP, CCP, PAP, and CHAP option negotiation restart timers to
restart-time (default 3 seconds).

Send Link-Quality-Reports or Echo-Requests every time seconds (default 10
seconds). If the peer responds with a Protocol-Reject, send LCP Echo-
Requests every time seconds instead, and use the received LCP Echo-Replies
for link status policy decisions.

Set a minimum standard for link quality by considering the connection to have
failed if fewer than min out of the last per LQRs we sent have been responded
to by the peer (default 1/5).

Use LCP Echo-Requests rather than standard Link-Quality-Report messages
for link quality assessment and policy decisions. The peer can override this if
it actively tries to configure Link Quality Monitoring unless the nolgm

parameter is also specified.

Don’t send or recognize Link-Quality-Report messages. If echolgm is also
specified, Echo-Request messages will be used to detect link failures.

idle  idle-timel/l session-idle-time]

max-configure  tries
max-terminate  tries

max-failure tries

IP Options
local : remote

Shut down the link when idle-time seconds pass without receiving or transmit-
ting a packet specified in the ‘keepup’ category in the filter file (default is to
never consider the link idle).

If session-idle-time is specified and any TCP sessions are open, shut down the
link when session-idle-time seconds pass without receiving or transmitting a
packet.

Set the PPP Max-Configure counter (the maximum number of Configure-
Requests sent without a response) to tries.

Set the PPP Max-Terminate counter (the maximum number of Terminate-
Requests sent without a response) to tries.

Set the PPP Max-Failure counter (the maximum number of Configure-Naks
sent without a positive response) to tries.

The address of this machine, followed by the expected address for the remote
machine. Can be specified either as symbolic names or as literal IP addresses,
if their addresses cannot be discovered locally without using the PPP link.

Both addresses are optional, but a colon by itself is not valid, and the remote
address is required when running as a daemon in ‘autocall’ mode. If only
local : is specified when receiving an incoming call, the remote address will be
discovered during IPCP IP-Address negotiations.

If either address is followed by a tilde character (“’), or if the tilde appears
alone, pppd accepts the IP address given by the peer during IPCP negotia-
tions, whether for the local end or the peer’s end of the link. (not available in
SLIP mode)
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netmask subnet-mask

need-ip-address
noipaddress
vjcomp

novjcomp

vjslots  uj-slots

novijcid
rfcl1172-vj

rfc1172-typo-vj

rfc1172-addresses

Authentication Options

requireauth
requirechap
requiremschap
requirepap
rechap interval

name identifier

pppd (1)

Because SLIP cannot perform option negotiations, including IPCP, both
addresses should normally be specified, and the tilde option is unavailable. To
obtain a similar "feature", the peer must provide the IP address textually dur-
ing the login process, and a new value must be obtained using the Systems file
‘AA’ chat script feature (see ppp.Systems (4)).

Set the subnet mask of the interface to subnet-mask, expressed either in C-
style hexadecimal (e.g. Oxffffff00) or in decimal dotted-quad notation (e.g.
255.255.255.0). The default subnet mask will be appropriate for the network
(class A, B, or C), assuming no subnetting.

Ask the peer to assign us an IP address.
Disable IPCP IP-Address negotiation.

Enable RFC 1144 ‘VJ’ Van Jacobson T'CP header compression negotiation with
16 slots and slot ID compression (this is the default with PPP framing). ‘VJ’
compression is enabled by default for async connections, and disabled by
default for sync connections.

Disable RFC 1144 ‘VJ’ Van Jacobson TCP header compression (this is the
default with SLIP framing, until the peer sends a header-compressed TCP
packet).

Set the number of VJ compression slots (min 3, max 256, default 16).
Disable VJ compression slot ID compression (enabled by default).

Backwards compatibility with older PPP implementations (4-byte VJ
configuration option), but with the correct option negotiation value of 0x002d.

Backwards compatibility with older PPP implementations (4-byte VJ
configuration option) that conform to the typographical error in RFC 1172 sec-
tion 5.2 (Compression-Type value 0x0037).

Backwards compatibility with older PPP implementations that conform to
RFC 1172 section 5.1 (IP-Addresses, IPCP configuration option 1) and not with
the newer RFC 1332 (IP-Address, IPCP configuration option 3), but that
respond with something besides a Configure-Reject when they receive an IPCP
Configure-Request containing an option 3.

Require either PAP or CHAP authentication.

Require CHAP authentication as described in RFC 1334.
Require MS-CHAP authentication.

Require PAP authentication.

Demand that the peer re-authenticate itself (using CHAP) every interval
seconds. If the peer fails the new challenge, the link is terminated.

Provide the identifier used during PAP or CHAP negotiation. This option is
necessary if the PPP peer requires authentication. The default value is the
value returned by the gethostname(2) system call or the hostname(1l) com-
mand.

MicroSoft Compatibility Options

ms-dns address

ms-nbns address

Encryption Options

Set the MS DNS address to provide to the peer. First occurrence of this option
on the command line sets the primary address; the second occurrence sets the
secondary address.

Set the MS NBNS address to provide to the peer. First occurrence of this
option on the command line sets the primary address; the second occurrence
sets the secondary address.

Encryption is not currently available in software exported from the USA. However, customer may contact
sales@progressive-systems.com to obtain encryption functionality.

Hewlett-Packard Company -4 -

HP-UX 11i Version 2: August 2003



pppd (1) pppd (1)

Link Compression Options
compress Offer all supported link compression types (currently only Predictor-1) when
negotiating. The default is to propose and accept no link compression type.

compress-predl Accept any supported compression type, but prefer Predictor type 1 compres-
sion.
nopredl Never use Predictor-1 compression.
LOG FILE
Status information is recorded in the log file (/var/adm/pppd.log by default) by each copy of pppd

running on a single machine. Each line in the file consists of a message preceded by the date, the time,
and the process ID number of the daemon writing the message. The quantity and verbosity of messages
are controlled with the debug option and with the log filter (see ppp.Filter (4)).

Each packet that brings up the link (at debug level 1 or more), each packet that matches the log filter
(at any debug level), or any packet when the debug level is 7 or more writes a one-line description of the
packet to the log file. The first item of the message is the protocol (tcp , udp, icmp , or a numeric proto-
col value ). For ICMP packets, the keyword icmp is followed by the ICMP message type and sub code,
separated by slashes. After the protocol comes an IP address and optionally a TCP or UDP port number,
followed by an arrow indicating whether the packet was sent (-> ) or received (<-), followed by another
address and port number, followed by the length of the packet in bytes before VJ TCP header compres-
sion, followed by zero or more keywords. For transmitted packets, the first IP address is the source
address, while for received packets, the first IP address is the destination address. Well known TCP and
UDP port numbers will be replaced by the name returned by the getservbyport() library function.
The keywords and their meanings are:

frag The packet is a middle or later part of a fragmented IP frame.
syn The packet has the TCP SYN bit set.
fin The packet has the TCP FIN bit set.

bringup The transmitted packet matches the bringup filter and is bringing up the link.
keepup the packet has been rejected by the keepup filter.

Ipass The packet has been rejected by the pass filter.

dial failed The packet was dropped because pppd is waiting for the call retry timer to expire. | |
(c) The received packet is VJ TCP header compressed. p
(u) The received packet is VJ TCP header uncompressed.

For example, the following log file line
9/6-14:06:26-83 tcp 63.1.6.3/1050 -> 8.1.1.9/smtp 44 syn

indicates that at 2:06:26 PM on September 6, process ID 83 sent a 44-byte TCP packet with the SYN bit
set from port 1050 on 63.1.6.3 to the SMTP port on 8.1.1.9.

SIGNALS
Upon reception of the following signals, pppd closes and reopens the log file, re-reads the filter and key
files, then takes the indicated actions:

SIGKILL Don’t use this. Never, never use this. Since pppd won’t be able to shut down gracefully,
it will leave your serial interfaces (whether /dev/tty ) and your IP tunnel driver in
some unknown state. Use SIGTERM instead, so pppd will shut down cleanly, and leave
the system in a well-defined state.

SIGINT Disconnect gracefully from an active session. If in ‘autocall’ mode, reset the call retry
delay timer and call retry backoff interval. If up was specified, attempt to re-establish
the link. Exit if not in ‘autocall’ mode.

SIGHUP Disconnect abruptly from an active session. If Up was specified, attempt to re-establish
the link. Exit if not in ‘autocall’ mode.

SIGTERM Disconnect gracefully from an active session, clean up the state of any serial and IP inter-
faces that are open, then exit.

SIGUSR1 Increment the verbosity level for debugging information written to the log file.
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SIGUSR2 Reset the debugging verbosity level to the base value (1 unless debug 0 was supplied on
the command line).

SIGALRM Take no action except to re-read the filter and key files.

EXAMPLES
To run a pair of daemons on ‘oursystem’, one maintaining a constant link with ‘backbonesystem’ and the
other prepared to initiate outbound calls to a neighboring machine named ‘theirsystem?, add the following

to /shin/rc2.d/S522ppp
if [ -f /etc/ppp/Autostart |; then
letc/ppp/Autostart
fi
Then make /etc/ppp/Autostart look like this:
#!/bin/sh

PATH=/usr/etc:/bin:/usr/bin

if [ -f /var/adm/pppd.log ]; then
mv /var/adm/pppd.log /var/adm/OLDpppd.log
fi

echo -n "Starting PPP daemons:" >/dev/console

pppd oursystem:backbonesystem auto up

(echo -n’ backbonesystem’) >/dev/console
pppd oursystem:theirsystem auto idle 120

(echo -n’ theirsystem’) >/dev/console

echo '’ >/dev/console

To allow a PPP implementation running on ‘theirsystenmy’ to dial into ‘oursystem’, insert the following into
letc/passwd  on ‘oursystem’:

Pthem:?:105:20:Their PPP:/etc/ppp:/etc/ppp/Login

where group 20 is the gid of the ppp group which owns /usr/etc/pppd, and /etc/ppp/Login is an exe-
cutable shell script that looks something like

#!/bin/sh
PATH=/usr/bin:/usr/etc:/bin
mesg n

stty  -tostop

exec pppd ‘hostname’:

RECOMMENDATIONS
Use host names when running /etc/ppp/Autostart from /shin/rc2.d/S522ppp only if they are
known locally. If a PPP connection to a DNS server would be required to resolve a host name, use its
literal IP address instead.

EXTERNAL INFLUENCES
Environment Variables
The environment variable PPPHOMEIf present, specifies the directory in which pppd looks for its
configuration files (Filter and Auth for all connections, along with Systems , Devices , and
Dialers if the connection is ‘outbound’). You can specify PPPHOMEither in the Autostart script or
in an incoming connection’s Login script. If PPPHOMEs not present, pppd will expect to find its
configuration files in /etc/ppp/*

SECURITY CONCERNS
pppd should be mode 4750, owned by root, and executable only by the members of the group containing
all the incoming PPP login ‘users’.
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AUTHOR
pppd was developed by the Progressive Systems.

SEE ALSO

ppp-Auth(4), ppp.Devices(4), ppp.Dialers(4), ppp.Filter(4), ppp.Keys(4), ppp.Systems(4), RFC 1548, RFC
1549, RFC 1332, RFC 1333, RFC 1334, RFC 1172, RFC 1144, RFC 1055,

ds.internic.net:/internet-drafts/draft-ietf-pppext-compression-04.txt.

STANDARDS CONFORMANCE
HP PPP implements the IETF Proposed Standard Point-to-Point Protocol and many of its options and
extensions, in conformance with RFCs 1548, 1549, 1332, 1333, 1334, and 1144. It can be configured to be
conformant with earlier specifications of the PPP protocol, as described in RFCs 1134, 1171, and 1172. It
implements the nonstandard SLIP protocol as described in RFCs 1055 and 1144.

1P|
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NAME
pr - print files

SYNOPSIS

pr(1)

pr loptions] l[files]

DESCRIPTION

The pr command prints the named files on the standard output. If file is -, or if no files are specified, the
standard input is assumed. By default, the listing is separated into pages, each headed by the page
number, a date and time, and the name of the file.

By default, columns are of equal width, separated by at least one space; lines that do not fit are trun-
cated. Ifthe -S option is used, lines are not truncated and columns are separated by the separation char-

acter.

If the standard output is associated with a terminal, error messages are withheld until pr has completed

printing.

Options

The following options can be used singly or combined in any order:

+k
-k

- ck

-N ck

Begin printing with page & (default is 1).

Produce k-column output (default is 1). This option should not be used with -m. The
options -€ and -i are assumed for multi-column output.

Produce £-column output, same as - k.

Print multi-column output across the page. This option is appropriate only with the - 2
option.

Merge and print all files simultaneously, one per column (overrides the - 2 and -a
options).

Double space the output.

Expand input tabs to character positions k+1, 2xk+1, 3xk+1, etc. If & is 0 or is omitted,
default tab settings at every eighth position are assumed. Tab characters in the input are
expanded into the appropriate number of spaces. If ¢ (any nondigit character) is given, it
is treated as the input tab character (default for ¢ is the tab character).

In output, replace white space wherever possible by inserting tabs to character positions
k+1, 2xk+1, 3xk+1, etc. If £ is O or is omitted, default tab settings at every eighth posi-
tion are assumed. If ¢ (any nondigit character) is given, it is treated as the output tab
character (default for c is the tab character).

Provide k-digit line numbering (default for %2 is 5). The number occupies the first 2+1
character positions of each column of normal output or each line of -m output. If ¢ (any
nondigit character) is given, it is appended to the line number to separate it from what-
ever follows (default for c is a tab).

Set the width of a line to £ character positions (default is 72 for equal-width, multi-
column output; no limit otherwise). Width specifications are only effective for multi-
columnar output.

Offset each line by £ character positions (default is 0). The number of character positions
per line is the sum of the width and offset.

Set the length of a page to k& lines (default is 66). If & is less than what is needed for the
page header and trailer, the -t option is in effect; that is, header and trailer lines are
suppressed in order to make room for text.

Use the next argument as the header to be printed instead of the file name.

Pause before beginning each page if the output is directed to a terminal (pr rings the bell
at the terminal and waits for a Return).

Use form-feed character for new pages (default is to use a sequence of line-feeds). Pause
before beginning the first page if the standard output is associated with a terminal.

Same as -F . Provided for backwards compatibility.
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Print no diagnostic reports on failure to open files.

Print neither the five-line identifying header nor the five-line trailer normally supplied
for each page. Quit printing after the last line of each file without spacing to the end of
the page.

Separate columns by the single character ¢ instead of by the appropriate number of
spaces (default for c is a tab).

EXTERNAL INFLUENCES
Environment Variables
LC_CTYPEdetermines the interpretation of text and the arguments associated with the -e , -i , -n, and
-S options as single-byte and/or multi-byte characters.

LC_TIME determines the format and contents of date and time strings.

LC_MESSAGES8etermines the language in which messages are displayed.

If LC_CTYPE LC_TIME, or LC_MESSAGESs not specified in the environment or is set to the empty
string, the value of LANGis used as a default for each unspecified or empty variable. If LANGis not
specified or is set to the empty string, a default of C (see lang(5)) is used instead of LANG

If any internationalization variable contains an invalid setting, pr behaves as if all internationalization
variables are set to C. See environ (5).

International Code Set Support
Single-byte and multi-byte character code sets are supported.

RETURN VALUE

The pr returns the following values upon completion:

0
>0

EXAMPLES

Print filel

Successful completion.
One or more of the input files do not exist or cannot be opened.

and file2  as a double spaced, three column listing headed by “file list”:

pr -3dh “file list" filel file2

Write filel

on file2 , expanding tabs to columns 10, 19, 28, 37, ... :

pr -e9 -t <filel >file2

Print filel in default format with nonblank lines numbered down the left side:
nl filel | pr
FILES
/devitty
SEE ALSO

cat(1), Ip(1), nl(1), ul(1).

STANDARDS CONFORMANCE
pr : SVID2, SVID3, XPG2, XPG3, XPG4, POSIX.2
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NAME
praliases - print system-wide sendmail aliases

SYNOPSIS
praliases [-C file] [T file] [key ...]

DESCRIPTION
praliases  prints out the contents of the alias data base used by sendmail to resolve system-wide
mail aliases. The alias data base is built with the command newaliases or /usr/shin/sendmail
-bi . See sendmail (1M).

The options are:

-C file Read the sendmail configuration file specified with this option instead of the default
configuration file.

-f Accesses the alias database built from file with the command
newaliases -0A file

If this option is not used, praliases accesses the database built from the default alias
file /etc/mail/aliases

Note that praliases accesses the database, not the alias file itself. If the alias file has changed since
the alias database was last built, naturally the output of praliases cannot match the contents of the
alias file.

Each key argument, if any, is looked up in the alias database. praliases prints out the aliases to
which each key expands in the form:

key. mailing list
where mailing list can be a comma-separated list of addresses to which the key resolves.

Note
praliases  can be used by privileged users only.

RETURN VALUE
The praliases  utility exits with 0 on success, and >0 if an error occurs.

DIAGNOSTICS
key: No such key
key was not found in the alias database.

EXAMPLES
$ praliases root postmaster no_user
root: jan_user
postmaster: joe_user
no_user: No such key

The output reveals that root is aliased to jan_user , postmaster is aliased to joe_user , and
that there is no alias for the key no_user .

WARNINGS
Because sendmail supports NIS aliases, some NIS key-words may appear in the praliases  output.
These key-words, which include YP_LAST_MODIFIEDand YP_MASTER_NAMmay be safely ignored;
they merely indicate that sendmail is properly updating the alias database.

AUTHOR
praliases  was developed by the University of California, Berkeley.
FILES
/etc/mail/aliases default alias file
/etc/mail/aliases.db default alias database
SEE ALSO
sendmail(1M).
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NAME
prealloc - preallocate disk storage

SYNOPSIS
prealloc  name size

DESCRIPTION
prealloc preallocates at least size bytes of disk space for an ordinary file name, creating the file if
name does not already exist. The space is allocated in an implementation-dependent fashion for fast
sequential reads and writes of the file.

prealloc  fails and no disk space is allocated if name already exists and is not an ordinary file of zero
length, if insufficient space is left on disk, or if size exceeds the maximum file size or the file size limit of
the process (see ulimit(2)). The file is zero-filled.

DIAGNOSTICS
prealloc  returns one of the following values upon completion:
0 Successful completion.
1 name already exists and is not an ordinary file of zero length.
2 There is insufficient room on the disk.
3 size exceeds file size limits.

EXAMPLES
The following example preallocates 50 000 bytes for the file myfile

prealloc myfile 50000
WARNINGS

Allocation of file space is highly dependent on current disk usage. A successful return does not indicate
how fragmented the file actually might be if the disk is approaching its capacity.

AUTHOR
prealloc  was developed by HP.

SEE ALSO
prealloc(2), ulimit(2).
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NAME
printenv - print out the environment

SYNOPSIS
printenv  [name]

DESCRIPTION
printenv  prints out the values of the variables in the environment. If a name is specified, only its
value is printed.

RETURN VALUE
If a name is specified and it is not defined in the environment, printenv  returns 1; otherwise it returns
Zero.

SEE ALSO
sh(1), environ(5), csh(1).

1P|
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NAME

printf(1)

printf - format and print arguments

SYNOPSIS

printt  format l[arg ...]

DESCRIPTION

printf writes formatted arguments to the standard output. The arg arguments are formatted under
control of the format operand.

format is a character string patterned after the formatting conventions of printf(3S), and contains the fol-
lowing types of objects:

characters

escape sequences

Characters that are not escape sequences or conversion specifications (as
described below) are copied to standard output.

conversion specification
Specifies the output format of each argument ( see below).

\a
\b
\f
\n
\r
\t
\v
\l
\\

These are interpreted as non-graphic characters:

alert

backspace

form-feed

new-line

carriage return

tab

vertical tab

single quote character
backslash

\'n the 8-bit character whose ASCII code is the 1-, 2-, 3-, or 4-digit octal

number n, whose first character must be a zero.

Arguments following format are interpreted as strings if the corresponding format is either C or S;
otherwise they are treated as constants.

Conversion Specifications
Each conversion specification is introduced by the percent character % After the %character, the follow-
ing can appear in the sequence indicated:

flags

Zero or more flags, in any order, which modify the meaning of the conversion
specification. The flag characters and their meanings are:

+

<space>

The result of the conversion is left-justified within the field.
The result of a signed conversion always begins with a sign, + or - .

If the first character of a signed conversion is not a sign, a space char-
acter is prefixed to the result. This means that if the space flag and +
flag both appear, the space flag is ignored.

The value is to be converted to an “alternate form”. For ¢, d, i, u, and
S conversions, this flag has no effect. For 0O conversion, it increases
the precision to force the first digit of the result to be a zero. For X or
X conversion, a non-zero result has Ox or OX prefixed to it. For €, E,
f, g, and G conversions, the result always contains a radix character,
even if no digits follow the radix character. For g and G conversions,
trailing zeros are not removed from the result, contrary to usual
behavior.

field width An optional string of decimal digits to specify a minimum field width. For an output
field, if the converted value has fewer characters than the field width, it is padded on
the left (or right, if the left-adjustment flag, - has been given) to the field width.

precision

The precision specifies the minimum number of digits to appear for the d, 0, i , U, X, or
X conversions (the field is padded with leading zeros), the number of digits to appear
after the radix character for the € and f conversions, the maximum number of
significant digits for the g conversion, or the maximum number of characters to be
printed from a string in s conversion. The precision takes the form of a period
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followed by a decimal digit string. A null digit string is treated as a zero.

conversion characters
A conversion character indicates the type of conversion to be applied:

d,i, The integer argument is printed a signed decimal (d or i), unsigned
o,u, octal (0), unsigned decimal (U), or unsigned hexadecimal notation (X and
X, X X). The X conversion uses the numbers and letters

0123456789abcdef , and the X conversion uses the numbers and
letters 0123456789ABCDEF. The precision component of the argument
specifies the minimum number of digits to appear. If the value being
converted can be represented in fewer digits than the specified
minimum, it is expanded with leading zeroes. The default precision is 1.
The result of converting a zero value with a precision of 0 is no charac-
ters.

f The floating-point number argument is printed in decimal notation in the
style [- lddd r ddd, where the number of digits after the radix character,
I, is equal to the precision specification. If the precision is omitted from
the argument, six digits are output; if the precision is explicitly 0, no
radix appears.

e,E The floating-point-number argument is printed in the style [-
ldr ddde+xdd, where there is one digit before the radix character, and
the number of digits after it is equal to the precision. When the precision
is missing, six digits are produced; if the precision is 0, no radix charac-
ter appears. The E conversion character produces a number with E
introducing the exponent instead of €. The exponent always contains at
least two digits. However, if the value to be printed requires an
exponent greater than two digits, additional exponent digits are printed
as necessary.

g,G The floating-point-number argument is printed in style f or e (or int
style Ein the case of a Gconversion character), with the precision speci-
fying the number of significant digits. The style used depends on the
value converted; style e is used only if the exponent resulting from the
conversion is less than -h or greater than or equal to the precision.

| p | Trailing zeros are remove from the result. A radix character appears
only if it is followed by a digit.

(o] The first character of the argument is printed.

S The argument is taken to be a string, and characters from the string are
printed until the end of the string or the number of characters indicated
by the precision specification of the argument is reached. If the precision
is omitted from the argument, it is interpreted as infinite and all charac-
ters up to the end of the string are printed.

% Print a %character; no argument is converted.

b Similar to the S conversion specifier, except that the string can contain
backslash-escape sequences which are then converted to the characters
they represent. \C will cause printf  to ignore any remaining charac-
ters in the string operand containing it, any remaining string operands
and any additional characters in the format operand.

In no case does a nonexistent or insufficient field width cause truncation of a field; if
the result of a conversion is wider than the field width, the field is simply expanded to
contain the conversion result.

EXTERNAL INFLUENCES
Environment Variables
LC_CTYPEdetermines the interpretation of arg as single and/or multi-byte characters.

LC_MESSAGES8etermines the language in which messages are displayed.
If LC_CTYPEor LC_MESSAGESs not specified in the environment or is set to the empty string, the
value of LANGis used as a default for each unspecified or empty variable. If LANGis not specified or is
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set to the empty string, a default of "C" (see lang (5)) is used instead of LANG
If any internationalization variable contains an invalid setting, printf behaves as if all internationaliza-

tion variables are set to "C". See environ (5).

International Code Set Support
Single- and multi-byte character code sets are supported.

RETURN VALUE
printf  exits with one of the following values:
0  Successful completion;

>0 Errors occurred. The exit value is increased by one for each error that occurred up to a max-
imum of 255.

DIAGNOSTICS
If an argument cannot be converted into a form suitable for the corresponding conversion specification, or
for any other reason cannot be correctly printed, a diagnostic message is printed to standard error, the
argument is output as a string form as it was given on the command line, and the exit value is incre-
mented.

EXAMPLES
The following command prints the number 123 in octal, hexadecimal and floating point formats in their
alternate form

printf "%#o0, %#x, %#X, %#f, %#g, %#e\n" 123 123 123 123 123 123
resulting in the following output

0173, Ox7b, 0X7B, 123.000000, 123.000, 1.230000e+02
Print the outputs with their corresponding field widths and precision:

printf "%.6d, %10.6d, %.6f, %.6e, %.6s\n" 123 123 1.23 123.4 MoreThanSix
resulting in the following output

000123, 000123, 1.230000, 1.234000e+02, MoreTh

SEE ALSO | P |
echo(1), printf(3S).

STANDARDS CONFORMANCE
printf  : XPG4, POSIX.2
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NAME
privatepw - Change WU-FTPD Group Access File Information
SYNOPSIS
lusr/bin/privatepw [<c] [ -d accessgroup 1 [ -f fipgroups 1 [ -Q group accessgroup |
-1 -V
DESCRIPTION

If a site supports the SITE GROUP and SITE GPASS commands, it is necessary to be able to add, delete
and list enhanced access group information. The privatepw  utility is used to update this information in
the group access file (/etc/ftpd/ftpgroups ). This is meant as an administrative tool and not to be
run by the general user population. This command requires read/write permission to the appropriate
ftpgroups file.

Options

In the options defined below, accessgroup is an alphanumeric name specified to a group. Please see the
Background section for details.

-C Create a new /etc/ftpd/ftpgroups file.

-d accessgroup
Delete the specified accessgroup information from the ftpgroups file.

-f ftpgroups Use the specified ftpgroups file for all updates. If this option is not specified by
default it takes the /etc/ftpd/ftpgroups file.

-g group accessgroup
Set the real system group (defined in /etc/group ) to the accessgroup specified.
This is valid only when adding a new accessgroup or changing the password of an
existing accessgroup.

-l List the contents of the appropriate ftpgroups file.

-V This option causes the program to display copyright and version information, then
terminate.

Background

After user logs in, the SITE GROUP and SITE GPASS commands may be used to specify an enhanced
access group and associated password. If the group name and password are valid, the user becomes (via
setegid() ) a member of the group list in the group access file (/etc/ftpd/ftpgroups )

The format of the group access file is:
access_group_name: encrypted_password: real_group_name

where access_group_name is an arbitrary (alphanumeric + punctuation) string. encrypted_password is
the password encrypted via crypt(3), exactly like in /etc/passwd . real_group_name is the name of a
valid group listed in /etc/group

AUTHOR

privatepw  was developed by the Washington University, St. Louis, Missouri.

SEE ALSO

ftpgroups(4), ftpaccess(4).
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NAME

prmail - print out mail in the incoming mailbox file

SYNOPSIS
prmail  [user ...]

DESCRIPTION
prmail prints the mail which waits for you or the specified user in the incoming mailbox file. The mail-
box file is not disturbed.

prmail is functionally similar to the command:
cat /var/mail/ mailfile | more

or
cat /var/mail/ mailfile | pg

depending upon the setting of the user's PAGERenvironment variable

AUTHOR

prmail was developed by the University of California, Berkeley.
FILES

Ivar/mail/* incoming mailbox files
SEE ALSO

from(1), mail(1).

1P|
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NAME

prof - display profile data

SYNOPSIS

prof [-tcan 1 [-0x]1 [-g] [-z] [-h] [-S] [-m mdata] [prog]

DESCRIPTION

prof interprets a profile file produced by monitor()  (see monitor(3C)). The symbol table in the object
file prog (a.out by default) is read and correlated with a profile file (mon.out by default). For each
external text symbol, the percentage of time spent executing between the address of that symbol and the
address of the next is printed, together with the number of times that function was called and the average
number of milliseconds per call.

The mutually exclusive options t , C, @, and N determine the type of sorting of the output lines:

-t Sort by decreasing percentage of total time (default).

-C Sort by decreasing number of calls.

-a Sort by increasing symbol address.

-n Sort by symbol name in ascending collation order (see Environment Variables below).

The mutually exclusive options 0 and X specify the printing of the address of each symbol monitored:
-0 Print each symbol address (in octal) along with the symbol name.
-X Print each symbol address (in hexadecimal) along with the symbol name.

The following options can be used in any combination:
-g Include non-global symbols (static functions).

-Z Include all symbols in the profile range (see monitor(3C)), even if associated with zero
number of calls and zero time.

-h Suppress the heading normally printed on the report. (This is useful if the report is to
be processed further.)

-S Print a summary of several of the monitoring parameters and statistics on the standard
error output.

-m mdata Use file mdata instead of mon.out as the input profile file.

A program creates a profile file if it has been loaded using the CC -p option (see cc_bundled(1)). This
option to the CC command arranges for calls to monitor()  at the beginning and end of execution (see
monitor(3C)). Itis the call to the monitor command at the end of execution that causes a profile file to
be written. The number of calls to a function is tallied if the -p option was used when the file containing
the function was compiled.

The name of the file created by a profiled program is controlled by the environment variable PROFDIR
If PROFDIRIis not set, mon.out is produced in the directory current when the program terminates. If
PROFDIR=string , string/pid.progname is produced, where progname consists of argv[0] with
any path prefix removed, and pid is the program’s process ID. If PROFDIRis set to a null string, no
profiling output is produced.

EXTERNAL INFLUENCES
Environment Variables

LC_COLLATEdetermines the collating order output by the -n option.

If LC_COLLATEis not specified in the environment or is set to the empty string, the value of LANGis
used as a default. If LANGis not specified or is set to the empty string, a default of “C” (see lang(5)) is
used instead of LANG If any internationalization variable contains an invalid setting, prof behaves as
if all internationalization variables are set to “C” (see environ (5)).

WARNINGS

The times reported in successive identical runs may show variances of 20% or more, because of varying
cache-hit ratios due to sharing of the cache with other processes. Even if a program seems to be the only
one using the machine, hidden background or asynchronous processes may blur the data. In rare cases,
the clock ticks initiating recording of the program counter may “beat” with loops in a program, grossly
distorting measurements.
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Call counts are always recorded precisely, however.

Only programs that call exit()  (see exit(2)) or return from main cause a profile file to be produced,
unless a final call to monitor()  is explicitly coded.

The use of the cC -p option to invoke profiling imposes a limit of 600 functions that can have call
counters established during program execution. For more counters, call monitor() directly. If this
limit is exceeded, other data is overwritten and the mon.out file is corrupted. The number of call
counters used is reported automatically by the prof command whenever the number exceeds 5/6 of the

maximum.
FILES
mon.out for profile
a.out for namelist
SEE ALSO

cc_bundled(1), exit(2), profil(2), crt0(3), end(3C), monitor(3C).

STANDARDS CONFORMANCE
prof : SVID2, SVID3, XPG2

1P|
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NAME

prs - print and summarize an SCCS file

SYNOPSIS

prs [-d dataspec] [-r [SID]] [-e] [-] 1 [-C cutoff] [-al file ...

DESCRIPTION

The prs command prints, on the standard output, parts or all of an SCCS file (see sccsfile(4)) in a user-
supplied format. If a directory is named, prs behaves as though each file in the directory were specified
as a named file, except that non-SCCS files (last component of the path name does not begin with S. ), and
unreadable files are silently ignored. If a name of - is given, the standard input is read; each line of the
standard input is taken to be the name of an SCCS file or directory to be processed; non-SCCS files and
unreadable files are silently ignored. A -- on the command line implies that all following arguments are
file/directory names.

Arguments to prs , which can appear in any order, consist of options and file names.

Options

All of the described options apply independently to each named file:

-d dataspec  Used to specify the output data specification. dataspec is a string consisting of SCCS
file data keywords (see Data Keywords below) interspersed with optional user-
supplied text.

-r [SID] Used to specify the SCCS IDentification (SID) string of a delta for which informa-
tion is desired. If no SID is specified, the SID of the most recently created delta is
assumed. If an SID is specified, it must agree exactly with an SID in the file (that is,
the SID structure used by get does not work here — see get(1)).

-e Requests information for all deltas created earlier than and including the delta
designated via the -r option or the date given by the -C option.

-l Requests information for all deltas created later than and including the delta desig-
nated via the -r option or the date given by the -C option.

-C cutoff Cutoff date-time, in the form
YY[MMI[DD[HH[MMI[SS]1111]

Units omitted from the date-time default to their maximum possible values. Thus,
-c7502 is equivalent to -c750228235959 . One or more non-numeric characters
can be used to separate the various 2-digit segments of the cutoff date (for example

-C77/2/2 9:22:25 ).

For 2-digit year input (YY), the following interpretation is taken: [70-99, 00-69
(1970-1999, 2000-2069)].

-a Requests printing of information for both removed, i.e., delta type = R, (see
rmdel(1)) and existing, that is, delta type = D, deltas. If the -a option is not
specified, information is provided for existing deltas only.

If no option letters (or only -a ) are given, pPrs prints the file name using the default dataspec and the
-€ option. This produces information on all deltas.

Data Keywords

Data keywords specify which parts of an SCCS file are to be retrieved and output. All parts of an SCCS
file (see sccsfile(4)) have an associated data keyword. There is no limit on the number of times a data
keyword can appear in a dataspec .

The information printed by prs consists of: (1) the user-supplied text; and (2) appropriate values
(extracted from the SCCS file) substituted for the recognized data keywords in the order of appearance in
the dataspec. The format of a data keyword value is either Simple (S), in which keyword substitution is
direct, or Multi-line (M), in which keyword substitution is followed by a carriage return.

User-supplied text is any text other than recognized data keywords. Escapes can be used as follows:
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backslash
backspace

carriage-return \r

colon

\\ form feed \f

\b new-line \n
single quote \
\: tab \t

The default dataspec is:

":Dt:\t: DL:\nMRs:\n:MR:

COMMENT®:C:"

SCCSFile Data Keywords

prs(1)

File
Keyword Data Item Section Value Fmt
:Dt: Delta information Delta Table See below* S
:DL: Delta line statistics " :Li:/:.Ld:/:Lu: S
:Li: Lines inserted by Delta " nnnnn S
:Ld: Lines deleted by Delta " nnnnn S
:Lu: Lines unchanged by Delta " nnnnn S
:DT: Delta type " DorR S
il SCCS ID string (SID) " ‘R:.:L::B:.:S: S
‘R: Release number " nnnn S
iL: Level number " nnnn S
:B: Branch number " nnnn S
:S: Sequence number " nnnn S
:D: Date Delta created " :Dy:/:Dm:/:Dd: S
:Dy: Year Delta created " nn S
:Dm: Month Delta created " nn S
:Dd: Day Delta created " nn S
:T: Time Delta created " :Th::Tm::Ts: S
:Th: Hour Delta created " nn S
:Tm: Minutes Delta created " nn S
:Ts: Seconds Delta created " nn S
:P: Programmer who created Delta " logname S
:DS: Delta sequence number " nnnn S
:DP: Predecessor Delta seq-no. " nnnn S
:DI: Seq # of deltas incl, excl, ign " :Dn:/:Dx:/:Dg: S
:Dn: Deltas included (seq #) " :DS: DS:.. S
:Dx: Deltas excluded (seq #) " :DS: DS:.. S
:Dg: Deltas ignored (seq #) " :DS: DS:.. S
‘MR: MR numbers for delta " text M
:.C: Comments for delta " text M
:UN: User names User name text M
:FL: Flag list Flags text M
Y: Module type flag " text S
:MF: MR validation flag " yes or no S
‘MP: MR validation pgm name " text S
KF: Keyword error/warning flag ! yes or no S
KV: Keyword validation string " text S
:BF: Branch flag " yes or no S
J: Joint edit flag " yes or no S
LK: Locked releases " R:... S
:Q: User defined keyword " text S
M: Module name " text S
:FB: Floor boundary " ‘R: S
:CB: Ceiling boundary " ‘R: S
:Ds: Default SID " il S
:ND: Null delta flag " yes or no S
:FD: File descriptive text Comments text M
:BD: Body Body text M
:GB: Gotten body " text M
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‘W: A form of what(1) string N/A ZaML: S
A A form of what(1) string N/A Z2Y: Mz S
Z: what(1) string delimiter N/A @#) S
:F: SCCS file name N/A text S
:PN: SCCS file path name N/A text S

* :Dt: = :DT: :I: :D: :T: :P: :DS: :DP:

If no option letters (or only -a ) are given, pPrs prints the file name, using the default dataspec, and the
-€ option; thus, information on all deltas is produced.

EXTERNAL INFLUENCES
Environment Variables
LC_CTYPEdetermines the interpretation of dataspec as single- and/or multi-byte characters.

LC_MESSAGES8etermines the language in which messages are displayed.

If LC_CTYPEor LC_MESSAGESs not specified in the environment or is set to the empty string, the
value of LANGis used as a default for each unspecified or empty variable. If LANGis not specified or is
set to the empty string, a default of "C" (see lang(5)) is used instead of LANG If any internationalization
variable contains an invalid setting, prs behaves as if all internationalization variables are set to "C".
See environ (5).

International Code Set Support
Single-byte and multi-byte character code sets are supported.

DIAGNOSTICS
Use sceshelp (1) for explanations.

EXAMPLES
The entry
prs -d"Users and/or user IDs for :F:. are :\n:UN:" s.file
may produce on the standard output:

Users and/or user IDs for s.file are:
Xyz

131
| p | abc

The entry
prs -d"Newest delta for pgm :M:: :I: Created :D: By :P:" -r s.file
may produce on the standard output:
Newest delta for pgm main.c: 3.7 Created 77/12/1 By cas
As a special case (when no specifications for selecting or printing are given)
prs s.file
may produce on the standard output:

D 1.1 77/12/1 00:00:00 cas 1 000000/00000/00000
MRs:

bl78-12345

bl79-54321

COMMENTS:

this is the comment line for s.file initial delta

for each delta table entry of the “D” type. The only option argument allowed to be used with the special
case is the -a option.

FILES

SEE ALSO
admin(1), delta(1), get(1), sceshelp(1), sccsfile(4).
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STANDARDS CONFORMANCE
prs : SVID2, SVID3, XPG2, XPG3, XPG4

1P|

HP-UX 11i Version 2: August 2003 -4 - Hewlett-Packard Company  Section 1-715



1P|

ps(1)

NAME

ps(1)

ps - report process status

SYNOPSIS
ps [-adeflPzx]
[-Z pset_list]

XPG4 Synopsis
ps [-aAcdefHjIPzx

[-Q grplist] [-p proclist] [-R prmgrplist] [-t termlist] [-U wuidlist]

1 [-C cmdlist] [-g grplist] [-G gidlist] [-N namelist] [-0 format]

[-p proclist] [-R prmgrplist] [-S sidlist] [-t termlist] [-U widlist] [-U uidlist] [-Z pset_list]

DESCRIPTION

ps prints information about selected processes. Use options to specify which processes to select and what
information to print about them.

Process Selection Options
Use the following options to choose which processes should be selected.

NOTE: If an option is used in both the default (standard HP-UX) and XPG4 environments, the descrip-
tion provided here documents the default behavior. Refer to the UNIX95 variable under EXTERNAL
INFLUENCES for additional information on XPG4 behavior.

(none)

-C cmdlist

-g grplist
-G gidlist

-N namelist

-p proclist
-R prmgrplist

-S sidlist

-t termlist

-U  uidlist

-U widlist

-Z pset_list

If any of the -a , -A,

are ignored.

Select those processes associated with the current terminal.
(XPG4 Only.) Select all processes. (Synonym for -e .)

Select all processes except process group leaders and processes not associated with
a terminal.

(XPG4 Only.) Select processes executing a command with a basename given in
cmdlist .

Select all processes except process group leaders.
Select all processes.
Select processes whose process group leaders are given in grplist .

(XPG4 Only.) Select processes whose real group ID numbers or group names are
given in gidlist .

(XPG4 Only.) This option is ignored; its presence is allowed for standards compli-
ance.

Select processes whose process ID numbers are given in proclist .

Select processes belonging to PRM process resource groups whose names or ID
numbers are given in prmgrplist. See DEPENDENCIES.

(XPG4 Only.) Select processes whose session leaders are given in sidlist. (Synonym
for -g ).

Select processes associated with the terminals given in termlist. Terminal
identifiers can be specified in one of two forms: the device’s file name (such as
tty04 ) or if the device’s file name starts with tty , just the rest of it (such as 04).
If the devices file is in a directory other than /dev or /dev/pty , the terminal
identifier must include the name of the directory under /dev that contains the dev-
ice file (such as pts/5 ).

Select processes whose effective user ID numbers or login names are given in
uidlist .

(XPG4 Only.) Select processes whose real user ID numbers or login names are
given in uidlist .

Select processes whose processor set ID’s are given in pset_list . This option is sup-
ported only if the kernel supports processor sets functionality.

-d, or - options is specified, the -C, -9, -G, -p, -R, -t ,-u, -Z, and -U options
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If more than one of -a , -A, -d , and -e are specified, the least restrictive option takes effect.

If more than one of the -C, -g , -G, -p, -R, -t , -u, -Z, and -U options are specified, processes will be
selected if they match any of the options specified.

The lists used as arguments to the -C, -g , -G, -p, -R, -t ,-u,-Z, and -U options can be specified in one

of two forms:

e Alist of identifiers separated from one another by a comma.

* A list of identifiers enclosed in quotation marks (") and separated from one another by a comma
and/or one or more spaces.

Output Format Options
Use the following options to control which columns of data are included in the output listing. The options

are cumulative.

(none)

-P

-0 format

-X

The default columns are: pid , tty ,time , and comm)in that order.

Show columns user , pid , ppid , cpu, stime , tty , time , and args , in that
order.

Show columns flags , state , uid , pid , ppid , cpu, intpri , nice , addr , sz,
wchan, tty ,time , and comn) in that order.

Show columns flags , state , user , pid , ppid , cpu, intpri , nice , addr , sz,
wchan, stime , tty ,time , and args , in that order.

(XPG4 Only.) Remove columns Cpu and nice ; replace column intpri with
columns cls and pri .

(XPG4 Only.) Add columns pgid and sid after column ppid (or pid , if ppid is
not being displayed).

Add column pset before column prmgrp /prmid . If prmgrp and prmid are not
present, add column pset before column pid . (Note that ps(1) displays the kernel
processor set id, where all kernel daemons run, as KERN.

The -z option is supported only if the kernel supports processor sets functionality.

Add column prmid (for -I ) or prmgrp (for -f or -fl ) immediately before column
pid . See DEPENDENCIES.

(XPG4 Only.) format is a comma- or space-separated list of the columns to display,
in the order they should be displayed. (Valid column names are listed below.) A
column name can optionally be followed by an equals sign (=) and a string to use as
the heading for that column. (Any commas or spaces after the equals sign will be
taken as a part of the column heading; if more columns are desired, they must be
specified with additional -0 options.) The width of the column will be the greater of
the width of the data to be displayed and the width of the column heading. If an
empty column heading is specified for every heading, no heading line will be
printed. This option overrides options -C , -f , -j , -| , -z , and -P; if they are
specified, they are ignored.

(XPG4 Only.) Shows the process hierarchy. Each process is displayed under its
parent, and the contents of the args or commcolumn for that process is indented
from that of its parent. Note that this option is expensive in both memory and
speed.

Shows the command line in extended format.

The column names and their meanings are given below. Except where noted, the default heading for
each column is the uppercase form of the column name.

addr
args

The memory address of the process, if resident; otherwise, the disk address.

The command line given when the process was created. This column should be the
last one specified, if it is desired. Only a subset of the command line is saved by the
kernel; as much of the command line will be displayed as is available. The output
in this column may contain spaces. The default heading for this column is COM-
MAND(S -0 is specified and CMDotherwise.
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cls
comm

cpu
etime
flags

intpri

gid
group
nice

pcpu

pgid
pid
ppid
pri

prmid
prmgrp
rgid
rgroup
ruid
pset
ruser
sid
state

stime

Sz

Section 1-718
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Process scheduling class, see r¢sched (1).

The command name. The output in this column may contain spaces. The default
heading for this column is COMMANID-0 is specified and CMDotherwise.

Processor utilization for scheduling. The default heading for this column is C.
Elapsed time of the process. The default heading for this column is ELAPSED
Flags (octal and additive) associated with the process:

0 Swapped

1 Incore

2 System process

4 Locked in core (e.g., for physical I/0)
10 Being traced by another process
20 Another tracing flag

The default heading for this column is F.

The priority of the process as it is stored internally by the kernel. This column is
provided for backward compatibility and its use is not encouraged.

The group ID number of the effective process owner.
The group name of the effective process owner.

Nice value; used in priority computation (see nice(1)). The default heading for this
column is NI .

The percentage of CPU time used by this process during the last scheduling inter-
val. The default heading for this column is %CPU

The process group ID number of the process group to which this process belongs.
The process ID number of the process.
The process ID number of the parent process.

The priority of the process. The meaning of the value depends on the process
scheduling class; see CIS , above, and rtsched (1).

The PRM process resource group ID number.

The PRM process resource group name.

The group ID number of the real process owner.

The group name of the real process owner.

The user ID number of the real process owner.

The processor set ID on which this process is running.

The login name of the real process owner.

The session ID number of the session to which this process belongs.
The state of the process:

Nonexistent
Sleeping
Waiting
Running
Intermediate
Terminated
Stopped
Growing

The default heading for this column is S.

XANTITs0no

Starting time of the process. If the elapsed time is greater than 24 hours, the start-
ing date is displayed instead.

The size in physical pages of the core image of the process, including text, data, and
stack space. Physical page size is defined by _SC_PAGE_SIZEin the header file
<unistd.h>  (see sysconf(2) and unistd (5)).
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time The cumulative execution time for the process.

tty The controlling terminal for the process. The default heading for this column is TT
if -0 is specified and TTY otherwise.

uid The user ID number of the effective process owner.

user The login name of the effective process owner.

VSsz The size in kilobytes (1024 byte units) of the core image of the process. See column
sz, above.

wchan The event for which the process is waiting or sleeping; if there is none, a hyphen (-)

is displayed.

Notes
psS prints the command name and arguments given at the time of the process was created. If the process
changes its arguments while running (by writing to its argv array), these changes are not displayed by

ps.

A process that has exited and has a parent, but has not yet been waited for by the parent, is marked
<defunct> (see zombie process in exit(2)).

The time printed in the stime column, and used in computing the value for the etime column, is the
time when the process was forked, not the time when it was modified by exec() .

To make the pS output safer to display and easier to read, all control characters in the command args
columns are displayed as "visible" equivalents in the customary control character format, ~ x.

EXTERNAL INFLUENCES
Environment Variables
UNIX95 specifies to use the XPG4 behavior for this command. The changes for XPG4 include support for
the entire option set specified above and include the following behavioral changes:

* The TIME column format changes from mmmm: ss to [dd-]hh: mm: ss.

» When the comm) args , user , and prmgrp fields are included by default or the -f or -I flags
are used, the column headings of those fields change to CMD CMD USER and PRMGRPrespec-
tively.

e -a,-d, and -g will select processes based on session rather than on process group. | p |
» The uid or user column displayed by -f or -l will display effective user rather than real user.

e The -U option will select users based on effective UID rather than real UID.

e The -C and -H options, while they are not part of the XPG4 standard, are enabled.

LC_TIME determines the format and contents of date and time strings. If it is not specified or is null, it
defaults to the value of LANG

If LANGis not specified or is null, it defaults to C (see lang (5)).
If any internationalization variable contains an invalid setting, all internationalization variables default

to C (see environ (5)).

International Code Set Support
Single-byte character code sets are supported.

EXAMPLES
Generate a full listing of all processes currently running on your machine:
ps -ef

To see if a certain process exists on the machine, such as the cron clock daemon, check the far right
column for the command name, cron , or try

ps -f -C cron

WARNINGS
Things can change while pS is running; the picture it gives is only a snapshot in time. Some data printed
for defunct processes is irrelevant.
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If two special files for terminals are located at the same select code, that terminal may be reported with
either name. The user can select processes with that terminal using either name.

Users of pS must not rely on the exact field widths and spacing of its output, as these will vary depend-
ing on the system, the release of HP-UX, and the data to be displayed.

When non-standard options are mixed with standard options then the behavior may be non-standard.

DEPENDENCIES
HP Process Resource Manager
The -P and -R options require the optional HP Process Resource Manager (PRM) software to be installed
and configured. See prmconfig(1) for a description of how to configure HP PRM, and prmconf(4) for the
definition of "process resource group."

If HP PRM is not installed and configured and -P or -R is specified, a warning message is displayed and
(for -P ) hyphens (-) are displayed in the prmid and prmgrp columns.

FILES
/dev Directory of terminal device files
letc/passwd User ID information
/var/ladm/ps_data Internal data structure

SEE ALSO

kill(1), nice(1), acctcom(1M), exec(2), exit(2), fork(2), sysconf(2), unistd(5).

HP Process Resource Manager: prmconfig(1), prmconf(4) in HP Process Resource Manager User’s Guide.

STANDARDS COMPLIANCE
ps: SVID2, XPG2, XPG3, XPG4

1P|
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NAME

ptx - permuted index

SYNOPSIS
ptx [options ] [input [output]]

DESCRIPTION
ptXx generates the file output that can be processed with a text formatter to produce a permuted index of
file input (standard input and output default). It has three phases: the first does the permutation, gen-
erating one line for each keyword in an input line. The keyword is rotated to the front. The permuted
file is then sorted (see sort(1) and Environment Variables below). Finally, the sorted lines are rotated so
the keyword comes at the middle of each line. ptx output is in the form:

XX " tail" " before keyword keyword and after" " head"

where .XX is assumed to be an nroff or troff  macro provided by the user, or provided by the mptx
macro package (see NOTES below). The before keyword and keyword and after fields incorporate as much
of the line as will fit around the keyword when it is printed. tail and head, at least one of which is
always the empty string, are wrapped-around pieces small enough to fit in the unused space at the oppo-
site end of the line.

The following options can be applied:

-f Fold uppercase and lowercase letters for sorting.

-t Prepare the output for the phototypesetter by using a line length of 100.

-W n Use the next argument, n, as the length of the output line. The default line length is
72 characters for nroff and 100 for troff

-g n Use the next argument, n, as the number of characters that ptx will reserve in its cal-
culations for each gap among the four parts of the line as finally printed. The default
gap is 3.

-0 only Use as keywords only the words given in the only file.

-i ignore Do not use as keywords any words given in the ignore file. If the -i and -0 options
are missing, use /ust/lib/eign as the ignore file.

-b break  Use the characters in the break file to separate words. Tab, new-line, and space char-
acters are always used as break characters. Punctuation characters are treated as part p

of the word in the absence of this option.

-r Take any leading non-blank characters of each input line to be a reference identifier
(as to a page or chapter), separate from the text of the line. Attach that identifier as a
5th field on each output line.

EXTERNAL INFLUENCES
Environment Variables
LC_COLLATEdetermines the order in which the output is sorted.

LC_CTYPEdetermines the default break characters.

If LC_COLLATEor LC_CTYPEis not specified in the environment or is set to the empty string, the
value of LANGis used as a default for each unspecified or empty variable. If LANGis not specified or is
set to the empty string, a default of “C” (see lang(5)) is used instead of LANG If any internationalization
variable contains an invalid setting, ptXx behaves as if all internationalization variables are set to “C”
(see environ (5)).

International Code Set Support
Single-byte character code sets are supported.

WARNINGS

Line length counts do not account for overstriking or proportional spacing.

Lines containing tildes (" ) are botched because ptX uses that character internally.
FILES

lustr/lib/eign
lusr/bin/sort
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lusr/share/lib/tmac/tmac.ptx

NOTES
The mptXx macro package is not provided as part of the HP-UX operating system. It is part of the Docu-
menters Work Bench (DWB) software package originally developed by AT&T which has been ported to

HP 9000 systems by various third-party software suppliers including Elan Computer Group, Inc. of Moun-
tain View California and others.

Permuted indexes produced by using ptx usually have a 4-column format that some users prefer and
others dislike greatly. The two-column format index provided in this manual is created by processing
index entries that are hidden as comments at the end of each manual entry file.

SEE ALSO
nroff(1), mm(5).
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NAME

pwd - working directory name

SYNOPSIS
pwd

DESCRIPTION
pwd prints the path name of the working (current) directory.

EXTERNAL INFLUENCES
Environment Variables
LC_MESSAGES8etermines the language in which messages are displayed.

If LC_MESSAGES not specified in the environment or is set to the empty string, the value of LANGis
used as a default for each unspecified or empty variable. If LANGis not specified or is set to the empty
string, a default of "C" (see lang (5)) is used instead of LANG

If any internationalization variable contains an invalid setting, pwd behaves as if all internationalization
variables are set to "C". See environ (5).

International Code Set Support
Single- and multi-byte character code sets are supported.

DIAGNOSTICS
Cannot open ..
Read error in ..
Possible file system trouble; contact system administrator.

pwd: cannot access parent directories
Current directory has been removed (usually by a different process). Use cd command to move
to a valid directory (see cd(1)).

EXAMPLES
This command lists the path of the current working directory. If your home directory were
/mnt/staff and the command cd camp/nevada were executed from the home directory, typing

pwd would produce the following:
/mnt/staff/lcamp/nevada

AUTHOR
pwd was developed by AT&T and HP.

SEE ALSO
cd(1), csh(1), sh-posix(1), sh(1).

STANDARDS CONFORMANCE
pwd: SVID2, SVID3, XPG2, XPG3, XPG4, POSIX.2
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NAME
pwget, grget - get password and group information

SYNOPSIS
pwget [-n name O -U uid ]
grget [-n name O -g gid ]
DESCRIPTION
pwget and grget locate and display information from /etc/passwd  and /etc/group

The standard output of pwget contains lines of colon-separated password information whose format is
the same as that used in the /etc/passwd file (see passwd (4)).

The standard output of grget contains lines of colon-separated group information whose format is the
same as that used in the /etc/group  file (see group(4)).

With no options, pwget and grget get all entries with getpwent() or getgrent() respectively,
(see getpwent (3C) and getgrent (3C)), and output a line for each entry found.

Options
When an option is given, only a single entry is printed.

The options for pwget are:

-N name Output the first entry that matches name using getpwnam() (see getpwent (3C)).

-U uid Output the first entry that matches uid using getpwuid()  (see getpwent (3C)).
The options for grget are:

-N name Output the first entry that matches name using getgrnam() (see getgrent (3C)).

-g gid Output the first entry that matches gid using getgrgid() (see getgrent (3C)).

NETWORKING FEATURES
NFS
If Network Information System (NIS) is in use, these commands provide password and group information
based on the NIS version of the password and group databases in addition to the local password and
group files.

RETURN VALUE

These commands return O upon success, 1 when a specific search fails, and 2 upon error.

DEPENDENCIES
NFS:
WARNING: If the Network Information System network database is in use and the NIS client daemon
(ypbind ) is not bound to a NIS server daemon (see ypserv(1M)), these utilities will wait until such a
binding is established. These commands can be terminated in this condition by sending a SIGINT sig-
nal to the process (see kill(1)).

See ypmatch (1), and ypserv(1M).

AUTHOR

pwget and grget were developed by HP.
FILES

letc/group local group data file

letc/passwd local password data file
SEE ALSO

getgrent(3C), getpwent(3C), group(4), passwd(4).
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NAME
quota - display disk usage and limits

SYNOPSIS
quota [-V ] [user ... 1]

DESCRIPTION
The quota command displays the disk usage and limits for one or more users. Without the -v option, it
displays information only when the usage exceeds the limits.

user is a user name or a numeric UID. The default is the login user name.

Only users with appropriate privileges can view the limits of other users.

Options
The quota command recognizes the following option:

-V Display the statistics whether they exceed limits or not. Note that no usage statis-
tics exist if no quota is set.

EXTERNAL INFLUENCES
Environment Variables
LC_MESSAGES8etermines the language in which messages are displayed.

If LC_MESSAGES not specified in the environment or is set to the empty string, the value of LANGis
used as a default for each unspecified or empty variable. If LANGis not specified or is set to the empty
string, a default of "C" (see lang (5)) is used instead of LANG

If any internationalization variable contains an invalid setting, quota behaves as if all internationaliza-
tion variables are set to "C". See environ (5).

International Code Set Support
Single- and multi-byte character code sets are supported.

AUTHOR
Disk Quotas were developed by the University of California, Berkeley, Sun Microsystems, Inc., and HP.

FILES
directory Iquotas Quota statistics static storage for a file system, where directory is the root of the file
system as specified to the mount command (see mount(1M)).
/etc/mnttab List of currently mounted file systems

SEE ALSO
quota(b).
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NAME

ranlib - regenerate archive symbol table

SYNOPSIS
ranlib  archive ...

DESCRIPTION
ranlib  regenerates the symbol tables of the specified archives. It is equivalent to executing ar (s
archive on each of the archives. After using the z modifier of ar , the symbol table of an archive must
be regenerated before it can be used.

EXTERNAL INFLUENCES
Environment Variables
The following internationalization variables affect the execution of ranlib

LANG
Determines the locale category for native language, local customs and coded character set in the
absence of LC_ALL and other LC_* environment variables. If LANGis not specified or is set to
the empty string, a default of C (see lang(5)) is used instead of LANG

LC_ALL
Determines the values for all locale categories and has precedence over LANGand other LC *
environment variables.

LC_CTYPE

Determines the locale category for character handling functions.

LC_MESSAGES
Determines the locale that should be used to affect the format and contents of diagnostic messages
written to standard error.

LC_NUMERIC

Determines the locale category for numeric formatting.

LC_TIME

Determines the format and contents of date and time formatting.

NLSPATH
Determines the location of message catalogues for the processing of LC_MESSAGES

If any internationalization variable contains an invalid setting, ranlib  behaves as if all internationali-
zation variables are set to C. See environ (5).

| r | In addition, the following environment variable affects ranlib
TMPDIR
Specifies a directory for temporary files (see tmpnam (3S)).
SEE ALSO

System Tools:
ar(l) create archived libraries

Miscellaneous:
ar(4) archive format
strip (1) strip symbol and line number information from an object file
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NAME

rcp - remote file copy

SYNOPSIS
Copy Single File
rcp [-p1 [-S size] [-R sizel source_filel dest_file

Copy Multiple Files
rcp [-p1 [-S size] [-R sizel source_filel [source_file2]... dest_dir

Copy One or More Directory Subtrees
rcp [-p1 [-S size] [-R sizel -r source_dirl [source_dir2]... dest_dir

Copy Files and Directory Subtrees
rcp [-p1 [-S size] [-R sizel -r file_or_dirl [file_or_dir2]... dest_dir

In Kerberos V5 Network Authentication Environments
Copy Single File
rcp [k realm] [-P] [-p] [-S size]l [-R size] source_filel dest_file

Copy Multiple Files
rcp [k realm] [-P] [-p ] [-S size] [-R size] source_filel [source_file2]... dest_dir

Copy One or More Directory Subtrees
rcp [k realm] [-P] [-p] [-S size]l [-R size] -t source_dirl [source_dir2]... dest_dir

Copy Files and Directory Subtrees
rcp [k realm] [-P] [-p] [-S size]l [-R size] -t file_or_dirl l[file_or_dir2]... dest_dir

DESCRIPTION
The rcp command copies files, directory subtrees, or a combination of files and directory subtrees from
one or more systems to another. In many respects, it is similar to the Cp command (see cp(1)).

To use rcp , you must have read access to files being copied, and read and search (execute) permission on
all directories in the directory path. Note that there are special requirements for third-party transfers,
which are described in the Third-Party Transfers section below.

In a Kerberos V5 Network Authentication environment, rcp uses the Kerberos V5 protocol while initiat-
ing the connection to a remote host. The authorization mechanism is dependent on the command line
options used to invoke remshd on the remote host (i.e., -K, -R, -r , or -k ). Kerberos authentication
and authorization rules are described in the Secure Internet Services man page, sis(5).

Although Kerberos authentication and authorizations may apply, the Kerberos mechanism is not applied
when copying files. The files are still transferred in clear text over the network.

The fallback option can be set in the krb5.conf  file within appdefaults Section. Refer to the
krb5.conf(4) manpage for more information on the appdefaults Section. If fallback  is set to true and
the kerberos authentication fails, rcp will use the non-secure mode of authentication.

Note: Command line options override the configuration file options.
Options and Arguments
Icp recognizes the following options and arguments:

source_file , source_dir
This option specifies the name of an existing file or directory on a local or remote
machine that you want to be copied to a specified destination. The source file and
directory names are constructed as follows:

user_name @ostname . pathname/ filename
or
user_name @ostname . pathname/ dirname

Component parts of file and directory names are described below. If multiple exist-
ing files and/or directory subtrees (source_filel, source_file2, ..., etc.) are specified,
then the destination must be a directory. Shell file name expansion is allowed on
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dest_file

dest_dir

file_or_dir

-k realm

-S size

-R size

rcp(1)

both local and remote systems. Multiple files and directory subtrees can be copied
from one or more systems to a single destination directory by using a single com-
mand.

This option specifies the name of the destination file. If host name and path name
are not specified, then the existing file is copied into a file named dest_file in the
current directory on the local system. If dest_file already exists and is writable,
then the existing file is overwritten. The destination file names are constructed in
the same way as source files except that the usage of file name expansion characters
is forbidden in the case of destination file names.

This option specifies the name of the destination directory. If host name and path
names are not specified, then the existing file is copied into a directory named
dest_dir in the current directory on the local system. If dest_dir already exists in
the specified directory path (or current directory if not specified), then a new direc-
tory named dest_dir is created underneath the existing directory named dest_dir.
The destination directory names are constructed the in same way as source direc-
tory tree names except that the usage of file name expansion characters is forbidden
in the case of destination directory names.

If the source_dir has more than one file to be copied, the dest_dir does not exist, and
if the -r option is used for recursive copying, then rcp first creates the dest_dir
and later copies the files under the source_dir to the dest_dir.

If a combination of files and directories are specified for copying (either explicitly or
by file name expansion), then only files are copied unless the -I option is specified.
If the -r option is present, then all the files and directory subtrees whose names
match the specified file_or_dir name are copied.

This option is applicable only in a secure environment based on Kerberos V5. It can
be used to obtain tickets from the remote host in the specified realm instead of the
remote host’s default realm as specified in the configuration file krb.realms

This option is applicable only in a secure environment based on Kerberos V5. It dis-
ables Kerberos authentication. If the remote host has been configured to prevent
non-secure access, using this option would result in the generic error,

krcmd: connect: hostname: Connection refused
See DIAGNOSTICS in remshd (1M) for more details.

This option can be used to preserve (duplicate) modification times and modes (per-
missions) of source files, ignoring the current setting of the umask file creation
mode mask. If this option is specified, rCp preserves the sticky bit only if the tar-
get user is superuser.

If the -p option is not specified, rcp preserves the mode and owner of dest_file if it
already exists; otherwise rcp wuses the mode of the source file modified by the
umask on the destination host. Modification and access times of the destination file
are set to the time when the copy was made.

This option sets the size of the socket send buffer.
This option sets the size of the socket receive buffer.

This option can be used to recursively copy directory subtrees rooted at the source
directory name. If any directory subtrees are to be copied, rCp recursively copies
each subtree rooted at the specified source directory name to directory dest_dir. If
source_dir is being copied to an existing directory of the same name, ICp creates a
new directory source_dir within dest_dir and copies the subtree rooted at source_dir
to dest_dir/ source_dir. If dest_dir does not exist, rcp first creates it and copies the
subtree rooted at source_dir to dest_dir and the output will be similar irrespective
of whether a wildcard character (source_dir/*) is used for copying or otherwise.

Constructing File and Directory Names
As indicated above, file and directory names contain one, two, or four component parts:

user_name

Login name to be used for accessing directories and files on remote system.
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hostname Hostname of remote system where directories and files are located.

pathname Absolute directory path name or directory path name relative to the login directory of
user user_name.

filename Actual name of source or destination file. File name expansion is allowed on source
file names.
dirname Actual name of source or destination directory subtree. File name expansion is

allowed on source directory names.

Each file or directory argument is either a remote file name of the form hostname: path, or a local file
name (with a slash (/) before any colon (. )). hostname can be either an official host name or an alias (see
hosts(4)). If hostname is of the form ruser @host, ruser is used on the remote host instead of the current
user name. An unspecified path (that is, hostname:. ) refers to the remote user’s login directory. If path
does not begin with / , it is interpreted relative to the remote user’s login directory on hostname. Shell
metacharacters in remote paths can be quoted with backslash (\ ), single quotes (" ), or double quotes
("™ ), so that they will be interpreted remotely.

rcp does not prompt for passwords. In a non-secure or traditional environment, user authorization is
checked by determining if the current local user name or any user name specified via ruser exists on
rhost. In a Kerberos V5 Network Authentication or secure environment, the authorization method is
dependent upon the command line options for remshd (see remshd(1M) for details). In either case,
remote command execution via remsh (1) and remd(3N), or remd_af(3N) in case of IPv6 systems, must be
allowed and remshd (1M) must be executable on the remote host.

Third-Party Transfers
Third-party transfers in the following form:

rcp ruserl@rhostl:pathl ruser2@rhost2:path2
are performed as:
remsh rhostl -l ruserl rcp pathl ruser2@rhost2:path2

Therefore, for a such a transfer to succeed, ruser2 on rhost2 must allow access by ruserl from rhostl (see
hosts.equiv (4)).

rcp With IPv6 Address
To invoke rcp with an IPv6 address, the IPv6 address must be enclosed in a pair of square brackets ([

and ] ) as shown in the example below.
rcp source user@|[ IPv6_address].dest
If the IPv6 address is not enclosed within square brackets, the first occurrence of a colon (: ) is treated as

the separator between the hostname and the path.

WARNINGS
The rcp routine is confused by any output generated by commands in a .cshrc file on the remote host

(see csh(1)).
Copying a file onto itself, for example:
rcp path ‘hostname‘:path

may produce inconsistent results. The current HP-UX version of rcp simply copies the file over itself.
However, some implementations of rcp , including some earlier HP-UX implementations, corrupt the file.
In addition, the same file may be referred to in multiple ways, for example, via hard links, symbolic links,
or NFS. It is not guaranteed that rcp will correctly copy a file over itself in all cases.

Implementations of rcp based on the 4.2BSD version (including the implementations of rcp prior to
HP-UX 7.0) require that remote users be specified as rhost.ruser. If the first remote host specified in a
third party transfer (rhostl in the example below) uses this older syntax, the command must have the
form:

rcp ruserl@rhostl:pathl rhost2.ruser2:path2

since the target is interpreted by rhostI. A common problem is encountered when two remote files are to
be copied to a remote target that specifies a remote user. If the two remote source systems, rhostl and
rhost2, each expect a different form for the remote target, the command:

rcp rhostl:pathl rhost2:path2 rhost3.ruser3:path3
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will certainly fail on one of the source systems. Perform such a transfer using two separate commands.

With the existing implementation of rcp , the remote copy may result in a system overwrite as described
in the following example.

rcp -r path root@hostname: /

In this example, if you run rcp as root, and unintentionally type a space between the colon (: ) and the
slash (/ ), then rcp assumes both path and root@hostname: (the remote machine’s root directory) as
source. ICP always interprets the last argument as the destination. Therefore, the destination directory
is the local machine’s root directory (/ ). rcp copies the content of path to the root directory (/) first. It
then does another copy with root@hostname as source to the root directory (/) again. This second
copy overwrites the local system’s root directory (/ ) with the remote system’s root directory (/ ).

DIAGNOSTICS
Diagnostics can occur from both the local and remote hosts. Those diagnostics that occur on the local host
before the connection is completely established are written to standard error. Once the connection is
established, any error messages from the remote host are written to standard output, like any other data.

Error! could not retrieve authentication type.

Please notify sys admin.
There are two authentication mechanisms used by rcp . One authentication mechanism is based on
Kerberos and the other is not. The type of authentication mechanism is obtained from a system file
which is updated by inetsvcs_sec (1M). If the system file does not contain known authentication
types, the above error is displayed.

AUTHOR
rcp was developed by the University of California, Berkeley.

SEE ALSO

cp(1), ftp(1), remsh(1), remshd(1M), inetsves_sec(1M), remd(3N), remd_af(3N), hosts(4), hosts.equiv(4),
krb5.conf(4), sis(5).
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NAME
rcs - change RCS file attributes

SYNOPSIS
rcs [options] file ...

DESCRIPTION
rcs creates new RCS files or changes attributes of existing ones. An RCS file contains multiple revisions
of text, an access list, a change log, descriptive text, and some control attributes. For rcs to work, the
user’s login name must be on the access list, except if the access list is empty, if the user is the owner of
the file or the superuser, or if the -i option is present.

The user of the command must have read/write permission for the directory containing the RCS file and
read permission for the RCS file itself. rCS creates a semaphore file in the same directory as the RCS
file to prevent simultaneous update. For changes, rcs always creates a new file. On successful comple-
tion, rcs deletes the old one and renames the new one. This strategy makes links to RCS files useless.

Files ending in ,v are RCS files; all others are working files. If a working file is given, rcs tries to find
the corresponding RCS file first in directory ./RCS , then in the current directory, as explained in rcsin-

tro(5).
Options
Ics recognizes the following options:
-a logins Appends the login names appearing in the comma-separated list logins to the access
list of the RCS file.
-A oldfile Appends the access list of oldfile to the access list of the RCS file.
-C " string"  Sets the comment leader to string. The comment leader is printed before every log

message line generated by the keyword $L0g$ during check out (see co(1)). This
is useful for programming languages without multi-line comments. During rcs
-i or initial Ci , the comment leader is guessed from the suffix of the working file.
Note, a comment leader is inserted at the beginning of each line of log information.
The comment leader is determined by the suffix used with the file name, as in foo.c,
or foo.sh, or foo.p. Note you can specify a different comment leader through the
"rcs" command. The following table shows the comment leader associated with each
file name suffix:

SUFFIX FILES Comment Character
c ¢ o
C C Header o
sh shell W
S Assembly W
P pascal o
r ratfor W
e efl W
1 lex o
y yacc o
yr yacc-rarfor o
ye yacc-efl o
ml mocklisp )
mac macro ’;’
f fortran e
ms ms-macros \’
me me-macros \’
" empty suffix W
nil unknown suffix e

-€ [logins]
Erases the login names appearing in the comma-separated list logins from the access list of the
RCS file. If logins is omitted, the entire access list is erased.
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-i Creates and initializes a new RCS file, but does not deposit any revision. If the RCS file has no
path prefix, rcs tries to place it first into the subdirectory ./RCS , then into the current
directory. If the RCS file already exists, an error message is printed.

-l [rev]
Locks the revision with number rev. If a branch is given, the latest revision on that branch is
locked. If rev is omitted, the latest revision on the trunk is locked. Locking prevents overlap-
ping changes. A lock is removed with Ci or rcs -u (see below).

-L  Setslocking to strict . Strict locking means that the owner of an RCS file is not exempt from
locking for check in. This option should be used for files that are shared.

-N namel: [rev]]
Associates the symbolic name name with the branch or revision rev. [ICS prints an error
message if name is already associated with another number. If rev is omitted, the symbolic
name is associated with the latest revision on the trunk. If: rev is omitted, the symbolic name
is deleted.

-Nnamel: [rev]]
Same as -N , except that it overrides a previous assignment of name.

-0 range
Deletes ("obsoletes") the revisions given by range. A range consisting of a single revision
number means that revision. A range consisting of a branch number means the latest revision
on that branch. A range of the form revl-rev2 means revisions revl to rev2 on the same
branch, - rev means from the beginning of the branch containing rev up to and including rev,
and rev- means from revision rev to the head of the branch containing rev. None of the out-
dated revisions can have branches or locks.

-0 Quiet mode; diagnostics are not printed.

-S statel: rev]
Sets the state attribute of the revision rev to state. If rev is omitted, the latest revision on the
trunk is assumed. If rev is a branch number, the latest revision on that branch is assumed.
Any identifier is acceptable for state. A useful set of states is EXp (for experimental), Stab
(for stable), and Rel (for released). By default, Ci sets the state of a revision to EXp.

-t [extfile ]
Writes descriptive text into the RCS file (deletes the existing text). If ¢xtfile is omitted, rcs
prompts the user for text supplied from the standard input, terminated with a line containing
a single . or Ctrl-D. Otherwise, the descriptive text is copied from the file txtfile. If the -i
option is present, descriptive text is requested even if -t is not given. The prompt is
suppressed if the standard input is not a terminal.

-U [rev]
Unlocks the revision with number rev. If a branch is given, the latest revision on that branch
is unlocked. If rev is omitted, the latest lock held by the user is removed. Normally, only the
locker of a revision may unlock it. Somebody else unlocking a revision breaks the lock. This
causes a mail message to be sent to the original locker. The message contains a commentary
solicited from the breaker. The commentary is terminated with a line containing a single . or
Control-D.

-U  Sets locking to non-strict. Non-strict locking means that the owner of a file need not lock a
revision for check in. This option should not be used for files that are shared. The default (-L
or -U) is determined by the system administrator.

Access Control Lists (ACLs)
Do not add optional ACL entries to an RCS file, because they are deleted when the file is updated. The
resulting access modes for the new file might not be as desired.

DIAGNOSTICS
The RCS filename and the revisions outdated are written to the diagnostic output. The exit status always
refers to the last RCS file operated upon, and is 0 if the operation was successful; 1 if unsuccessful.

EXAMPLES
Add the names jane , mary, dave, and jeff to the access list of RCS file vision,v
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rcs -ajane,mary,dave,jeff vision

Set the comment leader to tab* for file vision
rcs -c'  tab* vision

Associate the symbolic name $s0/6_0 with revision 38.1 of file vision
rcs -Nsso/6_0:38.1 vision

Lock revision 38.1 of file vision,v so that only the locker is permitted to check in (see ci(1)) the next
revision of the file. This command prevents two or more people from simultaneously revising the same
file and inadvertently overwriting each other’s work.

rcs -138.1 vision,v

WARNINGS
All rcs command options are available to anyone whose name appears in the file access list, including
those to add and delete names in the access list, change strict locking, etc. If these options must be res-
tricted, other security methods should be employed. Also see previous note regarding Access Control
Lists.

AUTHOR
rcs was developed by Walter F. Tichy.

SEE ALSO
co(1), ci(1), resdiff(1), resmerge(1), rlog(1), resfile(4), acl(5), resintro(5).
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NAME
resdiff - compareRCS revisions
SYNOPSIS
rcsdiff [-bcefthn ] [-r revl] [-r rev2] file ...
DESCRIPTION
rcsdiff compares two revisions of each given RCS file and creates output very similar to diff (see

diff(1)). A file name ending in ,v is an RCS file name, otherwise it is a working file name. rcsdiff
derives the working file name from the RCS file name and vice versa, as explained in rcsintro(5). Pairs
consisting of both an RCS and a working file name can also be specified.

rcsdiff  recognizes the following options:
-b Same as described in diff(1);
-e Same as described in diff(1);
-f Same as described in diff(1);
-h Same as described in diff(1);
-n Generate an edit script of the format used by RCS.

Generate a diff with lines of context. The default is to present 3 lines of context. To change,
specify n; for example, -C10 gives 10 lines of context.

-C modifies the output format slightly from the normal diff(1) output. The “context” output
begins with identification of the files involved and their creation dates, then each change is
separated by a line with a dozen * (asterisks). Lines removed from filel are marked with -
(dashes); those added to file2 with + (pluses). Lines that are changed from one file to the
other are marked in both files with ! (exclamation marks).

If both revI and rev2 are omitted, rcsdiff compares the latest revision on the trunk with the contents
of the corresponding working file. This is useful for determining what was changed since the last check-
in.

If rev1 is given, but rev2 is omitted, rcsdiff compares revision revI of the RCS file with the contents of
the corresponding working file.

If both rev1 and rev2 are given, rcsdiff  compares revisions revl and rev2 of the RCS file.
Both revl and rev2 can be given numerically or symbolically.
EXAMPLES
Compare the latest trunk revision of RCS file f.c,v  and the contents of working file f.c :
rcsdiff f.c
Compare the revisions 1.1 and 1.2 in the RCS file foo.c,v
resdiff -r1.1 -r1.2 foo.c

AUTHOR
rcsdiff  was developed by Walter F. Tichy.

SEE ALSO
ci(1), co(1), diff(1), ident(1), res(1), resmerge(1), rlog(1), resfile(4), resintro(5).
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NAME

rcsmerge - merge RCS revisions

SYNOPSIS
rcsmerge -r revl [-r rev2] [-p] file

DESCRIPTION
rcsmerge incorporates the changes between revl and rev2 of an RCS file into the corresponding working
file. If -p is given, the result is printed on the standard output; otherwise the result overwrites the
working file.

A file name ending in ,vV is an RCS file name; otherwise it is a working file name. rcsmerge derives
the working file name from the RCS file name and vice versa, as explained in rcsintro (5). A pair consist-
ing of both an RCS and a working file name can also be specified.

revl cannot be omitted. If rev2 is omitted, the latest revision on the trunk is assumed. Both revl and
rev2 can be given numerically or symbolically.

rcsmerge prints a warning if there are overlaps, and delimits the overlapping regions as explained for
the -j option of co(1). The command is useful for incorporating changes into a checked-out revision.

EXAMPLES
Suppose you have released revision 2.8 of f.c . Assume furthermore that you just completed revision 3.4
when you receive updates to release 2.8 from someone else. To combine the updates to 2.8 and your
changes between 2.8 and 3.4, put the updates to 2.8 into file f.c and execute:

rcsmerge -p -r2.8 -r3.4 f.c >f.merged.c

Then examine f.merged.c . Alternatively, if you want to save the updates to 2.8 in the RCS file, check
them in as revision 2.8.1.1 and execute CO -j

ci -r2.8.1.1 fc
co -r3.4 -j2.8:2.8.1.1 f.c

As another example, the following command undoes the changes between revision 2.4 and 2.8 in your
currently checked out revision in f.c

rcsmerge -r2.8 -r2.4 f.c

Note the order of the arguments, and that f.c is overwritten.

WARNINGS
rcsmerge does not work for files that contain lines with a single . .

AUTHOR
rcsmerge was developed by Walter F. Tichy.

SEE ALSO
ci(1), co(1), merge(1), ident(1), res(1), resdiff(1), rlog(1), resfile(4).
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NAME

rdist(1)

rdist - remote file distribution program

SYNOPSIS

rdist [ -bhingqwyMR | [ -f distfile ] [ -d var=value 1 [ -m host ] [ label... ]
rdist [ -bhingqwyMR ] -C name... [login@]host [:dest]

DESCRIPTION

rdist facilitates the maintaining of identical copies of files over multiple hosts. It preserves the owner,
group, mode, and modification time of files if possible and can update programs that are executing.

-f distfile

Specify a distfile for rdist to execute. distfile contains a sequence of entries that specify
the files to be copied, the destination hosts, and what operations to perform to do the updat-
ing. The format of distfile is described in detail later. If distfile is -, the standard input is
used. If no -f option is present, the program looks first for a file called distfile , then
Distfile in the local host’s working directory to use as the input.

-d var=value

-m host

label

-C name...

Section 1-736

Define var to have value. The -d option is used to define variable definitions in the distfile.
value can be an empty string, one name, or a list of name separated by tabs and/or spaces
and enclosed by a pair of parentheses. However, if the variable specified is already defined
in the distfile, the -d option has no effect (because the distfile overrides the -d option).

Limit which machines are to be updated. Multiple -m arguments can be given to limit
updates to a subset of hosts that are listed in the distfile. For more information on the host
format, refer to the section destination_list.

Label of a command to execute. The label must be defined in distfile.

The -C option forces rdist to interpret the remaining arguments as a small distfile. The
equivalent distfile is as follows.

(name ... ) -> [login@]host
install [dest] ;

Note: In IPv6 enabled systems to use the -C option with an IPv6 address, the IPv6
address has to be enclosed in a square bracket pair ([ and ]). An example invocation of
rdist with the -C option and an IPv6 address is as shown below:

rdist -c name user@|[  IPv6 address].dest

If the IPv6 address is not enclosed within square brackets, the first occurrence of a colon (: )
is treated as the separator between the hostname and the path.

Print the commands without executing them. This option is useful for debugging distfile.

Quiet mode. Files that are being modified are normally printed on standard output. The -q
option suppresses this.

Remove extraneous files. If a directory is being updated, any files that exist on the remote
host that do not exist in the master directory are removed. This is useful for maintaining
truly identical copies of directories.

Follow symbolic links. Copy the file that the link points to rather than the link itself.

Ignore unresolved links. rdist will normally try to maintain the link structure of files
being transferred and warn the user if it cannot find all the links.

Verify that the files are up to date on all the hosts. Any files that are out of date will be
displayed but no files will be changed nor any mail sent.

Whole mode. The whole file name is appended to the destination directory name. Normally,
only the last component of a name is used when renaming files. This will preserve the direc-
tory structure of the files being copied instead of flattening the directory structure. For
example, renaming a list of files such as (dirl/fl and dir2/f2 ) to dir3 would create
files dir3/dirl/fl and dir3/dir2/f2 instead of dir3/f1 and dir3/f2

Younger mode. Files are normally updated if their m¢ime and size (see stat(2)) disagree. The
-y option causes rdist not to update files that are younger than the master copy. This
can be used to prevent newer copies on other hosts from being replaced. A warning message
is printed for files which are newer than the master copy.

Hewlett-Packard Company -1- HP-UX 11i Version 2: August 2003



rdist(1) rdist(1)

-b Binary comparison. Perform a binary comparison and update files if they differ rather than
comparing dates and sizes.

-M Check that mode, ownership, and group are the same in addition to any other form of com-
parison that is in effect. This option will cause files to be replaced but will only correct the
problem with a directory and print a warning message.

The distfile used by rdist contains a sequence of entries that specify the files to be copied, the destina-
tion hosts, and what operations to perform to do the updating. Each entry has one of the following for-
mats.

variable_name = name_list
[label:] source_list -> destination_list command_list
[label:] source_list :: time_stamp_file command_list

The first format is used for defining variables. The second format is used for distributing files to other
hosts. The third format is used for making lists of files on the local host that have been changed since
some given date. (See EXAMPLES.)

variable_name
Specify the name of a variable.

name_list List of names (such as list of hosts or lists of files) separated by tabs and/or spaces and
enclosed by parentheses.

source_list
Specify a list of files and/or directories on the local host to be used as the master copy for dis-
tribution. Each file in the source_list is added to a list for changes, if the file is out of date on
the host that is being updated (second format), or if the file is newer than the time stamp file
(third format). source_list may contain a single name, or multiple names separated by tabs
and/or spaces and enclosed by parentheses.

destination_list
List of hosts to which these files are to be copied. destination_list may contain a single name,
or multiple names separated by tabs and/or spaces and the whole list must be enclosed by
parentheses. The host names in the destination_list can also be in the form login @ost. For
example, root@arpa . In this case, the user root owns the files distributed at arpa .

time_stamp_file
Specify a given date to generate a list of files on the local host that were modified since that
date.

label : Labels are optional. They are used to identify a command for partial updates.

command_list
Specifies a list of commands to be performed.

The command list consists of zero or more commands of the following format.

install [ options 1 opt_dest_name;
notify  name_list;

except name_list;

except_pat  pattern_list

special  name_list string;

The install command is used to copy out-of-date files and/or directories. Each source file is
copied to each host in the destination list. Directories are recursively copied in the same way.
opt_dest_name is an optional parameter to rename files. If no install command appears in
the command list or the destination name is not specified, source_list is used. Directories in
the path name will be created if they do not exist on the remote host. To help prevent disas-
ters, a non-empty directory on a target will never be replaced with a regular file or a symbolic
link. However, under the -R option a non-empty directory will be removed if the correspond-
ing filename is completely absent on the master host. The options are -b ,-h -i | -v -w -y , -
M and -R, and have the same semantics as options on the command line, except that they only
apply to the files in the specified source_list. The login name used on the destination host is
the same as on the local host, unless the destination name is of the form "login@host".

The notify command is used to mail the list of files updated (and any errors that may have
occurred) to the listed names, in name_list. If no @appears in the name, the destination host
is appended to the name (e.g., namel@host, name2@host, ...).
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The except command is used to update all of the files in the source list, except for the files
listed in name_list. This is usually used to copy everything in a directory except certain files.

The except_pat command is like the except command except that pattern_list is a list of
regular expressions (see ed (1) for details). If one of the patterns matches some string within a
file name, that file will be ignored. Note that since the backslash (\ ) is a quote character, it
must be doubled to become part of the regular expression. Variables are expanded in
pattern_list but not shell file pattern matching characters. To include a $, it must be escaped
with the backslash.

The special command is used to specify sh(1) commands that are to be executed on the
remote host after the file in name_list is updated or installed. If the name_list is omitted then
the shell commands will be executed for every file updated or installed. The shell variable
‘FILE’ is set to the current filename before executing the commands in string. string starts
and ends with double quotes (") and can cross multiple lines in distfile. Multiple commands to
the shell should be separated by semi-colons (; ). Commands are executed in the user’s home
directory on the host being updated. The special command can be used, for example, to
rebuild private databases after a program has been updated. Shell variables cannot be used in
the command because there is no escape mechanism for the $ character.

Newlines, tabs, and blanks are only used as separators and are otherwise ignored. Comments begin with
# and end with a newline.

A generalized way of dynamically building variable lists is provided by using a backquote syntax much
like the shell. In this way, arbitrary commands that generate stdout with space-separated words may be
used to build the list (see the use of cat command in the examples).

Variables to be expanded begin with $ followed by the variable name enclosed in curly braces.

The shell meta-characters [, ], {,}, *, and ? are recognized and expanded (on the local host only) in
the same way as csh(1). They can be escaped with a backslash. The ~ character is also expanded in the
same way as csh but is expanded separately on the local and destination hosts. When the -w option is
used with a file name that begins with ~, everything except the home directory is appended to the desti-
nation name. File names which do not begin with / or ~ use the destination user’s home directory as
the root directory for the rest of the file name.

DIAGNOSTICS
A complaint about mismatch of rdist version numbers may mean that an executable rdist is not in the
shell’s path on the remote system.

EXAMPLES
| Tr | The following is a small example.
HOSTS = ( matisse root@arpa )

FILES = ( /usr/lib /usr/bin lusr/local/games
lusrfinclude/{*.h,{sys,rpc*,arpa}/*.h}
/usr/man/man? ‘cat ./std-files’ )

EXLIB = ( Mail.rc aliases aliases.dir aliases.pag crontab dshrc
sendmail.cf sendmail.fc sendmail.hf sendmail.st uucp vfont )

${FILES} > ${HOSTS}
install -R ;
except /usr/lib/${EXLIB} ;
except /usr/local/gamesl/lib ;
special  /usr/shin/sendmail " /usr/sbin/sendmail -bz" ;

srcs:

lusr/local/src -> arpa
except_pat ( \\.o$ /SCCS\$ ) ;

IMAGEN = (ips dviimp catdvi)

imagen:
lusr/local/${IMAGEN} -> arpa

Section 1-738  Hewlett-Packard Company -3- HP-UX 11i Version 2: August 2003



rdist(1) rdist(1)

install lusr/localllib ;
notify ralph ;
${FILES} :: stamp.cory

notify root@cory ;
WARNINGS
Source files must reside on the local host where rdist is executed.
There is no easy way to have a special command executed after all files in a directory have been updated.

Variable expansion only works for name lists and in the special command string; there should be a
general macro facility.

rdist aborts on files that have a negative mtime (before Jan 1, 1970).

rdist does carry the atime when installing a file but will preserve it on an updated file.

There should be a ‘force’ option to allow replacement of non-empty directories by regular files or symlinks.
AUTHOR

rdist was developed by the University of California, Berkeley.

rdist appeared in the 4.3 Berkeley Software Distribution.

FILES
distfile Input command file.
/tmp/rdist* Temporary file for update lists.
SEE ALSO

sh(1), esh(1), stat(2).
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NAME

read - read a line from standard input

SYNOPSIS
read [-r ] var ..

DESCRIPTION
read reads a single line from standard input. The line is split into fields as when processed by the shell
(refer to shells in SEE ALSO); the first field is assigned to the first variable var, the second field to the
second variable var, and so forth. If there are more fields than there are specified var operands, the
remaining fields and their intervening separators are assigned to the last var. If there are more vars
than fields, the remaining vars are set to empty strings.

The setting of variables specified by the var operands affect the current shell execution environment.
Standard input to read can be redirected from a text file.

Since read affects the current shell execution environment, it is usually provided as a normal shell spe-
cial (built-in) command. Thus, if it is called in a subshell or separate utility execution environment simi-
lar to the following, it does not affect the shell variables in the caller’s environment:

(read foo)
nohup read ...
find . -exec read ... ;

Options and Arguments
read recognizes the following options and command-line arguments:

-r Do not treat a backslash character in any special way. Consider each backslash to
be part of the input line.

var The name of an existing or non-existing shell variable.

EXTERNAL INFLUENCES
Environment Variables
IFS determines the internal field separators used to delimit fields.

RETURN VALUE
read exits with one of the following values:

0 Successful completion.

>0 End-of-file was detected or an error occurred.

EXAMPLES
Print a file with the first field of each line moved to the end of the line.

while read -r xx yy
do

printf "%s %s \n" "$yy" "$xx"

done < input_file

SEE ALSO
csh(1), ksh(1), sh-posix(1), sh(1).

STANDARDS CONFORMANCE
read : SVID2, XPG2, XPG3, XPG4, POSIX.2 FIPS
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NAME

readmail - read mail from a mail folder or incoming mailbox

SYNOPSIS
readmail [-ahnp | [-f folder] [number-list Upattern]

DESCRIPTION
The readmail program displays messages from your incoming mailbox or a specified mail folder.

Within the elm mail system (see elm (1) with no operands and optionally the -h or -n option, readmail
displays the appropriate headers and the body of the current message.

With the number-list operand and no options, readmail displays the corresponding messages and a
summary of the headers from your incoming mailbox.

With the pattern operand and no options, readmail displays the first message that matches the pattern
and a summary of the headers from your incoming mailbox.

Options
readmail supports the following options.

-a Print all messages that match pattern. If no pattern was specified, this option is
ignored.

-f folder Use file folder for the operations instead of the incoming mailbox.

-h Include the entire header of the matched message or messages when displaying
their text. The default is to display the From: , Date: , and Subject:  lines only.

-n Exclude all headers.

-p Put form feeds (Ctrl-L) between message headers. This is useful when printing

sets of messages.

Operands
readmail supports the following operands.

number-list A blank-separated list of the ordinal locations of messages in the mail file (i.e., their
"message numbers"), up to 25 at a time. The character $ means the last message in
the mail file. Similarly, * represents every message in the file i.e., 1 2 3 ... $)

The message numbers are sorted into ascending order. Thus, 1 3 2 produces the
same outputas 1 2 3.

pattern A string that is present in one of the messages. This pattern can be typed in
directly (no quotes) if the words are separated by a single space in the actual mes-
sage. The pattern matching is case sensitive, so Hello and hello are not
equivalent. Leading digits (on the first word) are not permitted; however, you can
precede them with a space and quote the entire string, if the space occurs in the
message, as in " 1st item of business"

EXAMPLES
If you are using Vi to reply to a message from within the elm mail system, you can insert the text of the
current message with the command:

:r readmail
If you define an alias similar to:

alias rd="readmai | $ | page’ (Korn or POSIX shell)
alias rd 'readmai | $ | page’ (C shell)

you can use it with a program such newmail to peruse mail as it arrives, without needing to start a mail
system (see newmail (1)).

AUTHOR
readmail was developed by HP.
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FILES
Ivar/mail/ loginname Incoming mailbox
$HOME/.elm/readmail Temporary file for elm
SEE ALSO

elm(1), newmail(1), vi(1).
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NAME

remsh, rexec - execute from a remote shell

SYNOPSIS
remsh host [-| username] [-N] command
host [-| username] [-N] command

rexec host [-| username] [-N] command

In Kerberos V5 Network Authentication Environments

remsh host [-| username] [-f |-F1 [-k realm] [-P] [-n] command
host [-| username] [-f |-F] [-k realm]1 [-P] [-n] command
DESCRIPTION

remsh connects to a specified host and executes a specified command. The host name can be either the
official name or an alias as understood by gethostbyname() (see gethostent (3N) and hosts(4)).
remsh copies its standard input (stdin ) to the remote command, the standard output of the remote
command to its standard output (stdout ), and the standard error of the remote command to its stan-
dard error (stderr ). Hangup, interrupt, quit, terminate, and broken pipe signals are propagated to the
remote command. remsh exits when the sockets associated with stdout and stderr  of the remote
command are closed. This means that remsh normally terminates when the remote command does (see
remshd (1M)).

By default, remsh uses the following path when executing the specified command :
{usr/bin:/usr/ccs/bin:/usr/bin/X11:/usr/contrib/bin:/usr/local/bin

remsh uses the default remote login shell with the -C option to execute the remote command. If the
default remote shell is csh, csh sources the remote .cshrc file before the command. remsh cannot be
used to run commands that require a terminal interface (such as Vi ) or commands that read their stan-
dard error (such as more). In such cases, use rlogin  or telnet  instead (see rlogin (1) and telnet (1)).

The remote account name used is the same as your local account name, unless you specify a different
remote name with the -| option. This remote account name must be equivalent to the originating
account. In addition, the remote host account name must also conform to other rules, which differ
depending upon whether the remote host is operating in a Kerberos V5 Network Authentication, i.e.,
secure environment, or not.

In a non-secure, or traditional environment, the remote account name must be equivalent to the originat-
ing account; no provision is made for specifying a password with a command. For more details about
equivalent hosts and how to specify them, see hosts.equiv (4). The files inspected by remshd on the
remote host are /etc/hosts.equiv and $HOME/.rhosts  (see remshd (1M)).

In a Kerberos V5 Network Authentication environment, the local host must be successfully authenticated
before the remote account name is checked for proper authorization. The authorization mechanism is
dependent on the command line options used to invoke remshd on the remote host Gi.e., -K, -R, -r , or
-k ). For more information on Kerberos authentication and authorization see the Secure Internet Ser-
vices man page, sis(5) and remshd (1M).

Although Kerberos authentication and authorization may apply, the Kerberos mechanism is not applied
to the command or to its response. All the information that is transferred between the local and remote
host is still sent in cleartext over the network.

The default Kerberos options for the applications are set in the krb5.conf  configuration file. Refer to
the appdefaults Section in the krbb.conf(4) manpage for more information. The options -f , and -F
described in the subsequent paragraphs, can be set in the krb5.conf  file with the tag names forward ,
and forwardable  respectively. Refer to the krb5.conf(4) manpage for more information on the appde-
faults Section .

The fallback  option can be set in the krb5.conf  file within the appdefaults Section . If fallback
is set to true and the kerberos authentication fails, remsh will use the non-secure mode of authentica-
tion.

Note: Command line options override the configuration file options.
In a secure or Kerberos V5-based environment, the following command line options are available:

-f Forward the ticket granting ticket (TGT) to the remote system. The TGT is not for-
wardable from that remote system.

HP-UX 11i Version 2: August 2003 -1- Hewlett-Packard Company  Section 1-743

id



id

remsh (1) remsh (1)

-F Forward the TGT to the remote system and have it forwardable from there to another
remote system. The -f option and -F option are mutually exclusive.

-k realm  Obtain tickets from the remote host in the specified realm instead of the remote host’s
default realm as specified in the configuration file krb.realms

-P Disable Kerberos authentication.

If command, is not specified, instead of executing a single command, you will be logged in on the remote
host using rlogin  (see rlogin(1)). Any rlogin  options typed in on the command line are transmitted
to rlogin . If no command and the option -P are specified, rlogin  will be invoked with -P to indi-
cate that Kerberos authentication (or secure access) is not necessary. This means that if a password is
requested, the password will be sent in cleartext. If command is specified, options specific to rlogin  are
ignored by remsh .

By default, remsh reads its standard input and sends it to the remote command because remsh has no
way to determine whether the remote command requires input. The -n option redirects standard input
to remsh from /dev/null . This is useful when running a shell script containing a remsh command,
since otherwise remsh may use input not intended for it. The -n option is also useful when running
remsh in the background from a job control shell, /usr/bin/csh or /usr/bin/ksh . Otherwise,
remsh stops and waits for input from the terminal keyboard for the remote command. /usr/bin/sh
automatically redirects its input from /dev/null when jobs are run in the background.

Host names for remote hosts can also be commands (linked to remsh ) in the directory /usr/hosts . If
this directory is specified in the $PATH environment variable, you can omit remsh. For example, if
remotehost is the name of a remote host, /usr/hosts/remotehost is linked to remsh, and if
/usr/hosts is in your search path, the command

remotehost command

executes command on remotehost |, and the command
remotehost

is equivalent to
rlogin remotehost

The rexec command works in the same way as remsh except that it uses the rexec() library routine
and rexecd for command execution (see rexec(3N) and rexecd (1M)) and does not support Kerberos
authentication. rexec prompts for a password before executing the command instead of using
hosts.equiv for authentication. It should be used in instances where a password to a remote account
is known but there are insufficient permissions for remsh .

EXAMPLES

Shell metacharacters that are not quoted are interpreted on the local host; quoted metacharacters are
interpreted on the remote host. Thus the command line:

remsh otherhost cat remotefile >> localfile

appends the remote file remotefile to the local file localfile , while the command line
remsh otherhost cat remotefile ">>" otherremotefile

appends remotefile to the remote file otherremotefile

If the remote shell is /usr/bin/sh , the following command line sets up the environment for the remote
command before executing the remote command:

remsh otherhost . .profile 2>&- \; command

The 2>&- throws away error messages generated by executing .profile when stdin and stdout are not
a terminal.

The following command line runs remsh in the background on the local system, and the output of the
remote command comes to your terminal asynchronously:

remsh otherhost -n command &
The background remsh completes when the remote command does.

The following command line causes remsh to return immediately without waiting for the remote com-
mand to complete:
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remsh otherhost -n "command 1>&- 2>&- &"

(See remshd(1M) and sh(1)). If your login shell on the remote system is csh, use the following form
instead:

remsh otherhost -n "sh -c \"command 1>&- 2>&- &\

RETURN VALUE
If remsh fails to set up the secondary socket connection, it returns 2. If it fails in some other way, it
returns 1. If it fully succeeds in setting up a connection with remshd , it returns 0 once the remote com-
mand has completed. Note that the return value of remsh bears no relation to the return value of the
remote command.

DIAGNOSTICS
Besides the errors listed below, errors can also be generated by the library functions rcmd() and
rresvport() . In the case of IPv6 systems, the library functions rcmd() and rresvport() are
replaced by rcmd_af()  and rresvport_af() ; respectively, and can generate errors (see rcmd(3N)

and rcmd_af(3N)). These errors are preceded by the name of the library function that generated them.
remsh can produce the following diagnostic messages:

Error! could not retrieve authentication type.

Please notify sys admin.
There are two authentication mechanisms used by remsh . One authentication mechanism is
based on Kerberos and the other is not. The type of authentication mechanism is obtained
from a system file which is updated by inetsvcs_sec (see inetsves_sec (1M)). If the system
file does not contain known authentication types, the above error is displayed.

rlogin: ...
Error in executing rlogin  (rlogin  is executed when the user does not specify any com-

mands to 